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ABSTRACT

THE RELATIONSHIPS BETWEEN CYBER BULLYING PERPETRATION
MOTIVES AND PERSONALITY TRAITS: TESTING USES AND
GRATIFICATIONS THEORY

Tanrikulu, Ibrahim
Ph.D., Department of Educational Sciences
Supervisor: Assoc. Prof. Dr. Ozgiir Erdur-Baker
June 2015, 247 pages

This study aimed to examine the interplay between personality traits (online
disinhibition, moral disengagement, narcissism and aggression) and cyber bullying
perpetration motives (entertainment, revenge, harm and dominance). A structural
equation model which was built in accordance with the Uses and Gratifications Theory
was tested. Cyber bully-victims (n= 598) were the participants who were university
students (61.3% were males) attending state universities and ranging in age from 17 to
27. Data collection instruments were Revised Cyber Bullying Inventory for University
Students, Cyber bullying Perpetration Motives Scale, Online Disinhibition Scale,
Propensity to Morally Disengage Scale, 16-items Narcissistic Personality Inventory, 12-

item Aggression Questionnaire besides a demographic information form.

The tested model provided empirical support for the applicability of the Uses and
Gratifications Theory as a theoretical framework in understanding cyber bullying
perpetration. According to the results of the structural equation model test, online
disinhibition was the single personality trait variable to be related to cyber bullying
others for entertainment. Moral disengagement and aggression were the two variables

associated with the revenge motive of cyber bullying perpetration. While moral



disengagement and aggression were positively linked with cyber bullying others for
harm, online disinhibition was negatively related to the harm motive of cyber bullying
perpetration. Moral disengagement and narcissism were the two personality trait
variables associated with the dominance motive of cyber bullying perpetration. Results
were discussed in the light of the existing literature, and implications for theory,
research, practice and policy were presented in addition to the recommendations for the

future studies.

Keywords: cyber bullying perpetration motives, personality traits, uses and
gratifications theory, university students, structural equation model test
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SIBER ZORBALIK YAPMA MOTIVLERI iLE KiSILiIK OZELLIKLERI
ARASINDAKI ILISKILER: KULLANIMLAR VE DOYUMLAR KURAMINI TEST
ETME

Tanrikulu, Ibrahim
Doktora, Egitim Bilimleri Boliimii
Tez Yoneticisi: Dog. Dr. Ozgiir Erdur-Baker
Haziran 2015, 247 sayfa

Bu ¢alismanin amaci, kisilik 6zellikleri (gevirimigi disinhibisyon, ahlaki degerlerden
soyutlanma, narsisizm ve saldirganlik) ve siber zorbalik yapma motivleri (eglenme, 6¢
alma, zarar verme ve istiinliik kurma) arasindaki iligkileri incelemektir. Bu amaca
yonelik olarak Kullanimlar ve Doyumlar Kurami’ni temel alan bir Yapisal Esitlik
Modeli (YEM) olusturulup test edilmistir. Bu arastirmanin katilimeilari, siber zorba-
magdur olduklarini raporlayan, yaslari 17 ile 27 arasinda degisen 598 devlet tiniversitesi
ogrencisidir. Katilimcilarin % 61.37{i erkektir. Universite Ogrencileri i¢in Yenilenmis
Siber Zorbalik Envanteri, Siber Zorbalik Yapma Motivleri Olgegi, Cevirimigi
Disinhibisyon Olgegi, Ahlaki Degerlerden Soyutlanma Egilimi Olgegi, 16 maddeli
Narsistik Kisilik Envanteri, 12 maddeli Saldirganlik Olgegi ve demografik bilgi formu

veri toplama araci olarak kullanilmistir.

Test edilen model, Kullanimlar ve Doyumlar Kurami'nin siber zorbalik yapma
davraniglarin1 kuramsal olarak agiklayabilecegini amprik olarak desteklemistir. YEM
analizi sonuglarina gore, ¢evirimici disinhibisyon, eglenme amaciyla siber zorbalik

yapma davranisiyla iligkili tek kisilik Ozelligidir. Ahlaki degerlerden soyutlanma ve

Vi



saldirganligin ise 6¢ almak icin siber zorbalik yapma davranisiyla iliskili oldugu
bulunmustur. Ahlaki degerlerden soyutlanma ve saldirganliin, zarar vermek i¢in siber
zorbalik yapma davramisiyla pozitif yonde ama cevirimi¢i disinhibisyon kisilik
ozelligiyle negatif yonde iligkili oldugu bulunmustur. Ahlaki degerlerden soyutlanma ve
narsisizm, Ustiinlik kurmak ic¢in siber zorbalik yapma davranisiyla iligkili oldugu
bulunmustur. Arastirmanin sonuglar1 ilgili alan yazin 1s1ginda tartisilip sonuglarin
kurama, arastirmaya, uygulamaya ve politika gelistirmeye yonelik katkilar

aciklanmustir. Ayrica, ileride yapilacak ¢alismalar igin 6nerilerde bulunulmustur.

Anahtar Kelimeler: siber zorbalik yapma motivleri, kisilik 6zellikleri, kullanimlar ve

doyumlar kurami, iiniversite 6grencileri, yapisal esitlik modeli
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CHAPTER |

INTRODUCTION

Starting with the background of the study, the purpose of the study, the significance of

the study and the definition of the terms were respectively introduced in this chapter.

1.1 Background of the Study

Due to the proliferation and the high usage frequency of the information and
communication technologies, young individuals have begun to experience an online type
of aggression, called cyber bullying. Cyber bullying is defined as ‘any behavior
performed through electronic or digital media by individuals or groups that repeatedly
communicates hostile or aggressive messages intended to inflict harm or discomfort on
others’ (Tokunaga, 2010, p. 278). Cyber bullying has been a concerning global issue
commonly experienced by the children and the youth across different countries such as
Austria (Gradinger, Strohmeier, & Spiel, 2010), Australia (Campbell, Spears, Slee,
Butler, & Kift, 2012), Canada (Bonanno & Hymel, 2013), England (Marczak & Coyne,
2010), Greece (Kokkinos, Antoniadou, & Markos, 2014), Ireland (O’Moore, 2012),
Malaysia (Balakrishnan, 2015), Netherlands (Kerstens & Stol, 2014), Spain (Del Rey,
Elipe, & Ortega-Ruiz, 2012), Sweden (Laftman, Modin, & Ostberg, 2013), and the
United States (Bauman & Newman, 2013).

Despite the differences in involvement rates, about 20 to 40 percent of the young people
were reported to have been involved in cyber bullying (Patchin & Hinduja, 2012;
Tokunaga, 2010). The researchers have traditionally identified three groups regarding
cyber bullying involvement (e.g., Aricak, 2009; Kokkinos et al., 2014; O’Moore, 2012).

1



The first one is the ‘pure cyber bullies’ who bullied others online but never became a
cyber victim. The second group is the ‘pure cyber victims’ who were victimized online
but never cyber bullied others. The last group is the ‘cyber bully-victims’ who not only
cyber bullied others but were also victimized online. Besides these three groups, ‘non-
involvers’ who neither cyber bullied others nor were never cyber victimized are
identified by the cyber bullying researchers making comparisons between the non-

involvers and the other three groups.

Identification of the three groups involved in cyber bullying as pure bully, pure victim or
bully-victim is important to the cyber bullying research for some aspects. To begin with,
the nature of cyber bullying behavior requires two parties, one of which is the doer of
the conduct (bully) and the other one is receiver of the conduct (victim). Some
individuals however act as both doers and receivers (bully-victims) at the same time.
Therefore, such identification helps the cyber bullying researchers conceptualize cyber
bullying in its naturally existing form. Moreover, given that individuals differ in their
roles in involvement of cyber bullying, similarities and differences can be expected
between the groups. If research can unravel how these groups resemble to each other
and/ or differ from each other, more efficient prevention and intervention programs can
be performed against cyber bullying. In addition, if the distinctive individual
characteristics of the pure cyber bullies, pure cyber victims or cyber bully-victims are
known better, more accurate predictions can be made about the likelihood of an
individual behaving as a bully, victim or bully-victim. By this way, specific prevention

and intervention programs can be offered by professionals to help each group.

The role of gender and age in cyber bullying involvement as a bully or victim was
questioned by the researchers, and mixed findings were reported. While males were
mostly found as cyber bullies, females were frequently reported as being the cyber
victims (e.g., Slonje & Smith, 2008; Wong, Chan, & Cheng, 2014). Some others
reported females cyber bullied others more than males (Keith & Martin, 2005; Smith et

al., 2008). On the other hand, some researchers claimed that no gender difference was

2



present with regards to cyber bullying involvement (e.g., Williams & Guerra, 2007;
Ybarra & Mitchell, 2004a).

Similarly, the research reported mixed results about age. For instance, according to
Sakellariou, Carroll, and Houghton (2012), junior secondary (grade 8-10) and senior
secondary (grade 11-12) school students cyber bullied others more than the primary
school students (grade 6-7) by e-mail, SMS, electronic images and Internet. Junior
secondary school students, however, were more cyber victimized via SMS compared to
the students from junior senior secondary school and primary school. These results
suggested that junior secondary school students were more involved in cyber bullying
compared to the primary school students and the senior secondary school students. On
the other hand, Williams and Guerra (2007) found that while 5™ grade students were the
least cyber victimized group as the cyber victimization peaked at grade 8, and high
school students’ involvement were relatively less than all other age groups. When the
findings of another study were taken into account, no significant age differences could
be detected in cyber bullying perpetration among 6™, 7" and 8" graders (Wang, lannotti,
& Nansel, 2009). Similarly, Tokunaga (2010) could not identify any significant age
differences in his review about cyber bullying victimization. Albeit these contradictions
about cyber bullying experiences in different ages, the fact that cyber bullying
experiences are not limited to age is obvious. The extant studies have substantial
evidence showing that a wide range of age groups are involved in cyber bullying ranging
from elementary school (DePaolis & Williford, 2014), middle school (Rice et al., 2015),
high school (Udris, 2014) to university (Francisco, Simao, Ferreira, & das Dores
Martins, 2015).

Convincing evidence has been accumulated about the linkage between cyber
victimization and experiencing individual, relationship or school-related difficulties. The
past research has indicated that regardless of age, being a victim was associated with
psychological, mental, physical and/ or academic problems (e.g., Chang et al., 2013;
Crosslin & Crosslin, 2014; Faucher, Jackson, & Cassidy, 2014; Laftman et al., 2013;

3



Smith & Yoon, 2013). Cyber victims have been the main research focus of most of the
extant cyber bullying literature (e.g., Bastiaensens et al., 2014; DePaolis & Williford,
2014; Topcu, 2014). This trend has happened probably because cyber victims have been
supposed to be the ones more likely in agony. Yet, bullies may not be immune from the
harms of cyber bullying. Recent investigations have provided significant proof regarding
the relationship between being a cyber bully and experiencing negative outcomes. More
specifically, cyber bullies, compared to the non-involvers, scored higher on poor mental
health, poor psychological well-being, problems of interpersonal relationships in
addition to the poor academic success at school (Campbell, Slee, Spears, Butler, & Kift,
2013; Schenk, Fremouw, & Keelan, 2013). Therefore, focusing on cyber bullies is

important in obtaining a deeper understanding about cyber bullying perpetration.

Thus far, some theories were suggested to shed light on cyber bullying. In 2005, Li
mentioned about the Theory of Planned Behavior to conceptualize cyber bullying, but
how this theory was applied to the research was not clarified. Later on, researchers have
designed and tested theoretical frameworks. For instance, by employing a General
Strain Theory approach, researchers have suggested that difficulties, tensions or
inabilities that individuals experience may explain why individuals are involved in cyber
bullying (Hay, Meldrum, & Mann, 2010; Jang, Song, & Kim, 2014; Patchin & Hinduja,
2011). Some other researchers have considered Routine Activities Theory (Navarro &
Jasinski, 2012) and claimed that motivated offenders, appropriate targets, and
nonexistence of guardianship can explain cyber bullying. Theory of Reasoned Action
(Doane, Pearson, & Kelley, 2014) and Theory of Planned Behavior also formed the
theoretical base of some other studies (Heirman, Walrave, 2012; Pabian & Vandebosch,
2014) by taking individuals’ behavioral intentions and attitude into consideration while

explaining cyber bullying.

The above mentioned theories have focused on the role of experiencing tensions or
inabilities, appropriate targets and nonexistence of guardianship, and individuals’

behavioral intentions and attitudes to reach a theoretical understanding about cyber
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bullying so far. Understanding the underlying motives can also help to provide a
theoretical explanation about cyber bullying. If we know why individuals cyber bully
others, we can obtain some fundamental clues about the nature of the cyber bullying
behaviors. Nonetheless, in their theoretical reasoning about cyber bullying behavior, the
existent theories have not considered what motives individuals cyber bully others. For
this reason, some other theoretical frameworks were considered by the researcher of this

investigation to achieve a theoretical explanation about cyber bullying perpetration.

Originally being a communication/ media theory, the Uses and Gratifications Theory
(UGT) (Blumler & Katz, 1974) is a theoretical framework to explore why and how
individuals use communication media to gratify certain needs. The UGT claims that
users are active and intentional in preference and their usage of certain communication
media. Thus, users decide on which communication media to prefer to fulfill their needs
to attain gratification. Three basic principles are present for the UGT; (a) individuals are
goal-oriented while using communication media, (b) individuals are active in their
communication media usage, (c) individuals are conscious of their motives/ needs, and
intentionally choose some ICTs to gratify needs/ motives (Alonzo & Aiken, 2004,
Ruggiero, 2000). In addition to these main principles, personality traits of the individuals

have an essential role in the UGT.

Uses and Gratifications Theory (UGT) (Blumler & Katz, 1974) was considered in this
present investigation as the theoretical framework in understanding cyber bullying
perpetration behavior. Based on this theory, three basic principles are adapted for this
study; (a) individuals are goal-oriented while using ICTs, (b) individuals are active in
their ICT usage, (c) individuals are conscious of their motives/ needs, and intentionally
choose some ICTs to gratify needs/ motives (Alonzo & Aiken, 2004; Ruggiero, 2000).
This logic behind the UGT seems quite relevant to cyber bullying research. Being aware
of the opportunities of the cyber platforms, individuals can be considered as actively and
purposefully choosing cyber bullying to display their aggression. In fact, peer bullies

were found to have been the same people who engaged in cyber bullying (Dempsey,
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Sulkowski, Dempsey, & Storch, 2011; Tanrikulu & Campbell, 2015), and young
individuals were reported consciously cyber bullying peers (Pettalia, Levin, &
Dickinson, 2013). Therefore, based on UGT, this current study assumes that cyber
bullies are active and goal-oriented individuals, and they willfully choose cyber

environments to bully others.

Besides these main principles, personality traits of the individuals are important for
UGT. This is because personality traits affect the individual motives which then impact
the gratifications sought from a behavior (Alonzo & Aiken, 2004). Aiming to establish a
theoretical framework to flaming motives in the light of UGT, Alonzo and Aiken (2004)
found that personality traits played an important role in flaming others online. Flaming
behavior is one of the subcategories of cyber bullying behaviors which include swearing
at others, obscenity in addition to insulting others (Baas, de Jong, & Drossaert, 2013; Li,
2007; Willard, 2007). Based on the findings of Alonzo and Aiken (2004), UGT appears
to be applicable in understanding cyber bullying perpetration behaviors as well. Hence,
UGT guided this research as the theoretical framework to understand cyber bullying

perpetration behavior.

The hypothetical model of this current research was based on Uses and Gratifications
Theory. While building up the model, the cyber bullying perpetration motives were
initially reviewed and decided. Then, the personality traits of the cyber bullies which
were considered to be related to the pre-identified motives of cyber bullying were
reviewed and decided. Therefore, while the selection procedure cyber bullying
perpetration motives was initially presented below, the decision procedure about the

personality traits of the cyber bullies were given next.

What motivates individuals to cyber bully others? Several motives were reported about
cyber bullying perpetration. Entertainment (having fun, or relieving boredom),
dominance (establishing power and status), revenge, harm, easiness, anonymity,

disliking the victim were among the most reported motives of cyber bullying
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perpetration (Compton, Campbell, Mergler, 2014; Englander, 2008; Fluck, 2014;
Gradinger, Strohmeier, & Spiel, 2011; Mishna, Cook, Gadalla, Daciuk, & Solomon,
2010; Rafferty & Vander Ven, 2014; Vandebosch & Van Cleemput, 2008; Topcu,
Yildirim, & Erdur-Baker, 2013; Zhou et al., 2013). In addition to these motives,
interpersonal problems (Akbulut & Eristi, 2011), inability to see the victim and avoiding
from adult punishment (Englander, 2008; Compton et al., 2014), acceptance to a social
group (Gradinger et. al., 2011), cyber sanctioning (Rafferty & Vander Ven, 2014),
succorance and a response or defense against inferiority (Johnston et al., 2014),
demonstrating technological skills (Vandebosch & Van Cleemput, 2008), social
popularity (Yaman & Peker, 2012) as well as attracting attention and looking cool (Zhou

et al., 2013) were the other cyber bullying perpetration motives.

To decide on which motives to inspect in this present study, the definitional criteria of
cyber bullying were initially taken into consideration since the main cyber bullying
perpetration motives were already provided by the definitions. The studies assessing the
definitional criteria in cyber bullying unanimously agreed that the intent to harm others
and establishing power and status (domination) are two basic criteria of cyber bullying
(Dooley, Pyzalski, & Cross, 2009; Hinduja & Patchin, 2008; Kuhlman, Pieschl, &
Porsch, 2013; Langos, 2012; Menesini et al., 2012; Nocentini et al., 2010; Vandebosch
& Van Cleemput, 2008). In a consistent manner, young people confirmed these two
criteria by reporting that harming and dominating others were among their main reasons
for cyber bullying others (Mishna et al., 2010; Pettalia et al., 2013; Rafferty & Vander
Ven, 2014; Talwar, Gomez-Garibello, Shariff, 2014; Topcu et al., 2013). Therefore,
harming others and domination were decided to be included as the two motives to be
explored in this present research. In addition to the intent to harm others and the power
imbalance, cyber bullies reported that they bullied their previous perpetrator/s as their
victim (Dehue, Bolman, & Vollink, 2008; Konig, Gollwitzer, & Steffgen, 2010). That is,
individuals wanted to take revenge by cyber bullying the perpetrators who formerly
victimized themselves. Revenge as a motive of cyber bullying perpetration was

confirmed by the previous studies as well (e.g., Shapka & Law, 2013; Topcu et al.,
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2013; Zhou et al., 2013). For these reasons, revenge as an additional motive of cyber
bullying perpetration was included into this study. As a further motive of cyber bullying
perpetration, entertainment has been continuously reported as one of the chief motives
of cyber bullying perpetration by almost all researchers (e.g., Baas et al., 2013,
Englander, 2008; Gradinger et al., 2011; Rafferty & Vander Ven, 2014). Taking the
previous studies into consideration, entertainment was included in this research as the
last motive of cyber bullying perpetration. Cyber bullies may like to deliberately harm
victims in order to entertain themselves by enjoying the victims’ pain. This phenomenon
is named as “Schadenfreude” in the literature which refers to the enjoyment, pleasure or
delight obtained from others’ misfortunes (James, Kavanagh, Jonason, Chonody, &
Scrutton, 2014). In a similar way, cyber bullies may entertain themselves at the
misfortunes of their victims while harming, dominating or taking revenge from their
victims. In short, harm, dominance, revenge and entertainment were examined in this

current investigation as cyber bullying perpetration motives.

The earlier research has provided some information about the personality traits of cyber
bullies. Empathy (Ang & Goh, 2010; Brewer & Kerslake, 2015; Kokkinos et al., 2014;
Schultze-Krumbholz & Scheithauer, 2009; Steffgen, Konig, Pfetsch, Melzer, 2011;
Topcu et al., 2013), self-esteem (Bayraktar, Machackova, Dedkova, & Cerna, 2014;
Guarini, Passini, Melotti, & Brighi, 2012; Harman, Hansen, Cochran, & Lindsey, 2005;
Patchin & Hinduja, 2010), loneliness (Brewer & Kerslake, 2015; Brighi, Guarini,
Melotti, Galli, & Genta, 2012; Wachs, 2012), narcissism (Ang, Tan, & Mansor, 2010;
Eksi, 2012; Fanti, Demetriou, & Hawa, 2012; Fanti & Henrich, 2015; Goodboy &
Martin, 2015), moral disengagement (Bussey, Fitzpatricki, & Raman, 2015; Menesini,
Nocentini, & Camodeca, 2013; Perren & Gutzwiller-Helfenfinger, 2012; Pornari &
Wood, 2010; Postorino, 2014; Renati, Berrone, & Zanetti, 2012; Robson & Witenberg,
2013; Sticca & Perren, 2015; Tanrikulu & Campbell, 2015; Wachs, 2012), aggression
(Ang, Huan, & Florell, 2013; Bayraktar et al., 2014; Calvete, Orue, Estevez, Villardon,
& Padilla, 2010; Dilmag, 2009; Fletcher et al., 2014; Roberto, Eden, Ramos-Salzar, &
Deiss, 2014; Schultze-Krumbholz & Scheithauer, 2009; Werner, Bumpus, & Rock,
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2010) and online disinhibition (Barlett, 2015; Gorzig & Olafsson, 2013; Udris, 2014;
Veenstra, 2011; Wright, 2013; Wright, 2014) are among the frequently examined
personality traits of cyber bullies. Some personality traits have been less frequently
reported about cyber bullies. For instance, psychopathic personality traits including low
levels of agreeableness, low levels of conscientiousness, disregard for others and
vengefulness were significantly and positively related to being a cyber bully (Gibb &
Devereux, 2014; Kokkinos, Antoniadou, Dalara, Koufogazou, & Papatziki, 2013;
Kokkinos et al., 2014; Konig et al., 2010). In addition, cyber bullies were found as
sensation seekers who are open to experiences (Celik, Atak, Erguzen, 2012; Kokkinos et
al., 2014) and emotionally unstable (Celik et al., 2012; Kokkinos et al., 2013). It should
be noted that the above mentioned personality traits take place under one of the
dimensions of widely used measurement instruments of The Sixteen Personality Factor
Questionnaire (Cattell, 2001) and Big Five Personality Traits Inventory (Carver &
Scheier, 1996).

As mentioned above, several personality traits of the cyber bullies were reported by the
extant studies. This made it difficult to pick out the personality traits to include into this
present investigation. Hence, some criteria were considered to choose among the
reported personality traits. The personality trait to be chosen had to be reported by the
existing literature about cyber bullying perpetration. Most importantly, the personality
traits had to have some possible associations with the already decided four motives of
cyber bullying perpetration (harming others, dominance, revenge and entertainment).

The first selected personality trait was online disinhibition which is defined as
‘loosening of social restrictions and displaying lower levels of behavioral inhibitions
during the interactions with others in online environments’ (Kerstens & Stol, 2014;
Suler, 2004). Studies have found that a higher tendency of online disinhibition was a
significant predictor of cyber bullying perpetration (Barlett, 2015; Gorzig & Olafsson,
2013; Udris, 2014; Veenstra, 2011; Wright, 2013; Wright, 2014).



Suler’s (2004) theoretical descriptions about online disinhibition can be considered to
explain the possible relationships between online disinhibition and the motives of cyber
bullying perpetration. For example, greater levels of online disinhibition may increase
the probability of cyber bullying perpetration with the motive of harming others.
Individuals behaving more negatively (more aggressive, less fearful, more courageous,
more dissociative) or more positively (more caring, more emotional, more cheerful or
more honest) may lead them to take more risks in online space. In addition, cyber bullies
may want to take revenge from their previous offenders by behaving anonymous when
online. Thanks to anonymity, they may want to avoid future victimization in online and
offline spaces. Moreover, individuals with higher levels of online disinhibition may have
a tendency of cyber bullying others with the motive of dominance. Being unable to truly
evaluate others’ social status or power online, cyber bullies may have relatively less fear
of retaliation and disapproval in cyber space. Such feelings may encourage the cyber
bullies to behave dominantly in cyber settings since they may think that the individuals
they are interacting in online platforms are less powerful than themselves. Furthermore,
individuals with greater levels of online disinhibition may see online settings as places to
entertain themselves. Cyber bullies may not acknowledge the harmful influences of their
cyber bullying perpetration behaviors since they were anonymous, and the cyber
bullying perpetration came true in cyber space not in real life. Therefore, they may
believe that they have the right to entertain themselves and may not be totally held

responsible for the hurtful impacts of their behavior online.

The second personality trait examined in this present study was moral disengagement.
Moral disengagement refers to cognitive processes for the justification of harmful
behaviors, which are contrary to one’s internal moral standards (Bandura, 2002).
Previous investigations have documented substantial evidence suggesting that
individuals scoring higher on moral disengagement are scoring higher on cyber bullying
perpetration as well (e.g., Perren & Gutzwiller-Helfenfinger, 2012; Postorino, 2014;
Robson & Witenberg, 2013; Sticca & Perren, 2015; Tanrikulu & Campbell, 2015).
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Bandura (2002) proposes that people behave morally disengaged by using some
cognitive mechanism. Bandura’s suggested cognitive mechanisms can help to clarify the
probable relationships between moral disengagement and the motives of cyber bullying
perpetration. Greater levels of moral disengagement may increase the possibility of
cyber bullying perpetration with the motive of inflicting harm on others. Unable to
observe the direct influences of their perpetration in cyber environments, cyber bullies
may become more morally disengaged since they may believe that they are posing no
harm or somewhat less harm on the victims. Additionally, higher levels of moral
disengagement may enhance the likelihood of cyber bullying others for taking revenge.
Cyber bullies may formerly be exposed to traditional bullying (Dehue et al., 2008;
Konig et al., 2010) or any type of violence in cyber or face-to-face settings. By
reasoning that they have the right to fight against ruthless bullies who victimized
themselves in the past, they can morally justify their perpetration behaviors. Moreover,
morally disengaged individuals may also tend to cyber bully others with the intention of
dominance. Some cyber bullies may think that they are physically, verbally or
relationally disadvantaged in face-to-face environments, but they are technologically
savvy and highly skillful in interactions online platforms. Such cyber bullies may like to
dominate online settings by demonstrating their superiority in technology use. These
cyber bullies may justify their harmful conducts by asserting that they have the right to
dominate the online environments since others are using their physical power to
dominate the physical environments. Individuals with higher levels of moral
disengagement may also cyber bully others for entertainment. By using moral
justification mechanisms of moral disengagement, cyber bullies may rationalize their
perpetration and simply claim that they just wanted to have fun with the victim but the

victim could not understand the joke.

Narcissism was the third personality trait examined in this current investigation.
Narcissism is defined as “a grandiose yet fragile sense of self and entitlement as well as
a preoccupation with success and demands for admiration (Ames, Rose, & Anderson,

2006, p. 440-441)”. According the existing study findings, a higher tendency of
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narcissism was found a significant predictor of cyber bullying perpetration (Ang et al.,
2010; Eksi, 2012; Fanti et al., 2012; Fanti & Henrich, 2015; Goodboy & Martin, 2015).

The main characteristics of individuals with higher levels of narcissistic tendencies are
documented by Thomas (2012), and these characteristics can provide explanations about
the possible associations between narcissism and the motives of cyber bullying
perpetration. Greater levels of narcissism may increase the probability of cyber bullying
others with the motive of inflicting harm. Narcissistically disposed individuals who are
highly active in online networks may expect their online friends to like, admire or leave
positive comments on their status updates and what they share online. Unless these
expectations are fulfilled, such individuals may become angry and behave aggressively
by harming others by cyber bullying. Revenge as a motive can also be obtained by
narcissistically prone cyber bullies as well. Negative comments can be made about
online status updates or sharings. In such situations, individuals with higher levels of
narcissistic tendencies may become full of rage and retaliate by cyber bullying to take
their vengeance online. Moreover, there is some evidence suggesting that young people
who reported higher levels of narcissism as well as greater levels of engaging in
traditional bullying are high in social dominance (Reijntjes et al., 2015). Such a
relationship can be anticipated with higher levels of narcissism, cyber bullying
perpetration and dominance. Cyber bullies who are prone to narcissism may employ
cyber bullying perpetration with the motivation to dominate others. By means of cyber
bullying, they may like to establish dominance by demonstrating their superiority in
technology usage, by embarrassing online contacts whom they dislike, and by indicating
that they are important and authoritative in cyber platforms. Narcissistically disposed
individuals may also cyber bully others with the intention of entertainment. Higher
levels of narcissism is linked with being selfish, feeling less guilty and remorseful
toward others in addition to lower levels of empathy (Thomas, 2012). These personality
features may increase the possibility of cyber bullying others to obtain enjoyment,

pleasure or delight obtained from others’ misfortunes.
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Aggression was the last personality trait included to this current study. Anderson and
Bushman (2002) define aggression as “any behavior directed toward another individual
that is carried out with the immediate intent to cause harm (p. 28)”. The previous studies
have documented that there is a significant positive relationship between aggression and
cyber bullying perpetration (Ang et al., 2013; Aricak, 2009; Bayraktar et al., 2014,
Calvete et al., 2010; Dilmag, 2009; Fletcher et al., 2014; Lonigro et al., 2015; Ozden &
Icellioglu, 2014; Roberto et al.,, 2014; Schultze-Krumbholz & Scheithauer, 2009;
Werner et al., 2010).

The features of the aggressive personality which were reported by Bergman, Mclntyre,
and James (2007) and Bryant and Smith (2001) can provide some explanations to
understand the reasons behind the connection between aggression and the motives of
cyber bullying perpetration. A higher tendency of aggression can be related to higher
levels of cyber bullying others with the motives of harming others, revenge, dominance
and entertainment. To begin with, individuals with aggressive personalities may seek for
chances to display their aggression. In terms of the motive of harming others via cyber
bullying, cyber bullying ensures easier and less risky ways of displaying aggression to
the cyber bullies. With the help of cyber bullying, aggressive actions are not limited to
time and space; and the aggressive cyber bullies can harm others whenever and
wherever they like. Besides, the incidents of cyber bullying naturally exist online and
continue to repeat in the cyber environments, and an infinite number of people can
become involved or witness the cyber bullying incident. Therefore, being aware of the
opportunities that cyber space affords to display aggression, aggressively prone
individuals may more tend to harm others by cyber bullying. Next, cyber bullying may
serve as an act of revenge for the aggressive cyber bullies to satisfy their feelings of
revenge towards their former perpetrators in face-to-face and/ or cyber interactions.
With respect to this assumption, aggressive individuals are inclined to be vengeful and
tend to overcome frustrations with force (Bergman et al., 2007). Konig et al., (2010)
reported that vengefulness is a common trait of cyber bullies having a tendency to

victimize their earlier perpetrators who traditionally bullied them. Moreover, a link can
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be anticipated between higher levels of aggressiveness and cyber bullying others for
dominance. One of the commonly reported motives of cyber bullying perpetration is
dominance (Gradinger et al., 2011; Fluck, 2014; Shapka & Law, 2013; Mishna et al.,
2010; Vandebosch & Van Cleemput, 2008). Aggressively inclined individuals view
social interactions as important ways to dominate others and consider establishing power
and status is a way to earn others’ respect (Bergman et al., 2007). By acting
aggressively, cyber bullies may intend to dominate others in cyber settings. With regards
to relationship between being aggressive and cyber bullying others to have fun,
individuals with greater levels of aggression may regard aggression as a method to
overcome their feelings of boredom. In addition to getting over boredom, cyber bullies
may feel obliged to act aggressively even while trying to have fun. This is because
individuals with higher levels of aggression are known to believe that behaving non-
aggressively is a sign of weakness (Bergman et al., 2007). Thus, by avoiding from being
considered as weak by others, such persons may use cyber bullying others to have fun.

In summary, the background of this study is based on the previous studies reporting that
(@) cyber bullies have certain motives while targeting victims (e.g., Mishna et al., 2010;
Pettalia et al., 2013; Rafferty & Vander Ven, 2014; Shapka & Law, 2013; Topcu et al.,
2013) and (b) cyber bullies are different in personality traits compared to the other
groups like victims or non-involvers (e.g., Bayraktar et al., 2014; Fanti & Henrich, 2015;
Goodboy & Martin, 2015; Sticca & Perren, 2015). Drawing from these two lines of
research, that personality traits of the cyber bullies could have a relationship between
their motives of cyber bullying was anticipated in this current investigation. The Uses
and Gratifications Theory which originally purposes to explain the interaction between
motives and personality traits of the communication media users may account for cyber
bullying perpetration conducts. Therefore, this present study aimed to shed light on
whether such interaction may help to explain cyber bullying perpetration behaviors as
well. Examining the existing research reveals that the associations between the
personality traits of cyber bullies and their cyber bullying perpetration motives have not

been examined yet. If these relationships are uncovered, what motivates individuals with

14



certain personality traits to cyber bully others can be known. Such knowledge can be
used to improve cyber bullying prevention services besides its potential to provide more
effective counseling help targeting the cyber bullies. The theoretical background of this
present research was based on Uses and Gratifications Theory. By employing a model
test strategy, this current study aimed to investigate the relationships between

personality traits and cyber bullying perpetration motives.

1.2 Purpose of the Study

The main purpose of this study was to examine the associations between personality
traits and cyber bullying perpetration motives. To reach this goal, this study utilized
Uses and Gratifications Theory, and explored the interplay between the personality
traits of cyber bullying perpetration which are online disinhibition, moral
disengagement, narcissism and aggression and motives of cyber bullying perpetration
which are entertainment, revenge, harm and dominance. In other words, this study
investigated whether cyber bullying perpetration can be explained in terms of cyber
bullies’ personality traits which may be associated with their motives behind their cyber

bullying perpetration behaviors.

1.3 Significance of the Study

This current investigation explored the role of personality traits in cyber bullying
perpetration motives, and it is significant with its contributions to theory, research,

practice and policy.

One of the most original merits of this current investigation is its contribution to the
existing theoretical frameworks for explaining cyber bullying perpetration. Researchers
have tested different approaches to explain cyber bullying perpetration including
General Strain Theory (Hay et al., 2010; Jang et al., 2014; Patchin & Hinduja, 2011),
Theory of Planned Behavior (Heirman, Walrave, 2012; Pabian & Vandebosch, 2014)
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and Theory of Reasoned Action (Doane et al., 2014). However, the number of these
studies aiming to establish a theoretical reasoning for cyber bullying perpetration is quite
limited. Besides, these investigations have theoretically assessed (a) the role of
experiencing daily life strains in cyber bullying perpetration, (b) intentions regarding
cyber bullying others, (c) attitudes toward cyber bullying perpetration, (d) the perceived
social pressure about engaging in cyber bullying, (e) and the personal ability to engage
in cyber bullying. Yet, the role of personality traits on cyber bullying perpetration
motives has not been theoretically considered yet. To fill these gaps, this study used
Uses and Gratifications Theory (UGT) (Blumler & Katz, 1974) and provided evidence
suggesting that it can offer a theoretical understanding to the cyber bullying perpetration
behaviors. The UGT was chosen because Alonzo and Aiken (2004) reported empirical
evidence about its utility in flaming behavior which is one of the cyber bullying
perpetration behaviors. The UGT can provide a new perspective in the explanation of
cyber bullying perpetration behaviors. By applying the UGT in cyber bullying, cyber
bullying perpetration behaviors can be conceptualized as willful individual actions to
achieve certain motives or goals. To the best of the knowledge of the researcher of this
study, this current research is one of the pioneer research which is designed and tested
under the guidance of the UGT. The results of this study provided evidence suggesting
that UGT can open up a new perspective in understanding cyber bullying perpetration

behaviors.

In terms of research on cyber bullying, this present study provided a number of
significant contributions. First of all, this investigation is one of the first studies bringing
together the research on personality traits of the cyberbullies and the motives of cyber
bullying perpetration by considering the relationships between them. Combining the
research on the personality traits of the cyberbullies and the motives of cyber bullying
perpetration is important because researchers currently do not know about the possible
connections between certain personality traits and the motives of cyber bullying

perpetration. By employing a structural equational model testing strategy, these
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relationships were empirically tested and validated for the first time by this present

study.

By its research sample composed of university students, this study contributed to the
research on cyber bullying. University students’ experiences of cyber bullying have
drawn the attention of the researchers for several years (e.g., Dooley et al., 2009).
Nonetheless, the number of the studies assessing cyber bullying perpetration motives
(e.g., Englander, 2008; Johnston et al., 2014; Rafferty & Vander Ven, 2014) and
personality traits of cyber bullies (e.g., Gibb & Devereux, 2014; Kokkinos et al., 2014)
in university level are internationally quite limited. Turkish researchers had also a
similar early interest on the nature and the extent of cyber bullying among Turkish
university students (e.g., Aricak, 2009; Dilmag, 2009). Yet, a similar limitation
concerning the number of the studies seems present for the Turkish literature on cyber
bullying perpetration motives (Akbulut & Eristi, 2011) and personality traits of cyber
bullies (Aricak, 2009; Dilmag, 2009; Giizeller & Gencosman, 2013; Ozden & icellioglu,
2014). By specifically focusing on personality traits and motives of cyber bullying
perpetration of Turkish university students, this present study added up to the national
and international cyber bullying literature aiming to provide a deeper understanding of

cyber bullying among university-aged individuals.

Examining the cyber bully-victims as a distinct group in this research is also significant
for the research. Differences between cyber bully-victims and other groups involved in
cyber bullying such as pure bullies, pure victims, or non-involvers have been commonly
documented by the past research (e.g., Perren, Gutzwiller-Helfenfinger, Malti, & Hymel,
2012; Mishna et al., 2010; Vollink, Bolman, Dehue, & Jacobs, 2013). Most importantly,
cyber bully-victims, in particular, were reported being in more desperate situation
compared to the pure cyber bullies and non-involved students (Bayraktar et al., 2014;
Kowalski & Limber, 2013; Schultze-Krumbholz, Jakel, Schultze, & Scheitha, 2012;
Spears, Taddeo, Daly, Stretton, & Karlins, 2015; Ybarra & Mitchell, 2004b). However,

there is a dearth of research focusing on cyber bully-victims as a separate group being
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involved in cyber bullying. To the best of the researcher’s knowledge, there has not been
any research specifically investigating the cyber bully-victims as a study sample so far.
Therefore, this was the first study which had explored the cyber bully-victims as a
distinctive research sample by investigating their motives of cyber bullying perpetration
as well as their personality traits.

This current study’s focus of cyber bullying perpetration behaviors has provided an
additional significance to the research. Until recently, researchers have assumed that
cyber victims are the primary group needing help, since they are the main group
suffering from individual, social or school-related problems. For this reason, most
investigations have turned their attention on the victims (e.g., Bonanno & Hymel, 2013;
Faucher et al., 2014). Yet, there has been a recent interest on cyber bullies. This is
because of the latest discussions claiming that cyber bullies are not in good condition
either. Recent evidence suggests that behaving as a cyber bully is associated with poor
mental health, problems in psychological well-being, difficulties in interpersonal
relationships in addition to the failure at school (Campbell et al., 2013; Schenk et al.,
2013). Therefore, the nature, the extent and the impacts of cyber bullying on the
perpetrators should be understood for more effective prevention and intervention efforts
against cyber bullying. This present study fills this gap by specifically focusing on cyber
bullying perpetrators, their personality traits besides their motives in engaging in cyber

bullying perpetration.

This study also contributed to the cyber bullying research with its measurement
instruments which were revised, developed or adapted. Revised Cyber Bullying
Inventory (Topcu & Erdur Baker, 2010) was revised in this current research so that it
could be more appropriate for the university student samples and could be free from
specific names of the online technological tools. After the revision process, RCBI for
University Students was created. Although university students are a distinct group
compared to the other age groups, there has not been any instrument specifically

designed to assess the cyber bullying experiences of the university students, to the best
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of the researcher’s knowledge. Thus, as an instrument for university student samples,
RCBI for University Students contributes to the researchers who want to investigate

cyber bullying among the university youth.

Furthermore, although there has been a recent interest regarding the motives behind
cyber bullying perpetration (e.g., Compton et al., 2014; Fluck, 2014; Gradinger et al.,
2011) no empirically validated instrument was proposed to assess the reasons of cyber
bullying others at the time of this research was planned. The former studies inspecting
the motives of cyber bullies were basically qualitative in methodology, and thus were
limited to a small number of participants. To fill this gap, Cyber bullying Perpetration
Motives Scale which aimed to evaluate the motives behind cyber bullying perpetration
was developed by the researcher of this study. For the first time in the cyber bullying
literature, cyber bullying perpetration motives were quantitatively examined with a large
number of participants by this current investigation. An empirically validated instrument
such as the Cyber bullying Perpetration Motives Scale to assess why individuals cyber
bully others has the potential to advance the literature by stimulating more research

about motives of cyber bullying perpetration.

Moreover, Online Disinhibition Scale (Kerstens & Stol, 2012), Propensity to Morally
Disengage Scale (Moore, Detert, Trevino, Baker, & Mayer, 2012) in addition to 12-item
Aggression Questionnaire (Bryant & Smith, 2001) were translated and adapted into
Turkish in this current study. These instruments were psychometrically validated in this
present investigation, and can help the Turkish researchers conducting research on
various topics such as violence or aggression including bullying (traditional or cyber)
among the university-aged individuals. All in all, the revised, developed or adapted
measurement instruments in this study can expand the existing Turkish literature on

violent or aggressive behaviors by stimulating new directions for the future studies.

This present study’s last contribution to the research is its presentation of the extensive

literature review on cyber bullying and cyber bullying perpetration behaviors. In
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addition to the studies conducted in Turkey, the international literature on cyber bullying
and cyber bullying perpetration behaviors are brought together by this study. The most
contemporary as well as the earlier works examining cyber bullying has been
conceptually synthesized in this current investigation. Researchers interested in cyber
bullying and cyber bullying perpetration behaviors can benefit from this study’s
literature review with its focus on the most up-to-date issues regarding the nature, the
extent, gender and age differences, impacts, theoretical frameworks in cyber bullying

perpetration as well as the review on motives and personality traits of the cyber bullies.

In addition to the aforementioned theoretical and the research-related contributions, this
present research has a number of significances on the practice. To begin with, the main
target of this current study was to uncover more about cyber bullying perpetration and to
unravel the relationships between the personality traits and the motives of the cyber
bullying perpetrators. Therefore, with the help of this present study, a deeper
understanding about cyber bullying perpetration will be achieved. Such an
understanding can help the professionals aiming to provide professional counseling help

to the young individuals, especially to the university students.

Another significance of this study on practice is about its contribution on providing
counseling help for the university students who have become involved in aggressive
behaviors online. The desire to accomplish some motives can trigger the university
students to cyber bully others, and the personality traits of the university students seems
to have a significant role in their cyber bullying perpetration behaviors. Therefore,
individuals with certain personality characteristics such as aggression, moral
disengagement, online disinhibition or narcissism may be more prone to cyber bullying
perpetration and other aggressive behaviors. With the help of this knowledge, cyber
bullying can be conceptualized as a means to actualize certain motives such as harm,

revenge, entertainment or dominance.
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The last but not the least, this study is significant for the policy making about cyber
bullying. Olweus (2013) states that young people’s exposure to bullying victimization is
a violation of human rights. In parallel with this proposition, researchers from different
parts of the world such as Australia (Butler, Kift, Campbell, Slee, & Spears, 2011),
United Kingdom (Marczak & Coyne, 2010) or United States (Gillespie, 2006; Hinduja
& Patchin, 2011) have recently begun to discuss the legal aspects of the cyber bullying.
As well as suggesting possible legal solutions, they have underlined the fact that
authorities are responsible for providing safe environments in educational settings
whether it is a school or university. Such countries have developed and implemented
national strategies and policies against aggressive behaviors like cyber bullying at school
or university level. There has been a recent interest about cyber crimes such as online
fraudery or blackmailing and cyber security policies in Turkey (Hekim & Basibiiyiik,
2013), but Turkey does not yet have specific policies to tackle with cyber bullying. For
this reason, it is high time a national policy against cyber bullying at school and

university was created in Turkey.

1.4 Definitions of the Terms

Cyber bullying is ‘‘any behavior performed through electronic or digital media by
individuals or groups that repeatedly communicates hostile or aggressive messages
intended to inflict harm or discomfort on others’” (Tokunaga 2010, p. 278).

Cyber bullying perpetration refers to bullying others online.

Cyber bullying victimization refers to being exposed to cyber bullying.

Cyber bully-victim group refers to the individuals who have cyber bullied someone and

have been victimized by others.
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Cyber bullying perpetration motives refers to the reasons why cyber bullies perpetrate

others.

Entertainment motive refers that an individual cyber bullies others for having fun.

Revenge motive refers that an individual cyber bullies others for taking revenge.

Harm motive refers that an individual cyber bullies others for inducing harm.

Dominance motive refers that an individual cyber bullies others for showing power.

Online disinhibition is “loosening of social restrictions and displaying lower levels of

behavioral inhibitions during the interactions with others in online environments

(Kerstens & Stol, 2014; Suler, 2004)”.

Moral disengagement is “the cognitive processes to justify harmful behaviors, which

normally do not conform to one’s internal moral standards (Bandura, 2002)”.
Narcissism is “a grandiose yet fragile sense of self and entitlement as well as a
preoccupation with success and demands for admiration (Ames et al., 2006, p. 440-

441y,

Aggression is “any behavior directed toward another individual that is carried out with

the immediate intent to cause harm” (Anderson & Bushman, 2002).
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CHAPTER II

LITERATURE REVIEW

The main purpose of this study is to model the relationships between motives and
personality traits of the perpetrators of cyber bullying. Four cyber bullying perpetration
motives (entertainment, revenge, harm and dominance) and four personality traits of the
cyber bullies (online disinhibition, moral disengagement, narcissism and aggression)
were included to this study’s model due to their specific importance for the cyber
bullying literature. The existing studies have separately investigated cyber bullying
perpetration motives as well as personality traits of the cyber bullies. Yet, motives and
personality traits concerning cyber bullying perpetration have not been combined so far
in a single research in order to have a deeper understanding about the relationships
among motives and personality traits of the perpetrators of cyber bullying. Uncovering
these relationships can provide important knowledge for the practitioners and
researchers about what motivates individuals with certain personality traits to cyber
bully others. Such knowledge can improve cyber bullying prevention and intervention
services besides its potential to provide more effective counseling help targeting the

cyber bullies.

Considering the main focus of this current study, the literature review section of this
research was mainly built on the previous research specifically reporting about cyber
bullying perpetration. Of note, pure cyber bullies (they cyber bullied others but were
never cyber victimized) and cyber bully-victims (they cyber bullied others in addition to
being cyber victimized by others) were considered as the perpetrators of cyber bullying
for the specific purposes of this present investigation. This was because the pure cyber
bullies and the cyber bully-victims were the two groups which had a history of bullying

others in cyber space.
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In this chapter, an extensive review of the literature is presented with regards to the aim
of the present research. In the first section, information about the most up-to-date
discussions about cyber bullying is provided. In detail, discussions are presented below
with regards to cyber bullying as an international problem, the definition of cyber
bullying, online settings where cyber bullying takes place and behavioral forms of cyber
bullying perpetration, cyber bullying as a new type of online aggression, prevalence of
cyber bullying perpetration, age and gender differences in cyber bullying perpetration in
addition to the well-beings of the cyber bullies. In the second section, the theoretical
background of this study is detailed. Literature review on the proposed model variables
regarding the cyber bullying perpetration motives and the personality traits of the cyber
bullies is provided in the third section. The literature review section of this study is

summarized in the last section.

2.1 Discussions on Cyber Bullying Perpetration Research

2.1.1 Defining cyber bullying

The first known definition of cyber bullying dated back to 2003 by Bill Belsey who
defined cyber bullying as “ the use of information and communication technologies to
support deliberate, repeated, and hostile behavior by an individual or group, which is
intended to harm others”. Later on, several researchers such as Smith et al., (2008) or
Tokunaga (2010) provided similar definitions for cyber bullying. The common
characteristic of these definitions was their being dependent on Olweus’ (1993, p. 9)
definition of traditional bullying which states that “a student is being bullied or
victimized when he or she is exposed, repeatedly and over time, to negative actions on
the part of one or more other students”. Olweus’ (1993) definition of traditional bullying
relies on the three criteria of intention of harm, repetition and power imbalance.
Researchers seem to have transferred these three criteria when searching for a definition
of cyber bullying.
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In cyber bullying literature, researchers have been discussing about on which operational
definition criteria a perpetration behavior should be considered as cyber bullying. The
studies seem to have agreed that harmful intentions, repetition and power imbalance as
the three main criteria need to be included in the operational definition of cyber bullying.
Concerning harm as a criterion of cyber bullying perpetration, cyber bullies’ intention to
harm the victim has been reported by the young participants as a prerequisite of
cyberbullying perpetration behaviors (Kuhlman et al., 2013; Nocentini et al., 2010;
Topcu et al., 2013; Vandebosch & Van Cleemput, 2008). In some situations, although a
perpetrator does not intend to harm a target, the target can feel offended (Vandebosch &
Van Cleemput, 2008). However, in some other incidents of cyber bullying, the doer does
not intend to harm the receiver, and the receiver can be aware of the entertainment
purpose. In such incidents, the intention of harm criterion becomes dependent on the
victims’ perception of the harm they experience. Therefore, examining how the victim
perceived the cyber bullying is suggested as a possible method to decide on the harmful
intention of cyber bullying (Langos, 2012; Naruskov, Luik, Nocentini, & Menesini,
2012).

Regarding repetition as a further criterion of cyber bullying perpetration, the incident
may be considered as joking or teasing (Langos, 2012; Nocentini et al., 2010), unless a
cyber bullying behavior is repeated,. In cyber space however, the perpetrator does not
need to repeat the cyber bullying behavior twice or more since the content of the cyber
bullying incident can be infinitely viewed by others (Dooley et al., 2009; Langos, 2012;
Slonje & Smith, 2008; Vandebosch & Van Cleemput, 2008). Therefore, the cyber bully
can continue to pose harm on the victim without perpetrating the victim time after time.
For this reason, the victims of cyber bullying may perceive that they are exposed to
victimization again and again. Therefore, even though repetition is still a valid criterion,
the nature of the cyber world evolves the meaning of repetition in cyber bullying

perpetration.
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With regards to power imbalance as an additional criterion of cyber bullying
perpetration, in online settings, cyber bullies can create power imbalance with the
victims by (a) physical strength, age or technology usage skills (Dooley et al., 2009;
Hinduja & Patchin, 2008; ; Langos, 2012; Vandebosch & Van Cleemput, 2008), (b)
having a higher status in an online platform (Grigg, 2010), (c) the publicity of the
incident and victims’ being available online 24/7 (Dooley et al., 2009; Slonje & Smith,
2008), (d) deciding on the content, the target, time and setting of the cyber bullying
behavior (Langos, 2012), (e) victims’ incapability to remove the online content

(Nocentini et al., 2010) (f) being anonymous (Langos, 2012).

In addition to these three criteria, Nocentini et al., (2010) note that there can be two extra
aspects of cyber space which are useful in understanding the nature, the intensity and
victim reactions. The first one is publicity which refers that the cyber bullying incident
may not happen privately between two parties, but it can be observed and involved by a
large audience. For instance, audio, visual or audio-visual content shared on cyber
environments and aimed for cyber bullying someone becomes open to public; which
may worsen the consequences of cyber bullying (Slonje & Smith, 2008). The second
aspect suggested by Nocentini et al., (2010) is anonymity meaning that the cyber bullies
can easily hide their real identities in cyber platforms by using fake accounts.
Anonymity may increase the impact of cyber victimization by weakening the
opportunities for the victims to defend themselves (Dooley et al., 2009; Menesini et al.,
2012; Slonje & Smith, 2008; Mishna, Saini, & Solomon, 2009; Vandebosch & Van
Cleemput, 2008). According to Nocentini et al., (2010), these two aspects are not
essential criteria for the operational definition of cyber bullying, but they can help the

researchers to better figure out the nature of cyber bullying.

To sum up, cyber bullying research seems to have consented upon the three operational
definition criteria of cyber bullying perpetration behavior which are deliberate harm,
repetition of the incident and power imbalance. However, these criteria have evolved

and have gained a broader perspective in cyber bullying literature. Despite not being
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essential criteria of the operational definition of cyber bullying, publicity and anonymity

have also been suggested to achieve a better understanding about cyber bullying.

2.1.2 Is cyber bullying a global problem?

Researchers unanimously agree that young people internationally experience cyber
bullying. Studies from Austria (Gradinger et al., 2010), Australia (Campbell et al.,
2012), Canada (Bonanno & Hymel, 2013), England (Marczak & Coyne, 2010), Greece
(Kokkinos et al., 2014), Ireland (O’Moore, 2012), Israel (Heiman & Olenik-Shemesh,
2015), Malaysia (Balakrishnan, 2015), Netherlands (Kerstens & Stol, 2014), Spain (Del
Rey et al., 2012), Sweden (Laftman et al., 2013), Turkey (Topcu et al., 2013) and the
United States (Bauman & Newman, 2013) have pointed out that cyber bullying is a
worldwide problem which negatively affects the well-beings of young people.
Therefore, the internationality of the problem highlights the importance of advancing
our knowledge in understanding cyber bullying in order to develop and improve

solutions to prevent it.

2.1.3 Online settings cyber bullying takes place and behavioral forms of
cyber bullying perpetration

As its name suggests, cyber bullying takes place on cyber environments. Young people
seem to be very skillful in turning any online setting into means to cyber bully others.
Short text messages (SMS), phone calls, social networking websites, video sharing
websites, e-mail, web-pages, blogging websites and chat rooms have been cited among
the instruments of cyber bullying perpetration (e.g., Calvete et al., 2010; Monks,
Robinson, & Worlidge, 2012; Slonje & Smith, 2008; Tanrikulu, Akbaba-Altun, Erdur-
Baker, & Yerin-Giineri, 2015). It should be noted that youngsters’ preferences of online
technologies usage for cyber bullying purposes seem to be based on the popularity of the
online technologies. For example, at the beginning of the cyber bullying research, chat

rooms and MSN were reported as the common platforms where cyber bullying occurred
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(e.g., Aricak et al., 2008; Erdur-Baker & Kavsut, 2007; Erdur-Baker, 2010; Li, 2007;
Mesch, 2009). However, the recent studies have revealed that cyber bullies have begun
to prefer mostly texting and social networking websites rather than chat rooms and MSN
messenger (O’Neill & Dinh, 2015; Whittaker & Kowalski, 2015). This is probably
because chat rooms and MSN messenger have lost their popularity at the moment.

Being aware of this fact, some of the most recent investigations have begun specifically
to consider social networking websites including Facebook as places cyber bullying
takes place (Dredge, Gleeson, & de la Piedad Garcia, 2014; Kwan & Skoric, 2013). This
may have happened because social networking websites are more popular these days.
What’s more, smart phone applications (like ugly meter, enemy graph, or anonymous
texting), massive multiplayer online games, proxy /ISP (Internet service provider)
manipulation have been noted among the most contemporary methods for cyber bullying
others (Chisholm & Day, 2013). Interestingly, since online environments are moving
into smart glasses or smart watches these days, researchers are likely to discuss about
cyber bullying behaviors happening via such new technologies in the near future. Given
that the popularity of the online technologies among the youngsters is changing very
fast, focusing on particular online tools may create measurement difficulties for the
cyber bullying literature. Therefore, instead of concentrating on the specific cyber
environments, investigating the specific behavioral forms can be more helpful in

understanding cyber bullying perpetration (Topcu & Erdur-Baker, 2010).

Willard (2007) listed a total of eight cyber bullying perpetration behavioral forms. The
first cyber bullying perpetration behavioral form is ‘flaming’ which refers to the
aggressive and offensive interactions and/or fights on cyber space. Individuals
commonly combine the use of profane language while engaging in flaming. The second
form of cyber bullying perpetration behavior is ‘harassment’ which involves repeatingly
sending obscene and derogatory comments or messages to the targets. The third form of
cyber bullying perpetration behavior is ‘denigration’ which means that cyber bullying

perpetrators are spreading rumors and/ or gossips about a target with the aim of harming
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the victims’ reputation or relationships with others. The next cyber bullying perpetration
behavioral form is ‘impersonation’. Cyber bullies can lead another person to be in
trouble, fear or danger by posting online unpleasant materials on that person’s behalf as
if being that person. Moreover, ‘outing’ is another form of cyber bullying perpetration
behavior. It refers that youngsters share secrets, private or embarrassing information
including photos or videos online without taking the persons’ permission. ‘Trickery’ is
an additional behavioral form of cyber bullying perpetration. It means that a victim is
firstly persuaded by a cyber bully to share private shameful information; then, posts such
embarrassing information in online environments. Next, ‘exclusion’ is a further cyber
bullying perpetration behavioral form. It involves deliberately ignoring or leaving a
person or a group of individuals out from an online social group. The last cyber bullying
perpetration behavioral form is ‘cyber stalking which refers that a perpetrator of cyber
bullying persistently and intensely follow and harass a victim in order to create a feeling
of substantial threat and fear.

These eight cyber bullying perpetration behavioral forms have been qualitatively as well
as quantitatively confirmed by the existent studies (Heiman & Olenik-Shemesh, 2015;
Jacobs, Goossens, Dehue, Vollink, & Lechner, 2015; Olumide, Adams, & Amodu,
2015). Indeed, the current instruments developed and psychometrically validated by the
researchers (e.g., Del Rey et al., 2015; Lee, Abel, & Holmes, 2015; Palladino, Nocentini,
& Menesini, 2015; Topcu, 2014) to assess cyber bullying perpetration have included
most of the behaviors proposed by Willard (2007).

In short, any digital technology can be exploited for cyber bullying perpetration
purposes in the hands of the young individuals. Different and newer types of cyber
technologies are introduced almost every day nowadays. For that reason, if researchers
focus on the online environments where cyber bullying takes place, they are more likely
to experience measurement problems when the cyber settings they concentrate on lose

their popularity. Therefore, rather than the cyber environments, examining the cyber
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bullying perpetration behavioral forms can help the researchers understand and

conceptualize cyber bullying perpetration more inclusively.

2.14 Is cyber bullying a new type of online aggression?

As detailed above in section 2.1.1., researchers basically made use of the three criteria
(intentional harm, repetition and power imbalance) to operationally define cyber
bullying (e.g., Smith et al., 2008; Tokunaga, 2010). This methodology implies that cyber
bullying is not a different type of bullying but an extension of traditional bullying.
Olweus (2012) and Hinduja and Patchin (2012) are among the researchers who strongly
objected the idea that a new type of bullying has appeared in cyber space. They claim
that a great majority of the young individuals who are involved in traditional forms of
bullying are the same ones being involved in bullying in cyber space. In line with this,
other researchers documented findings showing considerable overlap between traditional
and cyber bullying (Erdur-Baker, 2010; Kowalski & Limber, 2013, Kwan & Skoric,
2013; Riebel, Jaeger, & Fischer, 2009; Schneider, O'Donnell, Stueve, & Coulter, 2012;
Tanrikulu & Campbell, 2015; Waasdorp & Bradshaw, 2015; Ybarra, Diener-West, &
Leaf, 2007).

Supporting this assertion, reviewing the contemporary theory and research on cyber
bullying, Mehari, Farrell, and Le (2014) suggested that cyber bullying should be
conceptualized as an extension of the present forms of aggression young people
experience rather than as a distinct form of aggression. This was because empirical
evidence was reported by the former research indicating close relationships between
cyber bullying and aggression. Empirical support for the inter-relations between cyber
bullying and aggression were presented by Mehari et al., (2014) with regards to the
predictors, individual characteristics, family, peer and school variables in addition to
situational predictors. As a further support, the prevalence of the pure cyber bullies who
bullied others online but were neither cyber victimized nor never became involved in

traditional bullying has been reported quite low in some research. The ratio of the pure
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cyber bullies ranged from 1.4% (n= 7, out of 500 participants) (Tanrikulu & Campbell,
2015); 3.3% (n= 63, out of 1928 participants) (Wachs, Junger, & Sittichai, 2015); 5.8%
(n= 173, out of 2992 participants) (Chang et al., 2013) and to 7.5% (n= 60, out of 799
participants) (Schenk et al., 2013).

On the other hand, another group of researchers contends that cyber bullying has
distinctive features, and it should be conceptualized as a unique form of online
aggression. Smith (2012), for example, noted that several important features of cyber
bullying make it a distinctive behavior. According to Smith (2012), some knowledge on
technology is necessary for cyber bullying; cyber bullying is happening indirectly since
the parties are not seeing each other; the reactions of the cyber victims cannot be
immediately observed; bystander roles are quite multifaceted; the cyber bullies cannot
victimize and thus dominate others in front of others; infinite number of people can be
the audience; and staying away from cyber bullying is not easy because victimization
can come true in various modalities such as SMS or online comments on websites.
Compatible with Smith (2012), Menesini (2012) and Nocentini et al., (2010) also agree
that cyber bullying is unique with its features mentioned above. Additionally,
Kubiszewski, Fontaine, Potard and Auzoult (2015) found that there was a slight overlap
between traditional bullying and cyber bullying in their investigation because many
cyber bullies (60%), cyber victims (62%) or cyber bully-victims (51%) in their sample
reported that they were never involved in traditional bullying. Another study conducted
by Laftman et al., (2013) shared parallel findings. Though Laftman et al., (2013)
detected a limited overlap between traditional and cyber bullying, the majority of the
participants involved in cyber bullying as bullies (32%) or victims (62%) reported not

having been involved in traditional bullying.

The conclusion may be drawn from these discussions is that while cyber bullying and
traditional bullying share some overlap, cyber bullying appears to be distinct in nature
with some unique features. On the one hand, online technologies seem to have provided

an extended place to display aggression for some individuals who are already
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perpetrating others in the physical world. On the other hand, cyber technologies appear
to have created a group of perpetrators who are engaging bullying perpetration only in

cyber space.

2.15 How prevalent is cyber bullying perpetration? Differences with
school level

From the very beginning of the research on cyber bullying, the pervasiveness of cyber
bullying perpetration among young individuals has been a question of interest. By
inspecting how widespread cyber bullying is, researchers have aimed to figure out and
indicate the seriousness of cyber bullying as a problem for the youngsters. However,
while evaluating the prevalence of cyber bullying, researchers need to be cautious about
some issues. First of all, since experiencing cyber bullying is not limited to a certain age,
the former studies have been conducted with different age groups ranging from
elementary school to higher education level. Besides the studies considering a single age
group, there is a group of researchers who have combined different age groups in their
investigations. Additionally, the literature lacks data to provide exact percentages
regarding cyber bullying perpetration. This is because the extant investigations reporting
about the pervasiveness of cyber bullying lack random sampling, and they are not using
nationally representative data. Furthermore, there has not been an agreement on the
measurement strategy in the cyber bullying literature (Menesini, Nocentini, & Calussi,
2011); while some studies measure cyber bullying by a single global item after giving a
description of cyber bullying, others assess cyber bullying by multiple items containing
specific cyber bullying behaviors. Moreover, while measuring cyber bullying, the
existing studies employ different time frames such as ‘the past couple of months’, ‘in the
previous six months’ or ‘within the last year’. In other words, the current prevalence
rates are basically outcomes of cross-sectional data composed of convenience samples in
addition to being measured by different methods and time frames. For these reasons, the
reader should keep in mind that the reported cyber bullying perpetration prevalence rates

cannot be generalized, but they can give some ideas.
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Of note, in order to provide a concise picture for the reader, the available prevalence of
cyber bullying perpetration is detailed below with regards to different age groups
including elementary school students, secondary school students, high school students as
well as university students. In addition, the studies reported below did not significantly
aim to examine the prevalence of cyber bullying perpetration, but they were listed to
give some idea to the reader about the prevalence of cyber bullying perpetration.

Nevertheless, studies carried out by considerably small samples were discarded.

Based on the knowledge of the researcher of this current study, only two studies have
explored the cyber bullying perpetration among elementary school children as a separate
research group. As the main goal of these two studies was not to explore the prevalence
of cyber bullying perpetration, the prevalence rates they provided may be misleading.
The reader therefore, should be aware that with their quite small samples, these two
studies did not report representative prevalence rates concerning cyber bullying
perpetration among elementary school students. However, these two investigations can
give some idea to the reader about the prevalence of cyber bullying perpetration in

elementary school level.

Arslan, Savaser, Hallett, and Balci (2012) conducted a study with 372 primary school
children from grades 2, 3 and 4. They used multiple items to measure cyber bullying. Of
the participants, while 18% self-reported being pure cyber bullies, 15% were cyber
bully-victims in the previous six months. In addition to Arslan et al., (2012), Monks et
al., (2012) explored cyber bullying perpetration of 220 elementary school students in age
7 through 11 by using a self-report multiple items questionnaire. Among their
respondents, 5% reported having cyber bullied someone in the previous school term. An
obvious scarcity is observed in the studies involving elementary school children as
research samples. This may be because researchers may be thinking that children at
early ages prefer face-to-face aggression types rather than online aggression.
Nevertheless, studies of Arslan et al., (2012) and Monks et al., (2012) suggest that cyber
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settings have become a means to bully others and display aggression even for the

elementary school students as well.

Cyber bullying experiences of secondary school students have been examined by a
number of investigations. Lower levels of cyber bullying perpetration among secondary
school children has been documented by some studies. The lowest prevalence rate was
reported by Kowalski and Limber (2007). Accordingly, out of 3737 secondary school
children (from grade 6 to 8), 4% cyber bullied others once or more in the last couple of
months, and 7% were cyber bully-victims. In addition, O’Moore (2012) carried out a
study regarding the cyber bullying experiences of 3004 secondary school students from
nine secondary schools in Ireland. She used a single item to assess cyber bullying after
providing the definition of cyber bullying. According to the results of her study, 8.6% of
the participants bullied others online within the last couple of months. Ayas and Horzum
(2012) also used a single item to assess cyber bullying among 413 Turkish secondary
schoolers, and found that 11.6% of the students cyber bullied others. Yet, another group
of researchers found out higher percentages of cyber bullying perpetration among
secondary school students. With a multiple item measurement strategy, Buelga, Cava,
Musitu and Torralba (2015) investigated the prevalence of cyber bullying with 1415
Spanish secondary school students in 61 classrooms from three different cities. The
students self-reported that 32% bullied someone over the last year. Parallel with this
finding, 31.5% of the 1917 secondary school students in Hong Kong were found having
cyber bullied others in the last month (Wong et al., 2014).

The prevalence of cyber bullying perpetration of high school students has been
documented as well. Some researchers have reported lesser ratios of cyber bullying
perpetration among high school students. As an example, Udris (2014) implemented a
self-report multiple response questions to examine cyber bullying perpetration
experiences of 887 senior Japanese high schoolers. When the students were asked
whether they had ever cyber bullied someone since elementary school, the percentage of

cyber bullying perpetration was 7.9%. However, this percentage decreased to 2.9%
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when the participants reported their cyber bullying perpetration experiences in the last
six months. Brewer and Kerslake (2015) designed a quantitative study with 90 British
students aged 16-18 to evaluate the cyber bullying experiences in the previous six
months. Participants’ self-reports demonstrated that 13.54% of them were perpetrators
of cyber bullying. On the other hand, some other researchers have identified higher
levels of cyber bullying perpetration among high school students. By employing a
multiple-item measurement method, Huang and Chou (2010) found that 20.4% of the
545 Taiwanese junior high school students cyber bullied someone. Zhou et al., (2013)
also investigated cyber bullying with a multiple item inventory in a cross-sectional
research with 1438 Chinese high school students ranging from grade 10 to 12, and
discovered that 34.84% of the respondents were cyber bullies. Roberto et al., (2014)
assessed 1606 participants’ cyber bullying perpetration experiences, and the results
showed that 35% of the participants cyber bullied one or more individuals in their last
year of high school education.

University students’ cyber bullying perpetration prevalences have also been investigated
by several studies. Lower prevalence rates have been documented by a group of
researchers. By using a multiple item strategy, Francisco et al., (2015) explored how
prevalent cyber bullying perpetration was among undergraduate university students
ranging in year levels 1-3. Their findings revealed that 8% of the respondents cyber
bullied others. MacDonald and Roberts-Pittman (2010) examined cyber bullying
perpetration experiences of 439 university students with a single item after giving a
definition of cyber bullying. According to their results, 8.6% of their participants
acknowledged having acted as cyber bullies since starting the university. However, some
studies have found higher levels of cyber bullying perpetration among university
students. For instance, 17.7% out of the 365 Malaysian freshmen students self-reported
having cyber bullied others twice or three times in a month (Faryadi, 2011). Moreover,
by employing a single global item assessment method, a study carried out with 666
Turkish university students revealed that 22.5% of the participants cyber bullied

someone once or more in their life (Dilmag, 2009). Using the same measurement
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instrument, Aricak (2009) discovered 19.7% of the 695 Turkish university students in
his study cyber bullied others at least once; which is quite a similar prevalence rate with
Dilmag’s (2009) study. Kokkinos et al., (2014) aimed to unravel cyber bullying
experiences of 430 Greek university students by using a multiple-item questionnaire. In
their study sample, whereas 14% of the respondents were identified as pure cyber

bullies, 33% were cyber bully-victims.

In addition to the studies focusing on particular age groups such as secondary or high
school students, an additional group of studies has combined different age groups to
examine the prevalence of cyber bullying perpetration. These studies can be categorized
regarding their cyber bullying perpetration prevalence rates lower or higher. Jung et al.,
(2012) reported the lowest percentages. They examined cyber bullying perpetration
frequency of a sample comprised of 4531 elementary and middle school Korean male
students (from grade 5 to 8, and ranging in age from 11 to 14). They found out that
while 3.4% of the respondents were pure cyber bullies, 3.0% were cyber bully-victims.
Findings of Hinduja and Pachin (2013) were a little more than Jung et al., (2012). With a
sample made up of 4400 grade six through grade twelve American students, Hinduja and
Pachin (2013) reported that 4.9% of the participants acknowledged having cyber bullied
someone a few times or more in the last month. Study of Pabian and VVandebosch (2015)
documented similar prevalence rates for cyber bullying perpetration. They collected data
from a random stratified cluster sample composed of 2128 Belgian students among 10-
17 years old (the mean age was 13.02). It was a short term longitudinal research, and the
data were collected twice from the same sample in a 6-month time interval. The
prevalence of cyber bullying perpetration was 10% in the first data set, and 9.6% for the
second data set. Moreover, after collecting data from 3339 participants for their state
wide bullying prevention initiative, Williams and Guerra (2007) obtained a second set of
data from 2293 participants to explore cyber bullying. The participants were in grade 5,
8 and 11 students from several different school sites. A Likert-type single item without a
definition of cyber bullying was used for the measurement. Among the total 5632

participants, 9.4% self-reported having cyber bullied someone since the beginning of the
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school year. A relatively higher prevalence was documented by Spears et al., (2015).
They assessed cyber bullying experiences with a list of cyber bullying behaviors among
2338 Australian youngsters aged 12-18 years. Accordingly, a total of 20.7% of the
respondents cyber bullied others within the former school term. On the other hand, with
a prevalence ratio of 33.6%, Balakrishnan (2015) reported the highest prevalence cyber
bullying perpetration prevalence among 393 young adults ranging in age from 17 to 30.
Of note, Balakrishnan (2015) investigated cyber bullying with a convenience sample by

a single global item strategy.

Summarizing the several prevalence rates reported by individual studies mentioned
above, all age groups of students in the global context seem to have engaged in cyber
bullying perpetration. When the all age groups are overall considered, while the lowest
prevalence was about 3%, the highest prevalence was approximately 35%. This
highlights the fact that digital tools have turned into means for cyber bullying others in
the hands of the young people. Most importantly, cyber bullies internationally cause
suffering on their victims. Therefore, investigating the nature of cyber bullying
perpetration can improve the existing prevention and intervention strategies against
cyber bullying. By this way, research findings can produce knowledge that can inform
the researchers and practitioners about how to provide help for the perpetrators of cyber
bullying. The more the cyber bullies are professionally helped, the more prevention
attempts can become effective. If individuals can be prevented from engaging in cyber
bullying perpetration, fewer victims will suffer from cyber bullying.

2.1.6 The relationship of age with cyber bullying perpetration

Can an age-based developmental trajectory be identified in cyber bullying perpetration?
Although researchers have sought an answer to this question, a consistent trajectory
cannot be achieved yet. Please note that grade level was considered in the following
paragraphs as a proxy for age in some studies because they did not report the precise age

of their participants.
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One group of research could not detect any significant age difference with regard to
cyber bullying perpetration. As an example, working with elementary school children
aged between 8 and 11, Arslan et al., (2012) reported that age was not a significant
predictor of cyber bullying perpetration in their sample. Monks et al., (2012) also could
not identify any age related differences in cyber bullying perpetration behaviors of the
elementary school students. Besides, Karlier-Soydas and Ucanok (2014) conducted a
study with 1395 Turkish secondary and high school students (from grade 6 to 12, the
mean age was 14.87), and reported no significant grade level differences concerning
cyber bullying perpetration. An additional Turkish study examining cyber bullying
among 357 high schoolers (through grade 9 to 12) was the study of Pamuk and Bavli
(2013) who documented no grade level differences in engaging in cyber bullying
perpetration. Akbulut and Eristi (2011) did not also find any significant age difference
among university students in terms of cyber bullying others. Another study focusing on
university students belonged to Francisco et al., (2015) who also could not detect any
significant difference regarding the year level of their university student sample. The
study of Spears et al., (2015) also revealed no significant age differences in cyber
bullying perpetration experiences of the young Australian individuals ranging in age
from 12 to 18 years. Moreover, assessing cyber bullying experiences of individuals
aging between 17 and 30, Balakrishnan (2015) noted no significant age differences in

term of cyber bullying others.

On the other hand, a second group of researchers identified an interesting age trend for
cyber bullying perpetration. They documented a trend suggesting that the older their
participants are, the more they become engaged in cyber bullying perpetration.
However, they reported this trend specific to their study group’s age or grade level. Take
secondary school students as a particular research group as an example. Kowalski and
Limber (2007) found out that compared to the sixth graders, 7" and 8" grade students
were more likely to be pure cyber bullies and cyber bully-victims. Furthermore, Ayas

and Horzum (2012) detected a significant impact of grade on cyber bullying others;
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more specifically, while 8" graders cyber bullied others more than the 7" and 6"
graders, 7 graders cyber bullied others more than the 6™ graders. Buelga et al., (2015)
also reported that students in the last year of secondary school scored highest in cyber
bullying perpetration acts compared to the others. Additionally, in their study sample
composed of 533 secondary schoolers (ranging in grade 7 to 11), Smith et al., (2008)
documented that older students cyber bullied others (grade 10 and 11) significantly more
than the other age groups. A similar trend can be observed for the high school students
as well. For example, Bauman, Toomey and Walker (2013) examined cyber bullying
among 1491 students from grade 9 through grade 12, and detected a significant age
difference in cyber bullying others. In their investigation, 12" graders were engaged in

cyber bullying perpetration more than the students in other grade levels.

The trend suggesting that the individuals with older ages are cyber bullying others
significantly more is also reported by the studies combining different levels of age
groups. For instance, Walrave and Heirman (2011) aimed to unravel cyber bullying
perpetration in their research composing 1318 Belgian students within the age groups
from 12 to 18. Reporting a significant age difference regarding cyber bullying
perpetration, they revealed that older students cyber bullied others slightly more than
their younger peers. Besides, Williams and Guerra (2007) find out a significant
association between grade and being a cyber bully in a sample composed of grade 5,
grade 8 and grade 11 students. Accordingly, a lower level of cyber bullying perpetration
existed for fifth graders, but cyber bullying perpetration peaked at grade 8, and then it
slightly decreased in grade 11. Results of Pabian and Vandebosch (2015) who
investigated cyber bullying among individuals aged between 10 and 17 demonstrated
that the higher the age of the participant, the higher the possibility of being a perpetrator
of cyber bullying. In addition, in the study of Bussey et al., (2015), the participants were
964 Australian grade 7 and grade 9 students. According to the results of the study, grade
9 students cyber bullied others significantly more than the grade 7 ones. Interestingly
however, in their study conducted with 759 Swedish students from grades 4-6 (mean age
was 11.120) and grades 7-9 (the mean age was 13.85), Slonje, Smith, and Frisen (2012)
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found that grades 7-9 students self-reported having cyber bullied others more than the

grades 4-6 individuals.

To put it in a nutshell, a steady developmental trajectory concerning the age differences
in cyber bullying perpetration cannot be specified. Firstly, because several research
results showed no significant age differences in term of cyber bullying others. Besides,
although the findings of a second group of researchers put forward that cyber bullying
perpetration increases with age, a certain age could not be determined in which cyber
bullying perpetration is higher compared to the other ages. In addition to these, age
differences in cyber bullying perpetration have been explored by a limited number of
studies which lack longitudinal data. Moreover, age differences in cyber bullying
perpetration among secondary and high school students were examined by a number of
investigations. Yet, elementary school children and university youth are under-
represented in terms of uncovering the significant age differences with regards to their

cyber bullying perpetration behaviors.

2.1.7 The relationship of gender with cyber bullying perpetration

Besides examining possible age differences, researchers have explored whether gender
is a significant factor in cyber bullying perpetration behaviors. However, gender has
created one of the most complicated discussions in research with relation to cyber

bullying perpetration.

The first group of researchers has reported that there are no significant differences
between females and males in cyber bullying perpetration. Aricak (2009), Balakrishnan
(2015), Holfeld and Leadbeater (2015), Monks et al., (2012), Patchin and Hinduja
(2006), Spears et al., (2015), Tokunaga (2010), Topcu, Erdur-Baker, and Capa-Aydin
(2008), Williams and Guerra (2007), Ybarra and Mitchell (2004a) are examples of the
international research focusing on different age groups and presenting findings about the

non- significant gender difference in cyber bullying others. Proposing an explanation
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about this non-difference, Robson and Witenberg (2013) noted that young individuals
are frequently making use of digital technologies in their daily life; thus, females and

males can be equally expected to engage in cyber bullying perpetration.

The second group of researchers has indicated that females are bullying others online
significantly more than males. For instance, according to the study of Beckman,
Hagquist and Hellstrom (2013), females cyber bullied others equally as males and acted
more as cyber bully-victims, compared to the males. Additional studies have also
documented that females were cyber bullying others more than the males. Connel,
Schell-Busey, Pearce, and Negro (2014), Erdur-Baker and Tanrikulu (2010), Rice et al.,
(2015) are the researchers who noted females as cyber bullies. Smith et al., (2008) stated
that the indirect and the relational nature of cyber bullying can be a reason of females’
cyber bullying others more compared to males. An additional reason of this difference
can be stemmed from the fact that females act braver in online settings (Ybarra &
Mitchell, 2004a).

The last group of researchers has found that males are cyber bullying others significantly
more than females. Akbulut and Eristi (2011), Bastiirk-Akca, Sayimer, & Ergiil, 2015,
Bauman et al., (2013), Bayraktar et al., (2014), Calvete et al., (2010), Doucette (2013),
Eksi, 2012, Erdur-Baker and Kavsut (2007), Erdur-Baker and Topcu, 2009, Erdur-Baker
(2010), Erdur-Baker (2013), Francisco et al., (2015), Huang and Chou (2010),
Karabacak et al., (2015), Lapidot-Lefler and Dolev-Cohen (2015), Li (2006), Ozden and
Icellioglu, 2014, Pamuk and Bavli (2013), Slonje and Smith (2008), Sahin, Aydin, &
Sart (2012), Tanrikulu et al., (2015), Wong et al., (2014) are among the existing
investigations claiming males are perpetrating others online more than females.
According to Huang and Chou (2010), males are cyber bullying others more because
they are using digital technologies more frequently, and they are more skillful at online
technology usage compared to the females. Males’ behaving more risky in cyber world
can be an additional reason explaining the relationship between being male and being a
cyber bully (Erdur-Baker, 2010).
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Wrapping up the findings about the relationship of gender on cyber bullying perpetration
behaviors, males seem to be internationally overrepresented in terms of cyber bullying
others. Studies indicating a non-significant gender difference with regards to bullying
others online are the second common ones. On the other hand, fewer number of studies
pointed out that females are cyber bullies more than males. As a result, an agreement
among the researchers in the global context has not been established about the influence

of gender concerning cyber bullying perpetration.

2.1.8 Are cyber bullies in a better psychological, physical and academic
well-being than the cyber victims?

Albeit the lack of longitudinal research designs in the literature, the findings of the
correlational-design studies have provided evidence suggesting that cyber victims are
not in good condition. Aiming to unravel the relationships between cyber bullying
involvement and experiencing negative outcomes, the focus of the previous
investigations has been extensively on the cyber victims. This may be because
researchers have thought that cyber victims are the only group who are in desperate
conditions. By an extensive body of research, being exposed to cyber victimization has
been consistently found to be linked with the problems concerning psychological health,
mental health, physical health and school achievement for the young people from
elementary school to university (Aricak, 2009; Bonanno & Hymel, 2013; Chang et al.,
2013; Crosslin & Crosslin, 2014; Erdur-Baker & Tanrikulu, 2010; Faucher et al., 2014;
Laftman et al., 2013; Munawar, Inam-ul-aq, Ali, & Magsood, 2014; Rivituso, 2012;
Schenk & Fremouw, 2012; Smith & Yoon, 2013; Sahin et al., 2012).

What about cyber bullies? Are they in better conditions compared to the cyber victims?
The findings of the existent studies draw a worrying picture for the youngsters engaged
in cyber bullying perpetration. For instance, Campbell et al., (2013) carried out a

research with students in grade 6 through 12 (the mean age was 13.96) to gain a better
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understanding about the mental health of the perpetrators of cyber bullying. Their
findings indicated that cyber bullies scored higher on social difficulties stress,
depression and anxiety when compared with the non-involvers. Moreover, the
associations between internalizing (insomnia, perceived social disintegration and
psychological distress) and externalizing problems (aggressiveness and antisocial
behavior) with cyber bullying perpetration were examined by Kubiszewski, Fontaine,
Hure and Rusch (2013) with a sample composed of middle and high school students (the
mean age was 14.80). The results demonstrated that cyber bully-victims were commonly
experiencing all types of internalizing problems. In addition, pure cyber bullies scored
highest in insomnia, and greater levels of antisocial behavior was associated with being

a cyber bully.

Furthermore, by comparing pure cyber bullies, cyber bully-victims, pure cyber victims
and non-involvers of cyber bullying, Ybarra and Mitchell (2004b) explored the
characteristics of the cyber bullying perpetrators between the ages of 10 and 17 years
(mean age was 14.14) in a sample involving 1501 regular internet users. They presented
detailed findings about the characteristics regarding the pure cyber bullies and cyber
bully-victims. Accordingly, the pure cyber bullies and the cyber bully-victims suffer
from delinquent behaviors (damaging property, police contact, physically assaulting
others, and stealing), disliking the school, drinking, smoking, major depression
symptoms and emotional distance of the caregiver. When the statistically significant
differences between the four groups were considered, the pure cyber bullies and the
cyber bully-victims were engaging in delinquent behaviors significantly more than the
pure cyber victims and non-involvers. In terms of disliking the school, cyber bullies did
not like the school significantly more than the non-involved participants. In addition,
while the cyber bully-victims had significantly more drinking problems compared to the
not-involved students, the pure cyber bullies were suffering from drinking significantly
more than the pure cyber victims and non-involvers. With regards to smoking problems,
the cyber bully-victims and the pure cyber bullies were smoking significantly more than

the non-involvers of cyber bullying. Moreover, the cyber bully-victims reported
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significantly more depressive symptoms compared to the non-involved participants.
Concerning the experiences of emotional distance of the caregiver, the cyber bully-
victims and the pure cyber bullies had significantly poorer emotional bonds with the

caregiver than the non-involvers of cyber bullying.

In addition to the middle school and high school students, psychological health of the
cyber bullying perpetrators in the higher education level has also been investigated.
University students who deemed themselves as pure cyber bullies or cyber bully-victims
were found to score higher on depression, hostility, sensitivity to interpersonal rejection,
paranoia, aggressiveness, phobic anxiety and psychoticism besides suicidal
ideations/behaviors and illegal acts such as violent crimes and drug crimes (Schenk et
al., 2013).

In their review study, Kowalski, Giumetti, Schroeder and Lattanner (2014) confirmed
the study findings mentioned above. They reported that young people with higher levels
of cyber bullying perpetration were more abusing drugs and alcohol, suffering more
from lower academic success, and were in worse condition in terms of experiencing
more anxiety, loneliness, and depression besides lower levels of self-esteem and life-

satisfaction.

An additional group of researchers have provided interesting findings about the cyber
bully-victims. They suggested that cyber bully-victims are in a worse condition
compared to the pure cyber bullies, pure cyber victims or non-involvers of cyber
bullying, in terms of psychological, physical or academic well-being. For example,
Kowalski and Limber (2013) explored psychological, physical and academic associates
of cyber bullying among 931 students ranging in grade from 6 to 12 (mean age was
15.16). They found that individuals behaving as cyber bullies or cyber bully-victims had
psychological and health-related and school related problems. In detail, cyber bullying
perpetration was significantly linked with anxiety, depression, low self-esteem, poor

health, suicidal ideation, being absent from school in addition to leaving school early.
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Most importantly, in comparison with the students never involved in cyber bullying,
cyber bully-victims owned the poorest psychological and physical health scores besides
scoring highest in problems about school performance. Moreover, in order to unravel
emotional and behavioral problems related with cyber bullying, Schultze-Krumbholz et
al., (2012) collected a cross-sectional data from 412 middle school students as well as an
additional longitudinal data from 223 students. The findings of the cross-sectional
sample showed that perpetrators of cyber bullying reported more aggression related
problems. On the other hand, the findings of the longitudinal sample revealed that acting

as a cyber bully-victim resulted in an increase in depression.

In addition, Bayraktar et al., (2014) inspected how different groups involved in cyber
bullying (pure cyber bullies, pure cyber victims and cyber bully-victims) were different
from each other in terms of individual and relational level variables. Their sample
involved 2092 Czech primary and secondary school students in ages 12 through 18
(mean age was 15.1). Their findings revealed that pure cyber bullies and cyber bully-
victims scored higher on being aggressive and peer rejection, whereas they had lower
levels of self-control and parental attachment. More specifically, cyber bully-victims had
the highest scores on poor self-control, peer rejection, besides poor parental attachment
compared to the pure cyber bullies and cyber victims. Furthermore, Spears et al., (2015)
investigated the relationship between mental health, social connectedness and help-
seeking and experiencing cyber bullying among 2338 Australian students aged 12-18
years. According to their results, depression, anxiety, stress, poor mental health and
social connectedness scores of pure cyber bullies and cyber bully-victims were
significantly greater than the non-involved individuals. Most importantly, cyber bully-
victims, in particular, were reported being in more desperate situation compared to the
pure cyber bullies and non-involved students. This is because cyber bully-victims had
poorer mental health, less social connectedness, higher stress, greater anxiety and higher
levels of depression. They were also not inclined to seek help besides being tend to
spend more time online after 11 p.m. Besides the studies mentioned above, Ybarra and

Mitchell (2004b) reported that engaging in delinquent behaviors increased the
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probability of being a cyber bully-victim about four times, whereas the likelihood of
reporting emotional distress was almost six times higher for the cyber bully-victims than

the pure cyber bullies.

Summing up the findings concerning the well-being of the perpetrators of cyber
bullying, individuals cyber bullying others seem to be experiencing similar health-
related or school-related difficulties with the individuals being exposed to cyber
victimization. In fact, cyber bully-victims who are the individuals cyber bullying others
and being cyber victimized at the same time appear to be suffering more severe health-
related or school-related problems. Therefore, perpetrators of cyber bullying cannot be

said to be in a better condition compared to the cyber victims.

2.2 Theoretical Framework of This Study

This second sub-section of the literature review is devoted to the presentation of the
theoretical framework which guides the formation of this current study. It begins with
detailing the existing theoretical frameworks applied by the previous investigations to
cyber bullying perpetration behaviors. Then, it provides information about the Uses and
Gratification Theory which makes up the theoretical framework of this present research.
Lastly, how the Uses and Gratification Theory can be related to explain cyber bullying
perpetration behavior is described. Of note, the Uses and Gratification Theory was
considered as a guiding framework or a theoretical roadmap to base this present study on

a firmer theoretical foundation.

2.2.1 Theories previously applied to cyber bullying perpetration
behavior

Understanding what have been theoretically studied so far in cyber bullying perpetration

research can help the reader to have an overall picture about the role of theory in cyber
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bullying research. Therefore, before directly starting to discuss about the theoretical
framework of this present research, the theories recently examined to provide an

explanation about cyber bullying perpetration were initially presented below.

Tokunaga (2010) stated that researchers studying cyber bullying have somehow
overlooked employing a theoretical background to their investigations to establish a
theoretical foundation and to theoretically empower their studies. Recently however, a
few researchers have attempted to consider some theories to fill this void in the
literature. Among them, Hay et al., (2010) and Jang et al., (2014) regarded the General
Strain Theory, and Navarro and Jasinski, (2012) employed Routine Activities Theory
with the aim of reaching a theoretical foundation to explain cyber victimization. Yet,
given that the target of this present investigation is to uncover the nature of cyber
bullying perpetration, studies aiming to form a theoretical understanding about cyber
victimization were disregarded. For this reason, research aiming to establish a theoretical

establishment about cyber bullying perpetration were explained in detail below.

2.2.1.1  General strain theory

The General Strain Theory originally belonged to Agnew (1992) who suggested three
main types of strains people generally experience. The first type of strains is the real or
expected failure to reach positively appreciated goals. The second type of strains is
actual or expected loss of positively valued stimuli. The last type of strains is the real or
anticipated existence of negatively valued stimuli. According to the General Strain
Theory, the more strains individuals go through, the higher the risks are for engaging in
criminal or deviant conducts. However, strains are not directly related to delinquent
behaviors. Agnew (1992) contended that strains create negative emotions including
anger or frustration, and engaging in delinquent behaviors is a type of adaptation or

coping mechanism to ventilate negative feelings.

47



Patchin and Hinduja (2011) tested a model based on the General Strain Theory in order
to explain bullying perpetration. Their study sample was 1963 American middle school
students ranging in grade 6 to 8 (their mean age was 12.8). Although they assessed both
traditional bullying and cyber bullying at the same time, their discussion and findings
specifically concerning cyber bullying perpetration were presented in this paragraph to
be able to stick with the aim of this current investigation. They questioned whether the
likelihood of cyber bullying perpetration was higher for the young individuals who are
in more strain. They claimed that cyber bullying perpetration can be conceptualized as a
possible outcome of experiencing strains. This is because young individuals may use
cyber bullying others as a way to relieve negative feelings such as fear or anger caused
by the strains experienced. Considering that cyber bullying someone provides the
perpetrator a satisfaction of power or superiority, strained cyber bullies may regard their
perpetration behaviors as a strategy to get rid of negative feelings and to feel better.
Moreover, cyber settings have specifically provided newer advantages for engaging in
cyber bullying perpetration such as anonymity or publicity. Therefore, being aware of
these opportunities of cyber space, young individuals who would not behave
aggressively in face-to-face environments may more tend to bully others online in order

to relieve from the strains they experience.

According to the results of the study of Patchin and Hinduja (2011), the middle school
aged participants who reported more strains were more prone to become engaged in
cyber bullying perpetration. Additionally, a direct association was discovered between
experiencing strains and being a cyber bully, and the participants with higher negative
feelings were more likely to have cyber bullied someone. Therefore, the investigation of
Patchin and Hinduja (2011) provided empirical support suggesting that the General
Strain Theory is applicable in theoretical explanation of cyber bullying perpetration

behaviors.
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2.2.1.2 Theory of Reasoned Action

The development of the Theory of Reasoned Action was made by Ajzen and Fisbein
(1980) who maintained that the positive or negative attitudes as well as the subjective
norms regarding a particular behavior have an influence on behavioral intentions which
then affect the behavior. In other words, behavioral intention of an individual is
dependent upon two aspects: the positive or negative attitudes toward the behavior in
addition to the subjective norms (the perceived social pressure about engaging in a
behavior). Applying this to cyber bullying perpetration behavior, whether an individual
cyber bullies others depends on (a) her/his favorable or unfavorable attitudes about
cyber bullying perpetration, (b) how other people think about her/him when she/he

bullies others online.

Doane et al., (2014) made use of the Theory of Reasoned Action to acquire a theoretical
explanation of cyber bullying perpetration. Their study sample involved American
university students in age 18 through 23. Of note, Doane et al., (2014) expanded the
subjective norms originally mentioned by Ajzen and Fisbein (1980) by including
perceived injunctive and descriptive norms the participants experience. They
hypothesized that attitudes about cyber bullying perpetration, perceived injunctive and
descriptive norms would predict cyber bullying perpetration. They also hypothesized
that the empathy for the victims of cyber bullying would mediate the attitudes about
cyber bullying perpetration, perceived injunctive and descriptive norms. The findings of
Doane et al., (2014) showed that the Theory of Reasoned Action is an appropriate
theoretical framework to understand cyber bullying perpetration. More specifically, they
found that participants with higher levels of positive attitudes about cyber bullying
perpetration were more likely to intend to cyber bully others. And more intentions of
cyber bullying someone predicted a higher frequency of cyber bullying perpetration.
They also reported that injunctive norms concerning cyber bullying predicted the
intentions of engaging in cyber bullying perpetration. Lastly, their findings revealed that

individuals with a lower level of empathy toward the cyber victims tend to have more
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positive attitudes to cyber bully others. Hence, the study of Doane et al., (2014)
presented empirical evidence pointing out that the Theory of Reasoned Action is a
potential theoretical roadmap for the researchers who wish to establish their research in a

theoretical framework.

2.2.1.3 Theory of Planned Behavior

The Theory of Planned Behavior is a subsequent extension of the Theory of Reasoned
Action (Ajzen, 1991). In the previous version, namely in the Theory of Reasoned Action,
attitudes and subjective norms were the two factors explaining engagement in a
behavior. A new dimension which is ‘perceived behavioral control’ is included in the
Theory of Planned Behavior. Perceived behavioral control refers to the individual
ability to engage in a behavior. Individuals’ perceived behavioral control is formed by
their personal perception of easiness or difficulty in terms of doing a behavior.
Consequently, engagement in a behavior is dependent on the attitudes and subjective
norms in addition to the perceived behavioral control. Behavioral intentions are the most
significant predictor determining whether a person would engage in a behavior or not.
Attitudes, subjective norms and perceived behavioral control make up the individual’s
intention of doing a behavior, which in turn determines engagement in a specific
behavior. All in all, higher levels of the favorable attitudes, the positive subjective
norms as well as higher perceived behavioral control increase the likelihood of an

individual’s engaging in a behavior.

The Theory of Planned Behavior has been applied to cyber bullying perpetration
behaviors by two separate investigations. The first investigation was conducted by
Heirman and Walvare (2012) with 1042 high school students in Belgium. They tested a
structural equation model to explore if the Theory of Planned Behavior was a sound
theoretical guide to understand cyber bullying perpetration behaviors of youngsters.
Heirman and Walvare (2012) noted two reasons why they thought that the Theory of

Planned Behavior could have a theoretical utility in gaining a clearer understanding in
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cyber bullying perpetration. Initially, social influences including peers or bystanders are
significant in cyber bullying behaviors. Social influences can be conceptualized as the
counterpart of ‘subjective norms’ in the Theory of Planned Behavior. Secondly, better
prevention and intervention strategies could be designed if researchers could have more
empirical evidence with regards to the impact of individual’s attitudes, subjective norms
and perceived behavioral control on cyber bullying others. According to the findings
reported by Heirman and Walvare (2012), a significant association was found between
the participants’ attitudes and behavioral intentions about engaging in cyber bullying
perpetration. In fact, the variable of attitudes towards cyber bullying others was the
strongest predictor of cyber bullying perpetration. Besides, the variables of subjective
norms and perceived behavioral control were significant associates of cyber bullying
intentions of the respondents. In summary, significant evidence regarding the
applicability of the Theory of Planned Behavior in cyber bullying perpetration behaviors
was presented by Heirman and Walvare (2012).

The second study examining the theoretical appropriateness of the Theory of Planned
Behavior in cyber bullying perpetration behaviors belonged to Pabian and Vandebosch
(2014). Their sample was composed of 1606 Belgian high school students ranging in age
from 11 to 17. It was a longitudinal-design study, and there was a six-month time
interval between the first and the second data collection. The goal of their study was to
test a structural equation model to estimate the predictive value of attitudes, subjective
norms besides perceived behavioral control in terms of cyber bullying perpetration.
Pabian and Vandebosch’s (2014) study findings showed that attitudes, subjective norms
and perceived behavioral control explained 28.8% of the variance in the intentions of
cyber bullying perpetration. Yet, perceived behavioral control was not found having a
significant impact on cyber bullying intentions. On the other hand, the intention to cyber
bully others was a significant predictor of participants’ self-reported cyber bullying
perpetration behaviors six months later. Indeed, the intention to cyber bully others by
itself accounted for 8.6% of the variance concerning the cyber bullying perpetration

behaviors reported after six months. In brief, Pabian and Vandebosch (2014) provided
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further empirical evidence about the utility of the Theory of Planned Behavior as a
useful theoretical roadmap to have a deeper understanding about cyber bullying

perpetration.

Providing an overall summary regarding the theories formerly applied, there is an
obvious dearth of research pertaining to establish a theoretical background to be able to
conceptualize cyber bullying perpetration in an empirical way. A total of four
investigations have, so far, provided empirical support from different age groups
suggesting the applicability of three different theories in understanding cyber bullying
perpetration. Taking the General Strain Theory in consideration to uncover more about
cyber bullying perpetration, Patchin and Hinduja (2011) concluded that the high amount
of the strains experienced by the individuals were more likely to engage in cyber
bullying perpetration. In addition, Doane et al., (2014) used the Theory of Reasoned
Action as a theoretical roadmap for their study. They explored whether individuals’
attitudes as well as perceived injunctive and descriptive norms had significant predictive
roles in cyber bullying perpetration. Their findings yielded empirical evidence pointing
out the usefulness of the Theory of Reasoned Action in conceptualizing cyber bullying
perpetration. Lastly, the suitability of the Theory of Planned Behavior in explaining
cyber bullying perpetration was tested by Heirman and Walvare (2012) as well as by
Pabian and Vandebosch (2014). The Theory of Planned Behavior was only different
from the Theory of Reasoned Action by its extra dimension of ‘perceived behavioral
control’. Both Heirman and Walvare (2012) and Pabian and Vandebosch (2014)
presented significant findings concerning the applicability of the Theory of Planned

Behavior in the explanation of cyber bullying perpetration behaviors.

2.2.2 The procedure and the reasons for choosing ‘uses and gratification
theory’ as the theoretical framework
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Before starting to explain Uses and Gratifications Theory (UGT) in detail, the procedure
behind selecting UGT as the theoretical roadmap for this present study was presented
here. At the time of this current research was being planned, discussions started about
the lack of theory in cyber bullying literature. For the first time, Tokunaga (2010)
highlighted the fact that theory was missing in cyber bullying research. At that time,
though Li (2005) mentioned about the Theory of Planned Behavior to conceptualize
cyber bullying, how the theory was applied to the research was not clarified. To be able
to find an appropriate theoretical structure to guide the organization of this present
investigation, the theories suggested by Tokunaga (2010) were considered. Tokunaga
(2010) noted that Theory of Planned Behavior, a Socio-Cultural Discourse Approach,
Social Cognitive Theory, The Buffering Hypothesis, Dual-Perspective Theory of
Bullying and Uses and Gratifications Theory can be used by the researchers aiming to
found a theoretical basis for their research. Among these potential theories pointed out
by Tokunaga (2010), Uses and Gratifications Theory (Blumler & Katz, 1974) seemed

promising to guide this current study.

A number of reasons played a role in selecting Uses and Gratifications Theory (UGT) as
the theoretical road map for this present research. To begin with, Alonzo and Aiken
(2004) applied the UGT in the flaming behavior which is one of the forms of cyber
bullying perpetration behaviors (e.g., Willard, 2007). Alonzo and Aiken (2004) reported
that UGT was a useful theoretical background to explain flaming behaviors. However,
no research had considered using UGT to gain a clearer understanding about all
behaviors involving cyber bullying perpetration when this current investigation was
being arranged. Secondly, there have been studies which regarded UGT in the
explanation of online technology usage behaviors. For example, UGT has been applied
to and vyielded positive results in behaviors including the Internet usage (Stafford,
Stafford, & Schkade, 2004), using social networking websites (Ha, Kim, Libaque-Saenz,
Chang, & Park, 2015), mobile phone usage (Leung & Wei, 2000), playing online games
(Wu, Wang, & Tsai, 2010), and owning a personal blog (Kaye, 2010). The researcher of

this current investigation reasoned that if the UGT could provide explanations for the
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use of online technology usage behaviors, the UGT could also explain the misuse of

online technologies, which is cyber bullying.

Additionally, the UGT focuses on the role of personality traits on the motivation of
engaging in a behavior. Personality traits as well as the motives of cyber bullying
perpetrators were previously examined by the individual cyber bullying studies.
Nonetheless, these two significant aspects of cyber bullying perpetration were not
combined and tested in a single research. If these two aspects of cyber bullying
perpetration could be combined, and empirical information could be produced about the
role of personality traits on cyber bullying perpetration motives, important information
could be attained with regards to cyber bullying prevention. With the help of such
knowledge, the researchers can make predictions about which individuals with certain
personality traits are more likely to engage in cyber bullying perpetration with which
motives. If such predictions could be empirically made, prevention measures could be
taken ahead, and the potential cyber bullies could be stopped before victimizing others.
By this way, since the cyber bullying perpetration could be prevented even before it

comes true, cyber bullying could not happen, and thus, there will be no victims to suffer.

Lastly, there existed an additional reason of choosing UGT as the theoretical guide of
this current study when the already implemented theories in cyber bullying perpetration
were considered. It was about the dimensions left un-investigated by the already
employed theories explaining cyber bullying perpetration. After Tokunaga’s (2010)
drawing attention about the lack of theory in cyber bullying research, researchers
designed studies examining cyber bullying perpetration in accordance with some
theoretical frameworks which were the General Strain Theory (Patchin & Hinduja,
2011), the Theory of Reasoned Action (Doane et al., 2014) and the Theory of Planned
Behavior (Heirman & Walvare, 2012). With the guidance of these theories, researchers,
so far, have inspected (a) the role of experiencing daily life strains in cyber bullying
perpetration, (b) intentions regarding cyber bullying others, (c) attitudes toward cyber

bullying perpetration, (d) the perceived social pressure about engaging in cyber bullying,
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(e) and the personal ability to engage in cyber bullying. However, these theory-based
approaches have not yet considered the role of personality traits and the motives behind
cyber bullying perpetration. Therefore, by testing a model dependent on UGT, this
present investigation aimed to address this gap by taking the role of personality traits
and cyber bullying perpetration motives into consideration. All in all, UGT seemed as a
potential theoretical framework to provide an explanation concerning cyber bullying
perpetration. To the best of the researcher’s knowledge, UGT has not been applied to
any cyber bullying research up until now. Hence, this current research was one the first
investigations considering Uses and Gratifications Theory as the theoretical guide in
exploring cyber bullying perpetration. By utilizing this particular theoretical outlook,
motives of cyber bullying perpetration and the personality traits of the cyber bullies were

aimed to link with cyber bullying perpetration acts.

2.2.3 Uses and gratification theory

Originally being a communication/ media theory, the Uses and Gratifications Theory
(UGT) (Blumler & Katz, 1974) is a theoretical framework to assess why and how
individuals use communication media to gratify certain needs. The UGT allows
researchers to explore and better understand the reasons individuals choose certain
communication media, and the gratifications they obtain from using them. According to
the UGT, users are not passive in communication media usage. On the contrary, users
are active and willful in preference and their usage of certain communication media. For
this reason, users, themselves, decide on which communication media to prefer to fulfill
their needs to attain gratification. Three basic principles are present for the UGT; (a)
individuals are goal-oriented while using communication media, (b) individuals are
active in their communication media usage, (c) individuals are conscious of their
motives/ needs, and intentionally choose some communication media to gratify needs/
motives (Alonzo & Aiken, 2004; Ruggiero, 2000). In addition to these main tenets,
personality traits of the individuals are important for the UGT. This is because

personality traits affect the individual motives which then impact the gratifications
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sought from a behavior (Alonzo & Aiken, 2004). Researchers have previously integrated
the personality traits of the individuals to the UGT (e.g., Hanson & Haridakis, 2008;
Orchard, Fullwood, Galbraith, & Morris, 2014) while examining why individuals utilize
online technologies. Their findings provided evidence suggesting that personality traits
are essential for the Uses and Gratifications Theory to figure out why people choose

certain ICTs to accomplish some gratifications.

The UGT has been employed in a variety of user behaviors ranging from radio usage
(e.g., Albarran et al., 2007), magazine readership (e.g., Kim, Lee, Jo, Jung, & Kang,
2015), using e-books (Shin, 2011), e-learning (e.g., Mondi, Woods, & Rafi, 2007),
interactive advertising (e.g., Ko, Cho, & Roberts, 2005) and to online shopping (e.g.,
Lim & Ting, 2012). Nevertheless, the UGT has gained a global popularity with its
application on television watching motives. An extensive body of international research
has documented that the UGT has a significant utility in understanding people’s motives
and obtained gratifications regarding watching television (e.g., Bartsch, 2012; Harwood
& Vicze, 2015; Khan & Manzoor, 2013). However, with the emergence and
proliferation of computer/ internet-mediated online communication tools, the UGT
seems to have gained further importance in having a clearer understanding about user
behaviors in cyber technologies. Researchers have applied the UGT as the theoretical
guide in examining user behaviors in almost all types of online communication tools.
User behaviors on the Internet (e.g., Roy, 2008; Stafford et al., 2004), computer-
mediated communications (e.g., Dixon, 1996), social networking web-sites (e.g.,
Cheung, Chiu, & Lee, 2011; Garcia-Martin & Garcia-Sanchez, 2015; Raacke & Bonds-
Raacke, 2008; Smock, Ellison, Lampe, & Wohn, 2011), video sharing websites (e.g.,
Cha, 2014) and text messaging (e.g., Grellhesl, & Punyanunt-Carter, 2012) are among
the online communication tools that have been examined under the framework of the
UGT.
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2.2.4 Uses and gratification theory in cyber bullying perpetration
research

To the researcher’s knowledge, Alonzo and Aiken (2004) were the first researchers
having applied the UGT perspective in one of the behaviors of cyber bullying
perpetration, which was flaming. Flaming refers to the aggressive and offensive
interactions and/or fights on cyber space. The study of Alonzo and Aiken (2004)
specifically concentrated on flaming as one of the cyber bullying perpetration behaviors.
However, there has been no study examining cyber bullying perpetration behaviors in
combination under the framework of Uses and Gratifications Theory (UGT). Therefore,
this current research was one of the pioneer research which was designed and tested
under the guidance of the UGT.

Alonzo and Aiken (2004) aimed to establish a theoretical framework to flaming motives
in the light of Uses and Gratifications Theory (UGT). Flaming is ‘hostile intentions
characterized by words of profanity, obscenity, and insults that inflict harm to a person
or an organization resulting from uninhibited behavior’ (Alonzo & Aiken, 2004, p. 205).
It is one of the forms of cyber bullying behaviors (Baas et al., 2013; Li, 2007; Willard,
2007). Alonzo and Aiken (2004) recruited a total 160 university students, and assigned
the participants randomly to 20 groups of eight participants. On an electronic gallery
writing program, the participants were expected to present thoughts about finding
solutions to the parking problem at the university campus. The electronic gallery writing
program allowed the participants to write ideas as well as comments in an anonymous
and simultaneous fashion. When the participants finished the task, they filled out a
questionnaire which examined four psychological variables (sensation seeking, anxiety,
creativity, and assertiveness) and four flaming motives (pass time, relaxation, escape,
and entertainment). The questionnaire also included questions related to anonymity,
controversy, interest, importance, and appropriateness in addition to user satisfaction and
user comments. In their conceptual model of flaming motives, they tested the

relationships between the four psychological variables and the four flaming motives.
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Alonzo and Aiken (2004) hypothesized that personality traits can play an important role
in flaming motivation because individuals would obtain some gratifications from their
flaming behaviors. According to the results, personality traits were found significantly
associated with flaming motives. More specifically, while sensation seeking was
positively and significantly related to flaming motives of passing time and
entertainment, anxiety was a significant predictor of flaming motives of escape and
relaxation. And greater levels of assertiveness were associated with flaming motives of
passing time. Overall, Alonzo and Aiken (2004) obtained empirical evidence suggesting
that UGT as a theoretical background had a utility in explaining flaming others in online
settings.

Considering the basic tenets of the Uses and Gratifications Theory (UGT), the logic
behind the UGT seems appropriate to cyber bullying perpetration research. UGT states
that individuals are active and goal-oriented while using information and communication
technologies (ICTs). In a similar manner, being aware of the opportunities of the cyber
platforms (such as anonymity or publicity), individuals can be considered as actively and
purposefully choosing ICTs to display their aggression. Peer bullies were found to have
been the same people who engaged in cyber bullying perpetration (Dempsey et al., 2011;
Tanrikulu & Campbell, 2015), and young individuals were reported consciously cyber
bullying peers (Pettalia et al., 2013). These findings suggest that cyber bullies are active
and goal-oriented in their choice of cyber space to display aggression. Online
technologies may be providing easier ways for the bullies to reach goals or motives by
affording lack of social cues, temporal delays, permanency of the digital data, anonymity
or audience permanency (Runions, 2013). Therefore, based on UGT, this study
anticipates that cyber bullies are active and goal-oriented individuals, and they willfully
choose cyber environments to bully others.

In addition, personality traits of the individuals have been an important aspect of the
research using the UGT as the theoretical background. According to the UGT, studies

aiming to have a deeper understanding about the motives regarding the use of
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information and communication technologies (ICTs) should consider the user
personality traits. This is because user personality traits have the power to determine
ICTs usage. In parallel with this proposition, the previous investigations have yielded in
empirical support indicating that personality traits of the users have a significant
influence on the motives about ICTs usage (e.g., Hanson & Haridakis, 2008; Orchard et
al., 2014). Alonzo and Aiken (2004) also incorporated the personality traits of the users
while examining flaming (hostile intentions characterized by words of profanity,
obscenity, and insults that inflict harm to a person or an organization resulting from
uninhibited behavior (Alonzo & Aiken, 2004, p. 205) in an online setting, and they
reported significant associations between the user personality traits and flaming motives.
Specifically considering the cyber bullying perpetration behaviors, a significant
association between the personality traits of the cyber bullies and their motivations of
cyber bullying others can be anticipated. For example, aggressiveness as a personality
trait may lead individuals to seek for opportunities to display aggression. An individual
with higher levels of aggressiveness may view cyber world as a supplementary place to
the physical environments to behave aggressively. Thus, such an individual may tend to

engage in cyber bullying perpetration more than less aggressive people.

2.3 Literature Review on the Proposed Model Variables

Under this title, the existent literature on the variables proposed for the current study’s
hypothesized model is presented. Of note, the following parts under this title were
shaped in accordance with the Uses and Gratifications Theory (UGT). The UGT posits
that the personality traits have a significant impact on the motives of the users of the
information and communication technologies (ICTs). Therefore, there were two sets of
variables examined in this present investigation. While the first set involved the
variables regarding the cyber bullying perpetration motives, the second set was
composed of the variables concerning the personality traits of the cyber bullies. While
building up the hypothetical model based on the UGT, cyber bullying perpetration

motives were initially established. Then, the personality traits to be investigated were

59



determined. As the cyber bullying perpetration motives needed to be firstly settled,

details on the motives were presented in the following paragraphs.

2.3.1 Motives of cyber bullying perpetration

Motives are the reasons or goals which cause individuals to behave in certain ways, and
motives of cyber bullying perpetration refer to the reasons why individuals cyber bully
others. Investigation of cyber bullying perpetration motives can be important for some
reasons. Understanding more about the motives of cyber bullying perpetration can firstly
help prevention and intervention strategies by informing the researchers and the
practitioners about the nature of cyber bullying perpetration behaviors. Furthermore,
potential cyber bullies can be directed to more appropriate ways to satisfy the motives or
needs they intend to achieve by cyber bullying. Such guidance may help to prevent
cyber bullying even before it happens. That is, individuals who tend to cyber bully
others can learn that there are other harmless ways to accomplish the motives they

obtain from cyber bullying.

The extant literature on cyber bullying perpetration motives was reviewed to have an
idea about the cyber bullying perpetration motives. Several motives were identified
about cyber bullying perpetration. Entertainment (having fun, joking or relieving
boredom), dominance (establishing power and status), revenge, harm, easiness,
anonymity, disliking the victim were among the most reported motives of cyber bullying
perpetration (Compton et al., 2014; Englander, 2008; Fluck, 2014; Gradinger et al.,
2011; Mishna et al., 2010; Rafferty & Vander Ven, 2014; Vandebosch & Van Cleemput,
2008; Topcu et al., 2013; Zhou et al., 2013). In addition to these motives, interpersonal
problems (Akbulut & Eristi, 2011), inability to see the victim and avoiding from adult
punishment (Englander, 2008; Compton et al., 2014), acceptance to a social group
(Gradinger, et. al., 2011), cyber sanctioning (Rafferty & Vander Ven, 2014), succorance
and a response or defense against inferiority (Johnston et al., 2014), demonstrating
technological skills (Vandebosch & Van Cleemput, 2008), social popularity (Yaman &
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Peker, 2012) as well as attracting attention and looking cool (Zhou et al., 2013) were the

other cyber bullying perpetration motives reported.

It is important to note that cyber bullying perpetration behaviors can help cyber bullies
to achieve one motive at a time or more than one motive at the same time. More
specifically, for a traditionally bullied individual, revenge, for example, can be the only
motive of cyber bullying her/ his previous perpetrator(s). However, by cyber bullying
her/ his former bully/ bullies, another cyber bully can be motivated to achieve
dominating her/ his former perpetrator(s), and gaining social popularity among peers in
addition to taking revenge. Therefore, while selecting among the reported motives of
cyber bullying perpetration, the researcher of this study aimed to choose several motives
which were related to each other. Providing more options about the motives of cyber
bullying perpetration in this study could help the participants of this current research to
report if they had only one motive or multiple motives while perpetrating others.

2.3.2 Selecting the motives of cyber bullying perpetration

As mentioned above, the former studies have reported several motives which were quite
high in number. All of the motives previously reported could not be included in a single
study. However, as the study sample of this present investigation was university
students, whether university students and the other age groups reported different cyber
bullying perpetration motives was examined first. To accomplish this comparison,
investigations reporting about the cyber bullying perpetration motives of elementary
school children, middle school children, high school students and university students
were separately grouped. A comparison was made between studies reporting the cyber
bullying perpetration motives of university students (e.g., Englander, 2008; Johnston et
al., 2014; Rafferty & Vander Ven, 2014) and other age groups of school children (Baas,
et al., 2013), middle school children (Fluck, 2014), and high school students (Topcu et
al., 2013; Yaman & Peker, 2012; Varjas, Talley, Meyers, Parris, & Cutts, 2010; Zhou et

61



al., 2013). However, no apparent differences could be detected because the reported

motives of cyber bullying perpetration were quite similar for the all age groups.

In addition to this first comparison, a second comparison with regards to cyber bullying
perpetration motives was made between the Turkish university students and the
university students from different cultures. Akbulut and Eristi’s study (2011) was the
only one conducted with Turkish university students. There were a total of three
investigations by Englander (2008), Johnston et al., (2014) and Rafferty & Vander Ven
(2014) which were all carried out by American students. Regardless of their cultures,
university students seemed to agree on similar motives regarding their cyber bullying
perpetration behaviors. Therefore, age-specific or culture-specific differences could not

be considered while deciding on the motives to be chosen for this current investigation.

It should be noted that the above-mentioned comparisons were not empirically carried

out. They were done by comparing the individual reports of the related studies.
Nevertheless, these comparisons helped the researcher of this present investigation to
create an opinion about the possible age-group differences as well as possible cultural
differences in terms of cyber bullying perpetration motives.

To decide on which motives to choose for this study, the operational definition criteria
of cyber bullying were initially taken into consideration since the main cyber bullying
perpetration motives were already provided by the definitions. The studies assessing the
definitional criteria in cyber bullying (Menesini et al., 2012; Nocentini et al., 2010;
Vandebosch & Van Cleemput, 2008) unanimously agreed that the intent to harm others
and establishing power and status (domination) are two basic criteria of cyber bullying.
In a consistent manner, young people confirmed these two criteria by reporting that
harming and dominating others were among their main reasons for cyber bullying others
(Mishna et al., 2010; Pettalia et al., 2013; Rafferty & Vander Ven, 2014; Talwar et al.,
2014; Topcu et al., 2013). Therefore, harming others and domination were decided to be

included as the two motives to be explored in this present research. In addition to the
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intent to harm others and the power imbalance, cyber bullies reported that they bullied
their previous perpetrator/s as their victim (Dehue et al., 2008; Konig et al., 2010). That
is, individuals wanted to take revenge by cyber bullying the perpetrators who formerly
victimized themselves. Revenge as a motive of cyber bullying perpetration was
confirmed by the previous studies as well (e.g., Shapka & Law, 2013; Topcu et al.,
2013; Zhou et al., 2013). For these reasons, revenge as an additional motive of cyber

bullying perpetration was included in this study.

Moreover, entertainment has been continuously reported as one of the chief motives of
cyber bullying perpetration by almost all researchers (e.g., Baas et al., 2013; Englander,
2008; Gradinger et al., 2011; Rafferty & Vander Ven, 2014). Taking the previous studies
into consideration, entertainment was included in this research as the last motive of
cyber bullying perpetration. Two circumstances can be described with regards to
entertainment motive in cyber bullying perpetration. In the first circumstance, the
perpetrators may simply cyber bully others to overcome their feelings of boredom
(Compton et al., 2014; Yaman & Peker, 2012; Zhou et al., 2013). In this situation, the
perpetrator is the only one who assumes her/ his cyber bullying behavior is joyful, and
the victim does not agree about the enjoyment of the behavior since she/ he fells
offended (Vandebosch & Van Cleemput, 2008). For instance, imagine that a young
individual uses swear words to a peer online, thinking that she/ he is only joking. The
peer, however, feels offended by this behavior, since she/ he does not think that
swearing online is not fun. She/ he may feel hurt, uncomfortable, unsafe or humiliated
although the perpetrator does not intentionally wants to pose harm on her/ him. In such a
situation, the intention of harm criterion becomes dependent on the victims’ perception
of the harm they experience in such an incident. Therefore, researchers suggested
assessing whether the target perceived the incident as harmful to be able to decide on if

the incident was cyber bullying or not (Langos, 2012; Naruskov et al., 2012).

In the second situation, the perpetrator becomes involved in a cyber bullying behavior in

order to deliberately harm the receiver to be able entertain from the receiver’s pain,
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which is considered as cyber bullying. This phenomenon is named as “Schadenfreude”
in the literature which refers to the enjoyment, pleasure or delight obtained from others’
misfortunes (James et al., 2014). In a similar way, cyber bullies may entertain
themselves at the misfortunes of their victims while harming, dominating or taking

revenge from their victims.

In brief, harming others, dominance, revenge and entertainment were the chosen cyber
bullying perpetration motives which were examined in this current investigation. In spite
of the fact that a single motive can prompt an individual to cyber bully others, multiple
motives can also trigger cyber bullying perpetration. For that reason, the aforementioned
four motives of cyber bullying perpetration were considered in combination in this

present study.

2.3.3 Personality traits of cyber bullies

Personality traits are defined as the habitual patterns of behavior, thought and emotion
which are constant in time, distinctive for individuals, and affect behaviors (Kassin,
2003). In other words, personality traits are among the main components of personality.
Personality traits of the cyber bullies and cyber victims have attracted the attention of
the researchers (e.g., Ang & Goh, 2010; Patchin & Hinduja, 2010; Perren & Gutzwiller-
Helfenfinger, 2012). Understanding more about the personality traits can be quite
significant for cyber bullying prevention. If the personality traits of the cyber bullies and
cyber victims can be identified, the potential cyber bullies and cyber victims can be
determined, and cyber bullying can be prevented even before it happens. Thus, such
knowledge can increase the likelihood to help cyber bullies and cyber victims by

providing evidence to develop more effective preventive measures.

With these in mind, the previous research reporting about the personality traits of the
cyber bullies was inspected. Empathy, self-esteem, loneliness, narcissism, moral

disengagement, aggression and online disinhibition are among the frequently examined
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personality traits of cyber bullying perpetration. Empathy has been one of the mostly
studied personality traits of the cyber bullies. Albeit some contradictions (Pettalia et al.,
2013; Postorino, 2014), studies have found that, lower levels of empathy were related to
higher levels of cyber bullying others (Ang & Goh, 2010; Brewer & Kerslake, 2015;
Kokkinos et al., 2014; Schultze-Krumbholz & Scheithauer, 2009; Steffgen et al., 2011,
Topcu et al., 2013). As a further personality trait, self-esteem has also been commonly
questioned about its role in cyber bullying perpetration. Although some studies
presented some conflicting findings (Sticca, Ruggieri, Alsaker, & Perren, 2013), low
self-esteem was mostly found as a possible risk factor for cyber bullies (Bayraktar et al.,
2014; Guarini et al., 2012; Harman et al., 2005; Patchin & Hinduja, 2010). Additionally,
the role of loneliness in cyber bullying perpetration has been frequently examined by the
researchers attempting to understand whether cyber bullies were lonely individuals.
However, the reported study results have been highly conflictual because loneliness was
associated with both victimization and perpetration of cyber bullying (Brewer &
Kerslake, 2015; Brighi et al., 2012; Wachs, 2012).

Furthermore, narcissism as a personality trait has been considered as a potential correlate
of cyber bullying perpetration. Yet, while a great majority of the studies have provided
empirical evidence indicating that a higher tendency of narcissism was a significant
predictor of cyber bullying perpetration (Ang et al., 2010; Eksi, 2012; Fanti et al., 2012;
Fanti & Henrich, 2015; Goodboy & Martin, 2015), some could not detect such a link
(Gibb & Devereux, 2014; Pabian, De Backer, & Vandebosch, 2015). Additionally,
moral disengagement has been another personality trait having links with cyber bullying
perpetration. Individuals scoring higher on moral disengagement have been reported as
scoring higher on cyber bullying perpetration as well (Bussey et al., 2015; Menesini et
al., 2013; Perren & Gutzwiller-Helfenfinger, 2012; Pornari & Wood, 2010; Postorino,
2014; Renati et al., 2012; Robson & Witenberg, 2013; Sticca & Perren, 2015; Tanrikulu
& Campbell, 2015; Wachs, 2012). Despite this agreement on the significant role of
moral disengagement, Bauman (2010), however, could not identify a relationship

between moral disengagement and cyber bullying others.
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Aggression has also been regarded as a possible risk factor of higher levels of cyber
bullying perpetration. According to the findings of the previous investigations, when the
tendency of aggressiveness is higher, the likelihood of cyber bullying others increases
(Ang et al., 2013; Bayraktar et al., 2014; Calvete et al., 2010; Dilmag, 2009; Fletcher et
al., 2014; Roberto et al., 2014; Schultze-Krumbholz & Scheithauer, 2009; Werner et al.,
2010). Although they did not directly measure aggressiveness, some other researchers
have reported that cyber bullies in their study groups tended to score higher on
psychoticism which includes anger, hostility besides aggression (Aricak, 2009; Lonigro
et al., 2015; Ozden & Icellioglu, 2014). Aggressiveness seems to be a rare personality
trait that the research unanimously agreed on its significant positive relationship with
cyber bullying perpetration. After an extensive review of the literature, the researcher of

this study could not reach any study reporting the opposite.

Online disinhibition has also been linked with cyber bullying perpetration. Examining
the role of online disinhibition in cyber bullying, studies have documented a significant
positive relationship between online disinhibition and cyber bullying perpetration
(Barlett, 2015; Gorzig & Olafsson, 2013; Udris, 2014; Veenstra, 2011; Wright, 2013;
Wright, 2014). Studies pointing out neutral or negative relationships between online
disinhibition and cyber bullying perpetration could not be identified probably because it

is relatively quite a new variable for the cyber bullying literature.

In addition to the group of frequently examined personality trait variables mentioned
above, some personality traits have been less frequently reported. For instance,
psychopathic personality traits including low levels of agreeableness, low levels of
conscientiousness, disregard for others and vengefulness were significantly and
positively related to being a cyber bully (Gibb & Devereux, 2014; Kokkinos et al., 2013;
Kokkinos et al., 2014; Konig et al., 2010). In addition, cyber bullies were found as
sensation seekers (Kokkinos et al., 2014) and emotionally unstable (Kokkinos et al.,
2013).

66



2.34 Selecting the personality traits of cyber bullies

Several personality traits of the cyber bullies were reported by the extant studies as
mentioned above. Some criteria were considered to choose among the reported
personality traits. Firstly, the personality trait to be chosen had to be reported by the
existing literature about cyber bullying perpetration. Secondly, the personality traits had
to be related to already decided four motives of cyber bullying perpetration (harming
others, dominance, revenge and entertainment). It should be noted that no comparison in
terms of the reported personality traits of the cyber bullies was made between university
students and other age groups. As personality traits are stable over time (Kassin, 2003),
personality traits of cyber bullying perpetration were anticipated to be similar for
university students and other age groups. Four personality traits which were online
disinhibition, moral disengagement, narcissism and aggression were selected from the
reported personality traits of cyber bullying perpetration. They were chosen because
they were commonly reported by the past studies, and were related to the four previously

identified motives of cyber bullying perpetration.

2.3.4.1 Online Disinhibition

The first personality trait selected in this present investigation was online disinhibition.
It is defined as ‘loosening of social restrictions and displaying lower levels of behavioral
inhibitions during the interactions with others in online environments’ (Kerstens & Stol,
2014; Suler, 2004). Disinhibition, as a personality trait, refers to the individual
differences in freeing from social constraints and acting without considering the societal
and behavioral inhibitions/ expectations (Latzman, Vaidya, Clark, & Watson, 2011).
Traditionally, disinhibition has been regarded in face-to-face contexts. However, by
affording anonymous interaction with others, online technologies have begun to provide
a newer type of disinhibition which is named as online disinhibition. Anonymity or the

opportunity to be able to hide behind fake names or identities in the online settings may
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encourage individuals behave differently from the way they normally act in physical

environments.

Suler (2004) proposes that online disinhibition is caused by six factors which are
dissociative anonymity, invisibility, asynchronicity, solipsistic introjection, dissociative
imagination, and minimization of authority. Dissociative anonymity refers to splitting
online and offline behaviors from each other by hiding or altering real identities, and not
fully accepting the impacts of their online behaviors because of the impact of being
anonymous. Invisibility is defined as individuals’ being incapable to see each other
when online, which triggers courage for the online individuals to act differently than
they normally would not. Asynchronicity is described as the inability of synchronously
communicating with others when online. Since people do not have to care about others’
immediate responses to their behaviors due to the asynchronicity of the cyber space,
they tend to disinhibit more in online interactions. Solipsistic introjection means that as
verbal and non-verbal face-to-face cues are missing in online platforms, individuals may
unconsciously believe that their mind has merged with the mind of their online contacts.
Thus, reading an online text of another individual may create the feeling that others’
voices can be experienced within one’s mind as a conversation. According to Suler
(2004), “this conversation may be experienced unconsciously as talking to/with oneself,
which encourages disinhibition because talking with oneself feels safer than talking with
others” (p. 323). Dissociative imagination refers that individuals create an imaginary
online character and separate cyber and real-life settings by imagining that cyber
environments are not real. Since interactions and experiences in the online space are
imaginary, one does not have to acknowledge the consequences of their behaviors in
online settings. Minimization of authority is explained as behaving more enthusiastic
and brave to freely express oneself online because cyber settings minimize the effect of
verbal and non-verbal face-to-face cues reflecting individuals’ authority. In brief,
because of the online disinhibition impact, individuals, in contrast to their behaviors in
usual face-to-face interactions, can behave more positively or more negatively toward

others. When online, some individuals may become more caring, more emotional, more
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cheerful or more honest in their exchanges with others. On the other hand, others may
behave more aggressive, less fearful, more courageous, more dissociative or more risk-

taking in cyber space.

Studies have found that a higher tendency of online disinhibition was a significant
predictor of cyber bullying perpetration (Barlett, 2015; Gorzig & Olafsson, 2013; Udris,
2014; Veenstra, 2011; Wright, 2013; Wright, 2014). Investigations reporting a neutral or
negative relationship between online disinhibition and cyber bullying perpetration could
not be found in the literature review conducted for this present research. Given that
online disinhibition is quite a new variable compared to the other variables, this situation
does not seem surprising. Consequently, considering that online disinhibition has an
impact on cyber bullying perpetration, the question is “how can online disinhibition as a
personality trait be associated with cyber bullying perpetration motives which are harm,

revenge, dominance and entertainment in this present study?”

Of note to the reader, Suler’s (2004) theoretical descriptions about online disinhibition
as summarized above were considered below to explain the possible relationships
between online disinhibition and the motives of cyber bullying perpetration.

Greater levels of online disinhibition may increase the probability of cyber bullying
perpetration with the motive of harming others. Individuals behaving more negatively
(more aggressive, less fearful, more courageous, more dissociative) or more positively
(more caring, more emotional, more cheerful or more honest) may lead them to take
more risks in online space. There is some evidence proposing that engaging in more
risky conducts in cyber settings can increase the likelihood of involvement in cyber
bullying as a bully (Erdur-Baker, 2010). For the cyber bullies, since online disinhibition
may provide courage to behave differently, for example more aggressively, an individual
with higher levels of online disinhibition may tend to prefer online technologies to harm
someone whom she/ he is not in good relations. Furthermore, with the effect of

dissociative anonymity and invisibility of the online space as factors of online
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disinhibition, cyber bullies may not admit the damage they cause on others. This is
because the perpetration happened in online, and its direct impacts on the victims may

not be observed immediately by the cyber bullies.

Individuals may be subjected to some types of violence including bullying in online and
off-line spaces. In order to retaliate against such behaviors, individuals may choose to
cyber bully their former offenders in cyber space due to the online disinhibition effect.
In fact, the previous evidence showed that cyber bullies targeted their past bullies who
victimized themselves in physical or cyber settings (Dehue et al., 2008; Konig et al.,
2010). As a factor, invisibility of the online environments may activate online
disinhibition for the cyber bullies who are after revenge. Cyber bullies may want to take
avenge from their previous offenders by behaving anonymous when online. Thanks to
anonymity, they may want to avoid future victimization in online and offline spaces.
Additionally, minimization of authority experienced in cyber setting may cause cyber
bullies to take revenge online. Specifically, individuals may not prefer trying to take
revenge from any type of victimization they are exposed in face-to-face interactions
when they are able to obtain verbal and non-verbal cues of the powerful perpetrators.
Yet, with the impact of minimization of authority present in online space, the same
individuals may like to behave vengeful against the victimization. This is because the
verbal and non-verbal cues signifying the strength of the perpetrators are not obtainable

in online communications.

Individuals with higher levels of online disinhibition may also have a tendency of cyber
bullying others with the motive of dominance. Minimization of authority as a factor of
online disinhibition may play a role in this tendency. Some cyber bullies may be
dominant in face-to-face interactions, and may ensure dominance in cyber settings as
well. Being unable to truly evaluate others’ social status or power, cyber bullies may
have relatively less fear of retaliation and disapproval in cyber space. Such feelings may

encourage the cyber bullies to behave dominantly in cyber settings since they may think
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that individuals they are interacting in online platforms are less powerful than

themselves.

Individuals with greater levels of online disinhibition may see online settings as places
to cheer themselves up. These persons may cyber bully others to experience fun. With
the impact of dissociative anonymity, cyber bullies may not acknowledge the harmful
influences of their cyber bullying perpetration behaviors. They were anonymous, and the
cyber bullying perpetration came true in cyber space not in real life. Therefore, they may
believe that they have the right to entertain themselves online and may not be totally
held responsible for the hurtful impacts of their behavior. In addition, with the impact of
asynchronicity, cyber bullies cannot directly witness the immediate consequences of
their perpetration behaviors. Such an inability may hinder the cyber bullies from
realizing that their perpetration hurts the victims. Since they are unaware of the
immediate harmful impacts of their behavior, they may continue to assume that they are

having an entertainment although their victims suffer in reality.

2.3.4.2 Moral Disengagement

The second personality trait examined in this present study was moral disengagement.
Moral disengagement is the cognitive processes to justify harmful behaviors, which are
normally against one’s internal moral standards (Bandura, 2002). Even though Bauman
(2010) did not report a significant relationship between moral disengagement and cyber
bullying perpetration, other previous investigations have documented substantial
evidence suggesting that individuals scoring higher on moral disengagement are scoring
higher on cyber bullying perpetration as well (e.g., Perren & Gutzwiller-Helfenfinger,
2012; Postorino, 2014; Robson & Witenberg, 2013; Sticca & Perren, 2015; Tanrikulu &
Campbell, 2015). In addition to these individual study reports, in their review study
Kowalski et al., (2014) found that among the tested 10 possible risk factors such as
frequent Internet usage, risky online behaviors or narcissism, moral disengagement had

one of the strongest associations with cyber bullying perpetration. Although engaging in
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harmful behaviors does not normally conform to their moral standards, individuals with
higher level of moral disengagement may persuade themselves that posing harm on
others can be acceptable in some justifiable situations or contexts. To be able to assure
themselves that harmful behaviors are tolerable in certain circumstances, they use
cognitive mechanisms for their damaging actions, which are justification of the harmful
behaviors, euphemistic labelling, advantageous comparison, rejecting responsibility,
ignoring the negative impacts of the harmful behaviors, dehumanizing the victim or
blaming the victim (Bandura, 2002).

Of note to the reader, Bandura’s (2002) cognitive mechanisms about moral
disengagement were considered below to explain the possible relationships between

moral disengagement and the motives of cyber bullying perpetration.

With respect to cyber bullying perpetration, morally disengaged cyber bullies may
employ similar cognitive mechanisms towards their victims. Cyber bullies may justify
their cyber bullying behaviors by claiming that cyber bullying serves a purpose. This is
because this is one of the easiest and safest ways they can protect and defend themselves
against others (justifying the damaging behaviors). Cyber bullies may also re-name their
bullying perpetration as “teaching a lesson” to the victim (euphemistic labelling).
Additionally, cyber bullies may consider themselves less strong compared with the
others whom they regard are physically, verbally or relationally more powerful in daily
interactions, and they cannot confront these people face-to-face. For that reason, they
can view their cyber bullying perpetration moral since cyber bullying is the only way to
guard themselves (advantageous comparison). Besides, cyber bullies may not accept the
responsibility of their cyber bullying perpetration. They may argue that they are not
alone while engaging in cyber bullying, or they are not the instigator of the cyber
bullying. Thus, the group members are responsible for the cyber bullying perpetration
(not accepting responsibility). In addition, as cyber bullies cannot directly observe the
instant negative influences on the victims’ physical and psychological well-being due to

the online nature of cyber bullying, they may assume that the impact of their
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perpetration on the victim is relatively less or minimum (ignoring the negative impacts
of the harmful behaviors). Moreover, cyber bullies may dehumanize their victims by
proclaiming that the victims were losers, freaks, stupid or ugly (dehumanizing the
victim). Cyber bullies may also blame their victims by claiming that the victims
deserved cyber bullying since it was the victims’ own fault to provoke them to engage in
cyber bullying (blaming the victim). Given that cyber bullies may employ cognitive
mechanisms to justify their perpetration, the question is “how can moral disengagement
as a personality trait be associated with cyber bullying perpetration motives which are

harm, revenge, dominance and entertainment in this present study?”

Greater levels of moral disengagement may increase the possibility of cyber bullying
perpetration with the motive of inflicting harm on others. Unable to observe the direct
influences of their perpetration in cyber environments, cyber bullies may become more
morally disengaged since they may believe that they are posing no harm or somewhat
less harm on the victims. By comparing themselves with others, cyber bullies may
conclude that other individuals are physically, verbally or relationally stronger than
themselves; thus, if they do not inflict harm others, they will become victimized sooner
or later. Furthermore, if cyber bullies dehumanize their victims as losers or freaks, they
may think that such people naturally deserve being harmed as they are not normal
human beings. Or by relabeling their perpetration as “teaching a lesson” to the victim
rather than a harmful conduct, cyber bullies may not consider their behaviors as harmful
because they may believe that their aim is not to harm the victim but to teach a lesson.

Higher levels of moral disengagement may also enhance the likelihood of cyber bullying
others for taking revenge. Cyber bullies may formerly be exposed to traditional bullying
(Dehue et al., 2008; Konig et al., 2010), cyber bullying or any type of violence in
physical or cyber environments. Because of such earlier victimization experiences, cyber
bullies may become motivated by feelings of vengefulness and may morally justify their
bullying conducts on their earlier offenders. They may reason that they have the right to

fight against ruthless bullies who victimized themselves in the past. In addition to
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morally justifying their perpetration behaviors, cyber bullies may blame their victims by

asserting that victims provoked the feeling of revenge by previously targeting them.

In addition, morally disengaged individuals may tend to cyber bully others with the
intention of dominance. Dominant in face-to-face exchanges, cyber bullies may consider
that it is their right to dominate others in cyber environments such as online groups or
social networking interactions. On the other hand, some other cyber bullies may believe
that although they are physically, verbally or relationally disadvantaged in face-to-face
environments, they are technologically savvy and highly skillful in interactions online
platforms. Such cyber bullies may like to dominate online settings by demonstrating
their superiority in technology use. These cyber bullies may justify their harmful
conducts by asserting that they have the right to dominate the online environments since

others are using their physical power to dominate the physical environments.

Individuals with higher levels of moral disengagement may also cyber bully others for
entertainment. By using mechanisms of moral disengagement, cyber bullies may
rationalize their perpetration and simply claim that they just wanted to have fun with the
victim, but the victim could not understand the joke. Moreover, by disregarding the
impact of their perpetration, morally disengaged cyber bullies may think that their victim
could not be negatively affected from cyber bullying since the aim was only to have fun.
Next, cyber bullies may dehumanize the victims as losers or freaks and may aim to
entertain themselves from the pain and harm the victims suffer, which is a type of
enjoyment, pleasure or delight obtained from others’ misfortunes (Schadenfreude; see
James et al., 2014). A similar type of enjoyment may be obtained by cyber bullying their
previous bullies/ perpetrators. By employing advantageous comparison mechanism of
moral disengagement, cyber bullies may compare themselves with their past bullies/
perpetrators and may think that their former bullies/ perpetrators enjoyed their suffering

in the past. And now, it is their turn to enjoy the misfortunes of their current victims.
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2.3.4.3 Narcissism

Narcissism was the third personality trait examined in this current investigation.
Narcissism is defined as “a grandiose yet fragile sense of self and entitlement as well as
a preoccupation with success and demands for admiration (Ames et al., 2006, p. 440-
441)”. Despite some inconsistent study findings (Gibb & Devereux, 2014; Pabian et al.,
2015), most of the study findings revealed that a higher tendency of narcissism was
found as a significant predictor of cyber bullying perpetration (Ang et al., 2010; Eksi,
2012; Fanti et al., 2012; Fanti & Henrich, 2015; Goodboy & Martin, 2015). In their
recent meta-analysis, Kowalski et al., (2014) also found out that there was a positive
relationship between narcissism and cyber bullying perpetration. Thomas (2012)
summarizes the main characteristics of individuals with higher levels of narcissistic
tendencies. Such individuals are portrayed as exaggerating their achievements, believing
in their exceptionality, arrogant, selfish, manipulative, self-focused, feeling less guilt and
remorse, and lacking empathy. Individuals with higher levels of narcissism hold a highly
positive self-view, and they also like being admired, showing-off, boasting about
themselves and attracting attention. In addition, they have superficial relational
exchanges with others, and they aim to achieve social status and establish authority in
their interpersonal relationships. Moreover, they are highly aggressive against any
insults directed to their abilities, self or ego, and hate the people who do not like or

admire them.

Of note to the reader, characteristics of individuals with narcissistic tendencies
documented by Thomas (2012) as summarized above were considered below to explain
the possible relationships between narcissism and the motives of cyber bullying

perpetration.

Cyber environments seem to afford lots of chances for the individuals who want to
exhibit their narcissistic tendencies in online interactions. With the help of online

sharings including personal messages, personal photography or personal videos,
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individuals having higher levels of narcissistic inclinations may wish to create a unique
self-image, attract attention or boast about themselves and their achievements. To
achieve some other narcissistic goals, such individuals may engage in cyber bullying
perpetration as well. Various types of narcissistic purposes can be accomplished via
cyber bullying perpetration. However, the previously identified four motives of cyber
bullying perpetration which are harming others, taking revenge, dominance and
entertainment are the essential focus of this current study. Thus, the association between
cyber bullying perpetration and narcissism as a personality trait in regard to these four

motives is discussed in the following paragraphs.

Greater levels of narcissism may increase the probability of cyber bullying others with
the motive of inflicting harm. Narcissistically prone individuals have been reported
being very socially active in online settings (Buffardi & Campbell, 2008) as well as
behaving aggressively and engaging harmful conducts online (Barry et al., 2007).
Therefore, a higher level of narcissism can be associated with cyber bullying others
aiming to harm others. As an example, narcissistically disposed individuals who are
highly active in online networks may expect their online friends to like, admire or leave
positive comments on their status updates and what they share online. Unless these
expectations are fulfilled, such individuals may become angry and behave aggressively

by harming others by cyber bullying.

Revenge as a motive can also be obtained by narcissistically prone cyber bullies as well.
Narcissistically inclined individuals have been reported experiencing “narcissistic rage”
which is an angry and hostile type of reaction to the threats targeting their fragile self
(Krizan & Johar, 2015). Further, people high in narcissism were found to be more
revengeful than others low in narcissism (Brown, 2004). In terms of cyber bullying
perpetration, abilities, uniqueness of self-images or egos of the cyber bullies with higher
level of narcissism may be threatened or insulted in online environments. For example,

negative comments can be made about their online status updates or sharings. In such
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situations, individuals with higher levels of narcissistic tendencies may become full of

rage and retaliate by cyber bullying to take their vengeance online.

Narcissistically tended individuals are more likely to be manipulative, seeking for social
status and authority over others in their interpersonal relationships (Thomas, 2012).
There is some evidence suggesting that young people who reported higher levels of
narcissism as well as greater levels of engaging in traditional bullying are high in social
dominance (Reijntjes et al., 2015). Such a relationship can be anticipated between higher
levels of narcissism and cyber bullying others for dominance. Cyber bullies who are
more prone to narcissism may employ cyber bullying perpetration with the motivation to
dominate others. By means of cyber bullying, they may like to establish dominance by
demonstrating their superiority in technology usage, by embarrassing online contacts
whom they dislike, and by indicating that they are important and authoritative in cyber
platforms.

Narcissistically disposed individuals may also cyber bully others with the intention of
entertainment. Higher levels of narcissism is linked with being selfish, feeling less guilty
and remorseful toward others in addition to lower levels of empathy (Thomas, 2012).
These personality features may increase the possibility of cyber bullying others to obtain
enjoyment, pleasure or delight obtained from others’ misfortunes (Schadenfreude; see
James et al., 2014). For the cyber bullies with higher levels of narcissism, such
enjoyment may emerge after harming or taking revenge online from someone who do
not admire or like their narcissistic tendencies. Seeing that people who disregard their
uniqueness, high achievements, power in physical and cyber settings are in harm and
pain may create enjoyment, pleasure or delight for the narcissistically inclined cyber

bullies.
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2.3.4.4 Aggression

The last personality trait investigated in this study was aggression which is defined as
“any behavior directed toward another individual that is carried out with the immediate
intent to cause harm” (Anderson & Bushman, 2002, p. 28). It has been well reported that
aggression is closely related to cyber bullying perpetration (Ang et al., 2013; Aricak,
2009; Bayraktar et al., 2014; Calvete et al., 2010; Dilmag, 2009; Fletcher et al., 2014;
Lonigro et al., 2015; Ozden & Icellioglu, 2014; Roberto et al., 2014; Schultze-
Krumbholz & Scheithauer, 2009; Werner et al., 2010). Interestingly, the extensive
review of the literature demonstrated that researchers internationally and unanimously
presented findings pointing out a significant positive relationship between aggression
and cyber bullying perpetration. There was no research suggesting a neutral or negative

relationship between aggression and cyber bullying perpetration.

The features of the aggressive personality can provide some explanations to understand
the reasons behind this connection. An aggressive personality basically involves high
tendencies of physical and verbal aggression besides anger and hostility (Bryant &
Smith, 2001). According to Bergman et al., (2007), it involves attacking, fighting,
punishing, taking revenge and handling a resistance with force. In addition, aggressively
inclined individuals see aggression as the best method to overcome frustration, they hate
their victims, and they aim to harm their target, besides being not able to control
aggressive impulses (Bergman et al., 2007). Moreover, for the aggressive individuals,
social relations can be important ways to dominate others. That is, such individuals may
consider aggression as a display of power which helps to earn others’ respect, and thus,
behaving non-aggressively is a sign of weakness for them (Bergman et al., 2007). In
consideration with the summarized attributes of the aggressive personality, the question
is “how can aggressiveness be linked with cyber bullying perpetration motives which are

harm, revenge, dominance and entertainment in this present study?”
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Of note to the reader, the features of the aggressive personality reported by Bergman et
al., (2007) and Bryant and Smith (2001) as summarized above were considered below to
explain the possible relationships between aggression and the motives of cyber bullying

perpetration.

Higher level of aggressiveness may lead individuals to involve in cyber bullying to harm
others. For the aggressive individuals, harming someone in physical environments is
restricted to a specific time, and the incident happens only once in a particular limited
place. Posing harm on others in physical space is also limited in terms of people
involved in and witnessed the incident. This harming strategy can be fairly difficult and
risky because the identity of the aggressor is open to everyone who are involved in the
incident as victims or bystanders. On the other hand, cyber platforms are providing
newer opportunities for the individuals to reveal their aggression as cyber bullying. With
the help of cyber bullying, aggressive actions are not limited to time and space; and the
aggressive cyber bullies can harm others whenever and wherever they like. Besides, the
incidents of cyber bullying naturally exist online and continue to repeat in the cyber
environments. Hence, an infinite number of people can become involved or witness the
cyber bullying incident. Additionally, cyber bullying ensures easier and less risky ways
of displaying aggression to the cyber bullies since they can easily become anonymous
and hide behind fake identities to target their victims. In parallel with this last
assumption, aggressors reported that they preferred cyber bullying as it was easy and
less risky (Compton et al., 2014; Topcu et al., 2013; Varjas et al., 2010). In short, since
cyber bullying provides extra and advantageous opportunities, aggressively prone

individuals may more tend to harm others by cyber bullying.

Moreover, individuals with greater levels of aggression may cyber bully others to satisfy
their feelings of revenge towards their former perpetrators in face-to-face and/ or cyber
interactions. In line with this anticipation, existing evidence has revealed that young
individuals exhibit aggression in face-to-face as well as cyber interactions since

aggressively tended individuals experience both perpetration and victimization in a

79



complex way (e.g., Tanrikulu & Campbell, 2015; Tokunaga, 2010). That is, such
individuals do not always have the perpetrator role, because others also victimize them.
Aggressive individuals are inclined to be vengeful and tend to overcome frustrations
with force (Bergman et al., 2007). These tendencies may lead victimized aggressors to
employ cyber bullying to pay it back. With respect to this assumption, Konig et al.,
(2010) reported that vengefulness is a common trait of cyber bullies having a tendency
to victimize their earlier perpetrators who traditionally bullied them. In addition to
targeting their previous traditional bullying perpetrators, cyber bullies can perpetrate
their former online perpetrators as well. This may be because cyber bullying perpetration
may serve as effective, speedy, safer and more diverse chances to take vengeance from

others who challenged them in real-life or online settings.

Aggressively inclined individuals view social interactions as important ways to
dominate others and consider establishing power and status is a way to earn others’
respect (Bergman et al., 2007). Cyber bullies stated that they wanted to attain dominance
over others by victimizing online (Gradinger et al., 2011; Fluck, 2014; Shapka & Law,
2013; Mishna et al., 2010; Vandebosch & Van Cleemput, 2008). Regarding these, an
association can be expected between higher levels of aggressiveness and cyber bullying
others for dominance. By acting aggressively, cyber bullies may intend to dominate

others in cyber settings.

Aggressively inclined individuals may cyber bully others with the motivation of
entertaining themselves. These individuals may regard aggression as a method to
overcome their feelings of boredom. Individuals with higher levels of aggression tend to
believe that behaving non-aggressively is a sign of weakness (Bergman et al., 2007). In
order not be considered as weak by others, such persons may use cyber bullying others
to have fun. In such situations, their targets may complain about cyber bullying
perpetration. However, cyber bullies may excuse their behavior by claiming that they
just wanted to have fun, but the targets took it seriously and could not enjoy it.

Additionally, aggressively disposed individuals may obtain enjoyment, pleasure or
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delight by harming others (Schadenfreude; see James et al., 2014). For the cyber bullies
with higher levels of aggression, such enjoyment may emerge after overcoming

frustration by harming or punishing others with whom they cannot get along.

2.4 Summary of the Literature Review

As the main focus of this current investigation is upon cyber bullies, the literature
reporting about cyber bullying perpetration is detailed in this literature review chapter.
The extensive review of the literature carried out for this present study has well revealed
that cyber bullying has become a worldwide problem among almost all age groups
ranging from elementary school children to the university students. When the all age
groups are internationally considered, the prevalence of cyber bullying perpetration,
while the reported lowest prevalence rate was about 3%, the highest prevalence rate was
approximately 35%. This fact points out that cyber technologies have turned into means
for cyber bullying others in the hands of the young people. Indeed, young individuals
seem to be highly skillful in turning into any digital technology as means to cyber bully
others. Social networking websites, video sharing websites or texting have been cited
among the online environments where cyber bullying takes place. Although researchers
have been proposing descriptions for cyber bullying, the essential criteria regarding the
operational definition of cyber bullying is still under discussion. Another issue under
debate is whether cyber bullying is an extension of traditional bullying or a new type of
online aggression. While one group of researchers presents data suggesting that cyber
bullying is an extension of traditional bullying, another group reports empirical findings
suggesting the opposite. The roles of age and gender in cyber bullying perpetration
behaviors are also uncertain. Up to now, researchers could neither determine a specific
developmental age trajectory nor identify a specific gender in cyber bullying
perpetration. Nevertheless, researchers globally agree upon the fact that cyber bullies are
in an unfavorable condition in terms of psychological well-being, physical health,

mental health, and success at school.
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The Uses and Gratification Theory (UGT) was the guiding framework of this present
study. Hence, the literature review section is shaped by the theoretical conceptualization
of the UGT. The UGT posits that personality traits of the users of the communication
media have an influence of their individual motives for using certain media. The motives
of using certain media then affect the gratifications sought from a media usage behavior.
Concerning cyber bullying perpetration, a similar link between the personality traits of
the cyber bullies and their motivations of cyber bullying others can be anticipated.
Personality traits and the motives of cyber bullying perpetrators were formerly
investigated by the individual cyber bullying studies. However, these two aspects of
cyber bullying perpetration are not combined and examined in a single study. With the
help of the knowledge produced as a result of bringing these two lines of research
together, the researchers can make predictions about which individuals with certain
personality traits are more likely to engage in cyber bullying perpetration with which

motives.

The motives to be included into the hypothesized model of this present study are firstly
decided. To be able to decide on the motives, the operational definition criteria of cyber
bullying were considered. The existent research has reported that intention to harm
others and dominance are the two main criteria of cyber bullying. In addition, revenge
and entertainment has been reported by the cyber bullies as their two main motives of
cyber bullying others. Therefore, harm, dominance, revenge and entertainment are
selected as the motives to be assessed in this current investigation. After deciding on the
motives, the personality traits be involved into the hypothesized model of this current
research are chosen. Yet, the personality traits should be theoretically related to the
already decided four motives of cyber bullying perpetration. After reviewing the extant
studies reporting about the personality traits of the cyber bullies, online disinhibition,
moral disengagement, narcissism and aggression were selected as the personality traits

to be examined in this current study.
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All in all, the purpose of the present research is to model the relationships among
motives and personality traits of the perpetrators of cyber bullying, and to suggest a
theoretical framework to gain a better understanding in cyber bullying perpetration. In
the model tested, the relationships between the variables of motives of cyber bullying
perpetration and the variables of personality traits of cyber bullies are combined and
investigated. And the relative contribution of the each variable in the proposed model is
documented. Important information could be attained with regards to cyber bullying
prevention and intervention strategies, if a clearer understanding is obtained about the

cyber bullies’ perpetration behaviors.
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CHAPTER 11

METHOD

This methodology chapter consists of research design, research questions, description of
variables, data sources, data collection instruments, data collection procedures, data

analysis, and the limitations of the study.

3.1. Overall Research Design

This is a quantitative correlational research design study which aims to investigate the
relationships between personality traits (online disinhibition, moral disengagement,
narcissism and aggression) and cyber bullying perpetration motives (entertainment,
revenge, harm and dominance). As the data collection instrument, a questionnaire which
included the Revised Cyber Bullying Inventory for University Students, Cyber bullying
Perpetration Motives Scale, Online Disinhibition Scale, Propensity to Morally
Disengage Scale, 16-item Narcissistic Personality Inventory, 12-item Aggression
Questionnaire and a demographic information section was administered to the university
students. Data were cross-sectional, and convenience sampling strategy was employed to
collect data. Two sets of data were obtained from three large, urban public universities
in the capital of Turkey. Structural Equation Modeling was the main analysis strategy to
simultaneously test the associations among variables of personality traits and cyber

bullying perpetration motives.

The study took place in two main phases. During the first phase, a pilot study was
conducted to examine the validity and reliability properties of the instruments. Revised
Cyber Bullying Inventory for University Students was re-revised and created by the
researcher. Cyber bullying Perpetration Motives Scale was developed by the researcher

84



specifically for this study. Online Disinhibition Scale, Propensity to Morally Disengage
Scale and the 12-item Aggression Questionnaire were translated into Turkish by the
researcher of this study. Narcissistic Personality Inventory with 16 items was used as its
adapted form into Turkish by (Temel, 2008). A total of 395 participants who reported
being a cyber bully-victim (151 females and 244 males) were recruited to test validity
and reliability of the scales. The basic characteristics of the validity and reliability were
confirmed. In the second phase, another set of data was gathered with similar
characteristics and with similar strategies. With this data set, the hypothesis testing was
realized. These procedures were detailed below followed by introducing research

questions and hypotheses of the study.

3.2. Research Questions and Hypotheses

This study aimed at addressing these research questions;

Overall research question:

In what ways are online disinhibition, moral disengagement, narcissism and aggression
(personality traits) related to entertainment, revenge, harm and dominance motives of
cyber bullying perpetration?

Specific research questions:

1. How do cyber bullies’ personality traits (being disinhibited online, being morally
disengaged, being narcissistic and being aggressive) relate to entertainment as a motive
of cyber bullying perpetration?

2. How do cyber bullies’ personality traits (being disinhibited online, being morally

disengaged, being narcissistic and being aggressive) relate to revenge as a motive of

cyber bullying perpetration?
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3. How do cyber bullies’ personality traits (being disinhibited online, being morally
disengaged, being narcissistic and being aggressive) relate to harm as a motive of cyber
bullying perpetration?

4. How do cyber bullies’ personality traits (being disinhibited online, being morally
disengaged, being narcissistic and being aggressive) relate to dominance as a motive of

cyber bullying perpetration?

The following hypotheses were proposed;

General hypothesis:

The hypothesized structural equation model exploring the interplay between personality

traits and cyber bullying perpetration motives fits the data.

Specific hypotheses:

1. A higher level of online disinhibition is correlated to cyber bullying others for
entertainment.

2. A higher level of moral disengagement is correlated to cyber bullying others for
entertainment.

3. A higher level of narcissism is be correlated to cyber bullying others for
entertainment.

4. A higher level of aggression is correlated to cyber bullying others for entertainment.

5. A higher level of online disinhibition is correlated to cyber bullying others for
revenge.

6. A higher level of moral disengagement is correlated to cyber bullying others for
revenge.

7. A higher level of narcissism is correlated to cyber bullying others for revenge.

8. A higher level of aggression is correlated to cyber bullying others for revenge.

9. A higher level of online disinhibition is correlated to cyber bullying others for harm.
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10. A higher level of moral disengagement is correlated to cyber bullying others for
harm.

11. A higher level of narcissism is correlated to cyber bullying others for harm.

12. A higher level of aggression is correlated to cyber bullying others for harm.

13. A higher level of online disinhibition is correlated to cyber bullying others for
dominance.

14. A higher level of moral disengagement is correlated to cyber bullying others for
dominance.

15. A higher level of narcissism is correlated to cyber bullying others for dominance.

16. A higher level of aggression is correlated to cyber bullying others for dominance.

3.3. Description of Variables

The first two variables used for filtering bully, victim, bully-victim and non-involved

groups were as follows:

Cyber bullying Perpetration: The total score of the cyber bullying perpetration section
of the Revised Cyber Bullying Inventory for University Students.

Cyber bullying Victimization: The total score of the cyber bullying victimization section

of the Revised Cyber Bullying Inventory.

Cyber bully-victim group: To be able to identify a participant as a cyber bully-victim, a
participant had to score two or above two in both cyber bullying perpetration section and

cyber bullying victimization section.
It is important to note that cyber bullying perpetration scores and cyber bullying

victimization scores were not included into the hypothesized model. As the theoretical

background of this study was built to test a model associated with cyber bullying
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perpetration, these two variables were used to filter bully, victim, bully-victim and non-

involved groups participated to the study.

Other than these two filter variables, there were a total of eight variables which can be
categorized in two sets. While the first set was ‘Variables of Cyber bullying Perpetration
Motives’, the second set was ‘Variables of Personality Traits’. And each set involved
four variables.

Variables of Cyber bullying Perpetration Motives:

Entertainment: The total score of the Entertainment subscale of the Cyber bullying

Perpetration Motives Scale.

Revenge: The total score of the Revenge subscale of the Cyber bullying Perpetration

Motives Scale.

Harm: The total score of the Harm subscale of the Cyber bullying Perpetration Motives
Scale.

Dominance: The total score of the Dominance subscale of the Cyber bullying

Perpetration Motives Scale.

Variables of Personality Traits:

Online Disinhibition: The total score of the Online Disinhibition Scale.

Moral Disengagement: The total score of the Propensity to Morally Disengage Scale.

Narcissism: The total score of the Propensity to Narcissistic Personality Inventory.

Aggression: The total score of the Propensity to Aggression Questionnaire.
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3.4. Data Collection Procedures

The target population of this study was university students enrolled in an undergraduate
program in Turkey, and who reported being a cyber bully-victim in the past six months.
University students registered to an undergraduate program in Ankara and having been
involved in a cyber bullying incidence as a bully-victim in the previous six months were
the accessible population. A five-page survey which contained the Revised Cyber
Bullying Inventory for University Students, Cyber bullying Perpetration Motives Scale,
Online Disinhibition Scale, Propensity to Morally Disengage Scale, 16-item Narcissistic
Personality Inventory, Aggression 12-item Questionnaire and a demographic
information section was initially designed. Then, ethical approval for conducting this
research was attained from Middle East Technical University, Human Subjects Ethics
Committee (Appendix A) whose rules and obligations were followed during the data

collection procedure.

The researcher administered the survey by himself in regular class periods. Instructors of
every classroom were informed about the study to be able to get permission and
collaboration. Throughout the survey administration, instructors remained unobtrusively
seated in the classrooms and did not see the responses of the volunteer participants.
After getting consent from the instructors, the researcher introduced himself to the
students, explained the aim of the study, and distributed the surveys to the volunteering
participants. Detailed information about the aim of the study and the essential ethical
principles followed throughout the data collection procedure were written on the head of
the first page of the survey. Even so, students were verbally reminded that participation
was firmly voluntary, there was no compensation for participating to the study, they
could leave answering the survey at any time in case they felt uncomfortable, no
identifying information was asked and their responses were anonymous and confidential.
It was also emphasized that their responses should be honest. With the aim of preventing

missing data, the researcher of this study took some precautions throughout the data
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collection procedure. On some pages of the implemented survey, the participants were
prompted, in writing, about missing data by a question phrase ‘Do you know that the
surveys which you left some questions or sections blank or which you filled up
negligently cannot be evaluated?” Additionally, the researcher orally reminded the
participants about the fact that missing values would hinder both the evaluation and
interpretation of the study results. The survey took about 20 minutes to complete. Each
individual was thanked for volunteering to participate to this study when they completed

answering the questions in the survey.

The data collection procedure of this study was in two phases; data collection for the
instrument validation phase and data collection for hypothesis testing phase. Therefore,

the study involved independent samples formed for the each phase of the study.

34.1 Phase 1. Participants and data collection procedures for the
instrument validation

Data were collected to examine the psychometric features of the cyber bullying section
of the Revised Cyber Bullying Inventory for University Students, cyber victimization
section of the Revised Cyber Bullying Inventory for University Students, Cyber bullying
Perpetration Motives Scale, Online Disinhibition Scale, Propensity to Morally
Disengage Scale, 16-item Narcissistic Personality Inventory, and 12-item Aggression

Questionnaire.

Through convenient sampling method, the data were obtained by the researcher during
the spring semester of 2013-2014 academic year. Data were collected from 635
university students enrolled to a large, urban public university in Ankara. The
participants were grouped into categories on the basis whether they became involved in
cyber bullying incidents as a bully or a victim once or more. The categories were created
as the following: 15 participants (2.4%) were identified as pure cyber bullies who cyber

bullied others twice or more but were never victimized online; 117 (18.4%) were pure
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cyber victims who were cyber victimized twice or more but never bullied others online;
274 (43.1%) were cyber bully-victims who not only cyber bullied others but also were
victimized online twice or more; and 146 (23.0%) were not-involvers who never cyber
bullied others or were never victimized. In addition, there were a total of 83 (13.1%)
participants who cannot be put under any of these groups. Cyber bully-victims (n= 274,

43.1%) was the group with which the following analyses were conducted.

Missing data were checked, and the cases with missing values less than 5% were
replaced by using the mean substitution method. Univariate (via Z-scores) and
multivariate (via Mahalanobis Distance and Cook’s Distance) outlier analyses were
conducted to check for possible outliers. One case resulted in both a univariate (critically
over the z-score value of 3. 29) and multivariate outlier (exceeding the chi-square
criterion value of 22.4577 (df = 6, p< .001) by deviating from the expected univariate
and multivariate outlier values. For this reason, it was excluded from the sample which
became a total of 273 participants who were cyber bully-victims. Then, normality
assumption was checked by skewness and kurtosis values which were within the
acceptable range of +3 and -3 (Field, 2009).

To validate the previously identified factor structures of the cyber bullying section of the
Revised Cyber Bullying Inventory for University Students, cyber victimization section of
the Revised Cyber Bullying Inventory for University Students, Online Disinhibition
Scale, Propensity to Morally Disengage Scale, 16-item Narcissistic Personality
Inventory, and 12-item Aggression Questionnaire, Confirmatory Factor Analysis (CFA)
carried by Amos 21. Besides assumptions of normality and influential outliers, linearity
and multicollinearity assumptions needed to be tested before CFA analyses. Visually
inspection of the residual plots and scatter plots did not reveal any violation of the
linearity assumption. Multicollinearity was checked by bivariate correlation coefficients,
VIF values and tolerance values. The bivariate correlation coefficients revealed that

correlation coefficients ranged from .14 and .57 which were lower than .85 (Kline,
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2011). Also, VIF values were less than 10, and tolerance values were higher than .20

(Tabachnick & Fidell, 2013). Therefore, multicollinearity assumption was not violated.

Among the 273 cyber bully-victim participants, 117 (42.9%) of them were females and
156 (57.1%) of them were males. They aged between 18 and 26 (M = 21.28, SD = 1.91).
Among the cyber bully-victims, 59 (21.6%) of them were from prep school of English,
56 (20.5%) of them were from 1% year, 42 (15.4%) of them were from 2™ year, 45
(16.5%) of them from were 3" year and 71 (26.0%) of them were from 4™ year. Please

note that these participants were not included to the main study.

It is important to note that the explained data set above was used to test the psychometric
features of all the instruments administered in this study except for Cyber bullying
Perpetration Motives Scale. A questionnaire to measure cyber bullying perpetration was
developed, and data were collected for that questionnaire with the first data set explained
above. Yet, since the items of that questionnaire required extensive updating and
improving, the first data set collected for specifically for that questionnaire could not be
considered. For that reason, an additional data set as explained below needed to be
collected.

The additional set of data was obtained from 277 university students enlisted to a large,
urban public university in Ankara during the summer school of 2013-2014 academic
year. The participants were classified into categories on the basis whether they became
involved in cyber bullying incidents as a bully or a victim once or more. The categories
were as follows: 10 participants (3.6%) were identified as pure cyber bullies who cyber
bullied others twice or more but were never victimized online; 44 (15.9%) were pure
cyber victims who were cyber victimized twice or more but never bullied others online;
122 (44.0%) were cyber bully-victims who not only cyber bullied others but also were
victimized online twice or more; and 58 (20.9%) were not-involvers who never cyber

bullied others or were never victimized. In addition, there were a total of 43 (15.4%)
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participants who do not fit to any of these groups. Cyber bully-victims (n= 122, 44.0%)

were the group with which the analyses were conducted.

A mean substitution method was used to replace the missing values on cases having
fewer than 5% by following the suggestion of Tabachnick and Fidell (2013). Univariate
(via Z-scores) and multivariate outliers (via Mahalanobis Distance and Cook’s Distance)
were checked. No outliers were detected in the data set. Then, normality assumption was
checked by skewness and kurtosis values which were in the acceptable range of +3 and -
3 (Field, 2009).

Among the 122 cyber bully-victim participants, 34 (27.9%) were females and 88
(72.1%) were males. They aged between 18 and 26 (M= 21.50, SD= 1.72). The
participants were distributed across to these year levels; 28 (23.0%) were from 1% year,
54 (44.3%) were from 2™ year, 27 (22.1%) from were 3 year and 10 (8.2%) were from
4™ year with 3 (2.5 %) unknown year level. These participants were not included to the

main study.

3.4.2. Phase Il: Participants and data collection procedure for hypothesis
testing

Data for the hypothesis test were collected from 1328 university students who were
enrolled to three of the state universities in Ankara. However, 47 cases were eliminated
from the study because either more than 5% of the survey questions were left blank or
the questionnaires were not completed independently by the participants. This
elimination reduced the number of the eligible participants to 1281. The theoretical
background of this study depends on a model regarding the personality traits of cyber
bullies and motivations behind cyber bullying perpetration. For this reason, participants

who cyberbullied others needed to be identified among the whole 1281 participants.
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The identification procedure is based on the extant cyber bullying literature which
suggests that a behavior can be identified as cyber bullying only if it is repeated twice or
more (Langos, 2012; Nocentini et al., 2010). Thus, participants were categorized on the
basis whether they became involved in cyber bullying incidents as a bully or a victim
once or more. The categorization of the sample is given in Table 3.1. Accordingly, 38
participants (3.0%) were identified as pure cyber bullies who cyber bullied others twice
or more but were never victimized online; 218 (17.0%) were pure cyber victims who
were cyber victimized twice or more but never bullied others online; 598 (46.7%) were
cyber bully-victims who not only cyber bullied others twice or more but also were
victimized online twice or more; and 240 (18.7%) were not-involvers who never cyber
bullied others or were never victimized. In addition, there were a total of 187 (14.6%)
participants who cannot be put under any of these groups. Some of these participants
reported being a cyber bully and/or cyber victim just once, others acted as a cyber bully
more than once but became victimized once, and some others were cyber victims twice

or more but became a cyber bully just once.

Table 3.1

Categorization of the Participants by their Involvement of Cyber bullying (Hypothesis
Testing Phase)

f %
Cyber Bully 38 3.0
Cyber Victim 218 17.0
Cyber Bully-Victim 598 46.7
Perpetrated Only Once 23 1.8
Victimized Only Once 52 4.1
Perpetrated and Victimized Only 25 1.9
Once
Perpetrated More Than Once and 32 2.5
Victimized Only Once
Perpetrated only Once and 55 4.3
Victimized More Than Once
Not Involved 240 18.7
Total 1281 100
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Among 1281 participants, cyber bully-victims (n= 598, 28.6%) were selected as the
participants of this present research. A number of reasons played a role in this decision.
Firstly, as well as being victimized themselves, cyber bully-victims were one of the
perpetrator groups. Secondly, the cyber bullying literature indicates that bullies also
experience victimization which transforms them from pure cyber bully status into cyber
bully-victims (e.g., Tanrikulu & Campbell, 2015). Next, cyber bully-victims can be
regarded as a unique group different from pure victims or bullies because they act bully
and victim roles at the same time. However, studies examining the nature and extent of
cyber bullying among cyber bully-victims, as a separate group, are limited. Thus,
examining the cyber bully-victims, as a homogenous group, has the potential to
contribute to the literature. Lastly, as this study focused on the bullies, pure victims and
not-involvers were ignored. In addition, the participants who cannot fit to any cyber
bully (such as perpetrated only once or perpetrated only once and victimized more than
once) groups were also ignored since they did not ensure the cyber bully or victim
criteria. Among the two groups left, the number of the participants in pure bully status
(n= 38, 3.0%) was quite low compared to the cyber bully-victims (n= 598, 46.7%). As
this low frequency prevented making a comparison between pure bullies and cyber
bully-victims, pure bullies were not included to the study sample. Another reason for
excluding pure bullies from the study was the distinction between pure bullies and cyber
bully-victims. First, even though participants in the pure bully category only perpetrated
others without being victimized, cyber bully-victims not only bullied others but also
were victimized. In fact, the findings of the previous studies indicated this difference.
For example, pure cyber bullies and cyber bully-victims differed in terms of self-esteem,
depression, peer relations and stress (Aoyama, 2010). Cyber bully-victims, therefore

became the study sample of this research.

Table 3.2 below details the demographics of the participants. There were 229 (38.7%)
females and 362 (61.3%) males. Participants’ age ranged from 17 to 27 with a mean age
of 20.23 (SD= 1.84). Of the participants, 135 (22.8%) of them were from prep school of
English, 119 (20.1%) of them were from 1% year, 136 (23.0%) of them were from 2"
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year, 87 (14.7%) of them were from 3" year, and 114 (19.3%) of them were from 4"
year. Among the participants, 239 (40.6%) of them were from Faculty of Engineering,
151 (25.6%) of them were from Faculty of Dentistry, 135 (22.9%) of them were from
School of Foreign Languages, 35 (5.9%) of them were from Faculty of Education, 20
(3.4%) of them were from Faculty of Economics, six (1.0%) of them were from Faculty
of Architecture, and three (0.5%) of them were from Arts and Sciences. Participants
reported that smartphones (n= 521, 88.2%) and laptops (n= 496, 83.9%) were their most
common tools for connecting Internet. They also connected to the Internet via PCs (n=
209, 35/4%) and Tablet PCs (n= 169, 28.6%) with lower frequencies. While only a 22
(3.8%) of the participants reported weekly spending a few hours on the Internet, a great
majority of them seemed to be online quite often. On a daily basis, 107 (18.5%) of the
participants were online 1 hour or less, 256 (44,2%) of them were online 2-3 hours in a
day, 124 (21.4%) of them were online 4-5 hours in a day, and 70 (12.1%) of them were
online six hours or more.

About the education levels of the participants’ mothers, 10 (1.8%) of them were
illiterate, 13 (2.3%) of them was literate, 128 (22.5%) of them were primary school
graduates, 53 (9.3%) of them were secondary school graduates, 157 (27.5%) of them
were high school graduates, 187 (32.8%) of them were university graduates, 17 (3.0%)
of them were masters graduates, and 5 (0.9%) of them were doctorate graduates.
Considering fathers, 4 (0.7%) of them were illiterate, 1 (0.2%) of them was literate, 60
(10.5%) of them were primary school graduates, 45 (7.9%) of them were secondary
school graduates, 148 (25.9%) of them were high school graduates, 254 (44.5%) of them
were university graduates, 40 (7.0%) of them were masters graduates, and 19 (3.3%) of
them were doctorate graduates. And the monthly income levels of the parents changed
from 500.00 TL to 30.000.00 TL with a mean monthly income level of 4038.45.
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Table 3.2

Participants” Demographic Characteristics (Hypothesis Testing Phase)

f %
Gender
Female 229 38.7
Male 362 61.3
Year Level
Prep School of English 135 22.8
1* Year 119 20.1
2" Year 136 23.0
3" Year 87 14.7
4th Year 114 19.3
Mother Education Level
Iliterate 10 1.8
Literate 13 2.3
Primary School 128 22.5
Secondary School 53 9.3
High School 157 27.5
University 187 32.8
Masters 17 3.0
PhD 5 0.9
Father Education Level
Iliterate 4 0.7
Literate 1 0.2
Primary School 60 10.5
Secondary School 45 7.9
High School 148 25.9
University 254 44.5
Masters 40 7.0
PhD 19 3.3
Internet Connection Devices
Smart Phone 521 88.2
Laptop 496 83.9
PC 209 354
Tablet PC 169 28.6
Average Internet Usage Time
A Few Hours in a Week 22 3.8
1 Hour or Less in a Day 107 18.5
2-3 Hours in a Day 256 44.2
4-5 Hours in a Day 124 21.4
6 or More in a Day 70 12.1
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3.5. Data Collection Instruments

For the purpose of this research, while Revised Cyber bullying Inventory-11 was revised,
Cyber bullying Perpetration Motives Scale was developed by the researcher. Narcissistic
Personality Inventory-16 was already adapted into Turkish by Temel (2008); so, it was
used in its adapted form. And, Online Disinhibition Scale, Propensity to Morally
Disengage Scale and Aggression Questionnaire-12 were translated into Turkish by the
researcher of this study. The translation procedure of the translated instruments is
presented below at first. Afterwards, detailed information about each instrument
administered in this study is given.

3.5.1. Translation procedure of online disinhibition scale, propensity to
morally disengage scale and aggression questionnaire-12

Online Disinhibition Scale (ODS) (Kerstens & Stol, 2012), Propensity to Morally
Disengage Scale (PMDS) (Moore et al., 2012) and 12-item Aggression Questionnaire
(AQ-12) (Bryant & Smith, 2001) which were originally created in English were
translated into Turkish in this study. Prior to the translation procedure, written
permission via e-mail was obtained from the owners of the instruments (Appendix B).
The items of the three instruments above were firstly translated from English to Turkish
by three PhD candidates at Educational Sciences (Psychological Counseling and
Guidance, Curriculum and Instruction and Educational Administration and Planning)
who were advance in English proficiency. Next, the item translations of the each
instrument were compared and contrasted by the researcher and his advisor, and they
chose the best fitting items among all translations for every instrument. Afterwards, a
back translation on the selected items in Turkish was conducted by a language expert
who not only graduated from department of English language teaching but also was a
PhD candidate at an English-medium university. This language expert was unfamiliar
with the original English versions of the instruments. The back translation indicated that

the items were accurately translated. Then, two other PhD candidates of Educational
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Sciences made an additional check on the items to improve the grammar, the sentence
formation and the understandability of the items. After that, a discussion group was
carried out with five university students (three females and two males). The discussion
group was conducted at a public university library, and it lasted for nearly 60 minutes.
The discussion group participants by filling out the items on the three instruments,
worked on each item in terms of content, choice of words, spelling, grammatical
structure and comprehensibility. The items were further modified with the corrections
obtained in the discussion group. Eventually, the instruments with their translated

Turkish items were administrated to evaluate their psychometric characteristics.

3.5.2. Revision procedure of the revised cyber bullying inventory for
university students

Edur-Baker and Kavsut developed the Cyber bullying Inventory in 2007. Topcu and
Erdur Baker (2010) later revised it by generating some new items in addition to
changing the wording of some existing items. They named the instrument as Revised
Cyber bullying Inventory (RCBI). RCBI confirmed a one-factor structure. Its inter-item
reliability coefficient (Cronbach’s alpha) was reported .82 for the cyber bullying form,
and .75 for the cyber victimization form. In this revision, the authors discussed the fact
that online technologies are evolving very fast which creates difficulties in measuring
cyber bullying involvement. They concluded that using specific types of information and
communication technologies such as social networking websites, chatrooms, or using
specific names of the online services such as Facebook or Twitter are likely to cause
measurement difficulties for cyber bullying involvement in the future because of the
ever-changing nature of the online technologies. They recommended making use of
general terms instead of particular names for the online technologies. Following this
recommendation, Topcu (2014) made a second revision and developed the Revised
Cyber bullying Inventory-Il1 (RCBI-II) whose items are free of the names of the specific
online technologies. Topcu’s (2014) revision of RCBI-II was specifically designed for

children and early adolescents. Nevertheless, the participants of this present research
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were university students. For this reason, a revision particular to university student
samples was needed. Independent from Topcu (2014), the researcher of this study made
a third revision on the Revised Cyber bullying Inventory, and named it Revised Cyber
Bullying Inventory for University Students (RCBI for University Students). In RCBI for
University Students, the items of the Revised Cyber bullying Inventory (Topcu & Erdur-
Baler, 2010) were reworded, some items were combined into one item, and distinctive
names of the online technologies were changed with general names such as ‘on the
Internet’ or ‘on cyber space’. These two revision methods were similar to RCBI-II
(Topcu, 2014). Different from RCBI-II, newer forms of bullying behaviors acted on
online platforms were included as items to RCBI for University Students. These
behaviors were obtained from an up-to-date investigation of how information and
communication technologies were misused by Turkish youngsters as reflected by
newspaper reports (Tanrikulu et al., 2015). Swearing others, sexting and blackmailing
were the added cyber bullying behaviors. Also, throughout the revision process, the
items were refined to make them appropriate for the university students. After the
revision process, expert opinion was solicited from two researchers who had a profound
research experience on cyber bullying. Modifications of sentence structures were
proposed by the experts. Then, three PhD candidates of Psychological Counseling and
Guidance program were requested to make an additional check to improve the
understandability of the items. After taking their suggestions into consideration, a
discussion group with six university students (four females and two males) was
conducted by the researcher. The discussion group was held at a public university
library, and it lasted for about 45 minutes. The participants of the discussion group
completed the RCBI for University Students and gave feedback. A detailed further
review was done with the participants regarding the contents, choice of words, spelling,
grammatical structure and understandability of the items.

The initial version of the RCBI for University Students had 15 items in total. After the
data collection, it was realized that among the subsequently added behaviors on the

RCBI for University Students, two behaviors, sexting and blackmailing, were not
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endorsed by the participants. Hence, three items containing sexting and blackmailing
were deleted from the instrument, which finally resulted in 12 items. The analyses below
with regards to the validity and reliability of the RCBI for University Students were
conducted with the 12 items.

3.5.2.1. RCBI for university students

RCBI for University Students with its 12 items measures the cyber bullying experiences
with two separate parts; one part for measuring cyber bullying perpetration and one part
for measuring cyber bullying victimization. While cyber bullying experiences are
responded as ‘I did’, cyber victimization experiences are replied as ‘It happened to me’.
The two sections share the same items. Participants are asked to report being a cyber
bully or cyber victim in the previous six months by filling up the two parts separately.
RCBI for University Students is rated on a 4-point Likert scale, 1 = never, 2 = once, 3=
twice-three times, 4 = more than three times. Sample items can be viewed in Appendix
C, and one of the items as an example is ‘Sending threatening, offending, embarrassing
messages on the Internet’. The two sections of cyber bullying perpetration and cyber
bullying victimization can be evaluated independently. In this case, scores range from 12
to 48 for each section. Higher scores show how frequent a participant has been a cyber
bully or a cyber victim for the last six months. The two sections can also be considered
together. In this case, higher scores suggest more involvement of cyber bullying
perpetration and cyber bullying victimization. A categorical grouping of pure cyber
bullies, pure cyber victims, cyber bully-victims and not-involvers can also be made with
RCBI for University Students. Pure cyber bullies can be identified as the participants
who cyber bullied others twice or more but were never victimized online. Pure cyber
victims can be categorized as being cyber victimized twice or more but never bullied
others online. Cyber bully-victims can be identified not only having cyber bullied others
but also having been cyber victimized twice or more. And not-involvers can be

categorized as the participants who never cyber bullied others or were never victimized.
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3.5.2.2.  Validity and reliability evidence for the RCBI for university students

In order to establish construct validity, a Confirmatory Factor analysis was carried on
RCBI for University Students. It had two parallel sections which shared the same 12
items. The first section was for measuring cyber bullying perpetration. As one-factor
solution was suggested by Topcu and Erdur Baker (2010), one-factor solution was tested
for cyber bullying perpetration section of the RCBI for University Students. While
testing CFA models, item parceling is recommended for the instruments with more than
five items (Kline, 2011). Item parceling was performed by generating four parcels with
twelve items. The unidimensional factor structure was confirmed by the CFA (x* = 2.56,
df =2, p = .27; x*/df = 1.28; GFI = .99, CFI = .99, TLI = .98, SRMR = .02, RMSEA =
.03). Standardized estimates of the model were between .40 and .73. The inter-item
reliability coefficient (Cronbach’s alpha) was .80 for cyber bullying perpetration form in
this study.

The second section of the RCBI for University Students was about cyber bullying
victimization. Four parcels were created with the item parceling technique. One factor-
structure proposed by Topcu and Erdur Baker (2010) was supported by the CFA results
(x* = 1.36, df = 2, p = .50; x*/df = .68; GFI = .99, CFI = 1.00, TLI = 1.00, SRMR = .01,
RMSEA = .00). Standardized estimates of the model were between .30 and .57. The
inter-item reliability coefficient (Cronbach’s alpha) was .73 for cyber bullying

victimization form.

3.5.3.  Cyber bullying perpetration motives scale (CBPMS)
The purpose of this study was to test a model of cyber bullying perpetration motives.
Since, to the best of researcher’s knowledge, there was no instrument to measure cyber

bullying perpetration motives at the time of this research was conducted, Cyber bullying

Perpetration Motives Scale (CBPMS) was developed by the researcher.
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3.5.3.1. Development procedure of CBPMS

The primary step of the CBPMS development procedure was to clearly identify what to
measure. This study was theoretically based on Uses and Gratifications Theory (Blumler
& Katz, 1974) which served as the primary guide of the CBPMS development
procedure. The literature examining the cyber bullying perpetration motives were
reviewed at first. The literature listed several motives of cyber bullying perpetration
motives such as entertainment, gaining power and status, revenge, harm, avoiding from
adult punishment or demonstrating technological skills (e.g., Englander, 2008; Compton
et al., 2014; Tocu et al., 2013; Vandebosch & Van Cleemput, 2008).

As it was not possible to include every reported motive in an instrument, specific
motives needed to be picked out. Detailed explanation about the selection process of the
motives can be found in the introduction section of this research. In short, the most
relevant and the most frequently reported motives considering the definitional criteria of
cyber bullying were included into the instrument. Entertainment, revenge, harm and
dominance were the most relevant and the most commonly reported motives of cyber
bullying perpetration (Baas et al., 2013; Konig et al., 2010; Mishna et al., 2010; Rafferty
& Vander Ven, 2014; Zhou et al., 2013). Hence, they were chosen as the four factorial
dimensions of the CBPMS. In sum, CBPMS aimed to measure why cyber bullies
perpetrate others by specifically considering entertainment, revenge, harm and
dominance motives, and it takes the most frequently reported four motives of cyber
bullying perpetration into consideration.

As the second step, an item pool was generated. While producing the items, the literature
on entertainment, revenge, harm and dominance were extensively examined, and the
items were written to reflect the purpose of the each sub-dimension of the CBPMS. The
instruments already having being used for measuring motives such as TV viewing
motives or internet motives were taken into consideration to decide for the item formats.

In line with the previous TV viewing motives or internet motives research, all items
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were positively worded, a 5-point Likert type response method was implemented, and
the measurement format was designed as 1 = not at all, 2 = little, 3 = some, 4 = much, 5
= very much. The participants were, in written, prompted to skip CBPMS unless they had
bullied someone online. However, if they cyber bullied anyone at least once, they were
asked to report the reason/s why they cyber bullied others. To guide the participants
think about the reasons of cyber bullying others, a sentence prompt at the beginning of
the instrument was provided as ‘I became engaged in cyber bullying perpetration
behaviors because ...." One sample item is ‘These types of behaviors were also done to

me’. More items can be viewed at Appendix D.

In the next step, two experts who are knowledgeable and experienced in cyber bullying
research reviewed the generated item pool. They not only evaluated the items in terms of
relevancy and understandability, but they also suggested possible additional items to
include to the instrument. Afterwards, four PhD candidates of Psychological Counseling
and Guidance program made an additional revision to improve the items. Afterwards, a
discussion group was performed with four university students (two females and two
males). The discussion group was taken place at a public university library, and it lasted
for approximately 60 minutes. The discussion group participants firstly responded to the
items on the instrument, and then revised each item in terms of content, choice of words,
spelling, grammatical structure and comprehensibility. The items were further refined
with the corrections obtained in the discussion group. Finally, a total of 22 items were
administrated to investigate the psychometric characteristics of the CBPMS with its

hypothesized four factor structure.

3.5.3.2. Validity and reliability evidence for the CBPMS

The following exploratory factor analysis was performed with the data set (n = 277)
which was used to examine the psychometric characteristics of the Cyber bullying

Perpetration Motives Scale.
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An exploratory factor analysis (EFA) was performed to reveal the underlying factor
structure of CPBMS and to provide evidence for construct validity for CBPMS. To
evaluate if the data were appropriate for EFA, the KaiserMeyer- Olkin (KMO) measure
of sampling adequacy and Barlett’s test of sphericity were checked. KMO value was .83
which was above .60, and Barlett’s test was significant (x* (231) = 1829.56, p< .001) as
suggested by Tabachnick and Fidell (2013). Principal axis factoring with direct oblimin
rotation (Kaiser Normalization) revealed that the first factor (revenge) explained 36.16%
of the variance, the second factor (entertainment) explained 16.57% of the variance, the
third factor (dominance) explained 8.35% of the variance, and the fourth factor (harm)
explained 6.03% of the variance. The four factors explained 67.11% of the total
variance. Eigen values of the four factors were 7.95, 3.65, 1.84 and 1.33, respectively.
The visual inspection of the scree plot also supported the four factor structure (Figure
3.1).
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Figure 3.1 Scree plot of the cyber bullying perpetration motives scale.
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Table 3.3
Pattern Matrix of CBPMS

Revenge Entertainment Dominance Harm
Items
mot13 934
motl17 .662
mot21 .635
mot15 .624
mot7 .509
motll 478
mot16 .405
mot12 .930
mot5 .851
mot19 .850
mot10 .843
motl4 .755
mot2 .815
mot6 .765
mot3 .664
mot4 .588
mot9 419 -.390
mot18 - 757
mot20 -.744
mot8 -.665
mot22 -.622
motl -.546
Note: Factor loadings < .30 were omitted. And, ‘mot’ refers to each of the motive items.

Examining the factor loadings of each item on the pattern matrix table (Table 3.3), all
items except for item 9 loaded as expected. As item 9 cross-loaded on factor 3 and 4,

and its loading value was quite close to factor 3 (.419) and factor 4 (.390), it was deleted.
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Figure 3.2 Scree plot of the CPMS after deleting item 9.

Figure 3.2 visually presents the factor structure of the CBPMS after deleting item 9. And
Table 3.4 below details the pattern matrix of CBPMS after deleting item 9. Once the
item 9 was eliminated, the first factor (revenge) explained 36.16% of the variance, the
second factor (entertainment) explained 17.17% of the variance, the third factor
(dominance) explained 8.64% of the variance, and the last factor (harm) explained
6.10% of the variance. The four factors explained 68.08% of the total variance. Eigen
values of the four factors were 7.59, 3.61, 1.81 and 1.28, respectively. Thus, 21 items
revealed a better factor structure for the CBPMS. In CBPMS with 21 items, the possible
lowest score was 21, and the possible highest score was 105. Higher scores pointed out
that a participant is more motivated to cyber bully others. The data with 21 items
revealed the inter-item reliability coefficient (Cronbach’s alpha) for the revenge subscale
was .85, for the entertainment subscale was .93, for the dominance subscale was .86 and
for the harm subscale was .83. The inter-item reliability coefficient for the whole scale

was .90.
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Table 3.4
Pattern Matrix of CBPMS after Deleting Item 9

Revenge Entertainment Dominance Harm

Items
mot13 .943
motl7 .664
mot21 .632
mot15 .614
mot7 .488
motll .468
mot16 .394
mot12 941
mot5 .852
mot19 .843
mot10 .839
motl4 .753
mot2 .858
mot6 741
mot3 .647
mot4 573
mot18 =775
mot20 - 773
mot8 -.646
mot22 -.644
motl -.558
Note: Factor loadings < .30 were omitted. And, ‘mot’ refers to each of the motive items.

Please note that as the items of the first questionnaire developed for CBPMS
necessitated extensive updating and improving, the first data set collected for instrument
validation phase could not be used. For that reason, an additional data set as explained
below was collected, and the above explained EFA procedure was carried out by that
additional data (See Section 3.4.1.). Therefore, the confirmatory factor analysis
explained below was carried out by using the CBPMS data (n = 598) collected for the
hypothesis testing (See Section 3.4.2.).

A confirmatory factor analysis (CFA) was conducted to test the construct validity of the
CBPMS. The hypothesized four factor structure was tested. Item parceling was
conducted for revenge and dominance subscales whose number of items was more than
five. As, as item parceling could not be done with entertainment and harm subscales,

which were five items and four items respectively, their original items were used in
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CFA. For the four factor model of the CBPMS, CFA indicated a poor fit (x* = 343.33, df
= 84, p = .00; x*/df = 4.09; GFI = .92, CFI = .95, TLI = .94, SRMR = .05, RMSEA =
.07). Modification indices were checked, and the error covariance between item 1 and
item 3 was freely estimated, which improved the model fit (x* = 268.95, df = 83, p = .00;
x*/df = 3.24; GFI = .94, CFl = .96, TLI = .95, SRMR = .05, RMSEA = .06).

Standardized estimates of the model were between .61 and .91.

The data with 21 items in total revealed the inter-item reliability coefficient (Cronbach’s
alpha) for the revenge subscale was .87, for the entertainment subscale was .89, for the
dominance subscale was .87 and for the harm subscale was .80. The inter-item reliability

coefficient for the whole scale was found .90 in this research.

3.5.4. Online disinhibition scale (ODS)

Online Disinhibition Scale (ODS) was developed by Kerstens and Stol (2012), and it
measures to the extent people feel detached from societal restraints and inhibitions when
online. The original items of ODS was in Dutch. The items in English were obtained
from the authors. And the items in English were translated into Turkish by the researcher
of this study as detailed in section 3.5.1. ODS is a 7-item, 5-point Likert scale ranging
from strongly disagree (1) to strongly agree (5). Items are summed up to estimate an
overall tendency of online disinhibition. Scores range from 7 to 35. Higher scores on this
scale suggest a greater level of disinhibition while online. An example item read as
follows ‘I am more myself on the Internet than in real life’. Some more sample items can
be checked at Appendix E as well. Kerstens and Stol (2012) reported the scale’s inter-
item reliability coefficient as .86, and ODS measured online disinhibition as a single-

factor construct.
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3.5.4.1. Validity and reliability evidence for the ODS

To provide evidence for construct validity, a CFA on ODS was performed. One-factor
solution was tested for ODS. Item parceling was not performed because ODS had only 7
items. Results of the CFA showed a poor fit for the data (x* = 63.26, df = 14, p = .00;
x*/df = 4.52; GFI = .93, CFI = .91, TLI = .86, SRMR = .05, RMSEA = A1),
Modification indices were examined and the error covariance between item 1 and item
4, item 3 and item 7, item 5 and item 6 were freely estimated. Since these items aimed to
evaluate the same construct, freely estimating their error covariances was theoretically
appropriate. The model fit indices improved after this modification (x* = 21.75, df = 11,
p = .02; x/df = 1.97; GFI = .98, CFI = .98, TLI = .96, SRMR = .03, RMSEA = .06).
Standardized estimates of the model were between .46 and .80. The inter-item reliability

coefficient (Cronbach’s alpha) was .82 for ODS in this research.

3.5.5. Propensity to morally disengage scale (PMDS)

Developed by Moore et al., (2012), Propensity to Morally Disengage Scale (PDMS)
assesses participants’ tendencies to make themselves believe that they may conduct
some unethical behaviors under certain circumstances. Twenty-four and 16 item
versions of the PMDS are also available but the 8-item version of the PDMS was used in
this study. The items were in English, and they were translated into Turkish by the
researcher of this study as detailed in section 3.5.1. Items were rated on a 7-point Likert
scale ranging from strongly disagree (1) to strongly agree (7). Scores change from 8 to
56. A general tendency of moral disengagement is calculated by summing up the items.
The higher the scores are, the more likely a respondent engage in morally disengaged
behaviors. A sample item read as ‘It is okay to spread rumors to defend those you care
about’. More sample items can be viewed at Appendix F as well. In the original study,
Moore et al., (2012) provided evidence for a single-factor structure for the PDMS. It was
administered to 5 different samples in different times, and its inter-item reliability

coefficient ranged from .70 to .90.
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3.5.5.1. Validity and reliability evidence for the PDMS

To provide support for the construct validity of the PDMS a CFA was performed. One-
factor solution was tested. Considering that PDMS is made up of only 8 items, no item
parceling was done. CFA confirmed the unidimensional factor structure of the PDMS (x?
= 35.06, df = 20, p = .20; x*/df = 1.75; GFI = .97, CFI = .93, TLI = .91, SRMR = .02,
RMSEA = .04). Standardized estimates of the model were between .28 and .58. The
inter-item reliability coefficient (Cronbach’s alpha) was found as .71 for the PDMS in
this study.

3.5.6. 16-item narcissistic personality inventory (NPI-16)

Narcissistic Personality Inventory with 16 items (NPI-16) (Ames et al., 2006) is the
shorter ant validated form of the previous 40-item version developed by Raskin and
Terry (1988). Inclination towards narcissism is measured by NPI-16. Each item consists
of two sentences one for narcissism and another for non-narcissism. As a sample item,
while ‘I like to be the center of attention’ is the narcissistic response, ‘I prefer to blend in
with the crowd’ is the non-narcissistic response of the same item. More items can be
seen at Appendix G. In terms of scoring, the responses related to narcissism are scored
as 1, whereas the responses related to non-narcissism are coded as 0. A general tendency
of narcissism is calculated by summing up the narcissistic response items. The highest
score that a participant can get from NPI-16 is sixteen, and the lowest score is zero.

Higher scores show a higher level of narcissism.

In the original study, Ames et al., (2006) provided evidence for a single-factor structure
for the NPI-16. It was administered to 5 different samples in different times, and its
inter-item reliability coefficient ranged from .65 to .72. NPI-16 was translated into
Turkish by Temel (2008) who reported the NPI-16 as a valid and reliable instrument
with an inter-item reliability coefficient value of .65.
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3.5.6.1. Validity and reliability evidence for the NPI-16

Confirmatory Factor Analysis was used to test construct validity of NPI-16. One-factor
solution was tested. As NPI-16 had 16 items in total, item parceling was done, and four
parcels were created. CFA confirmed the unidimensional factor structure of the NPI-16
(x* = 0.50, df = 2, p = .77; x¥/df = .25; GFI = .99, CFI = 1.00, TLI = 1.00, SRMR = .00,
RMSEA = .00). Standardized estimates of the model were between .62 and .73. The
inter-item reliability coefficient (Cronbach’s alpha) was found .74 for the NPI-16 in this
study.

3.5.7. The 12-item aggression questionnaire (AQ-12)

The 12-item Aggression Questionnaire (AQ-12) (Bryant & Smith, 2001) is a refined
version of the 29-item previous version developed by Buss and Warren (2000). AQ-12
measures aggressive tendencies of the participants. A sample item is ‘I have threatened
people I know’. More items can be checked at Appendix H. The items are rated on a 5-
point Likert scale ranging from uncharacteristic of me (1) to extremely characteristic of
me (5). Five different scores can be obtained from AQ-12. In addition to the total
aggression score, total scores of its four subscales, which are physical aggression, verbal
aggression, anger, and hostility, can be calculated. Higher scores reflect greater levels of
aggressive tendencies. Traditionally, items of the previous versions of the Aggression
Questionnaire are needed to be randomized in each research conducted. Following this
requirement, the order of the items which was randomized by Bryant and Smith (2001)
in the AQ-12 was randomized in this study as well. The items of the AQ-12 were
originally in English, and they were translated into Turkish by the researcher of this
study as described in section 3.5.1. A unidimensional first-order factor structure, four-
factor structure and a single second-order factor structure are available for the
Aggression Questionnaire. Since the aim of this research was to examine aggression as a

single construct, a unidimensional first-order factor structure for the AQ-12 was
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preferred. Ang (2007) reported that reliability estimates of the total aggression were .84

and .82 for two separate research samples.

3.5.7.1. Validity and reliability evidence for the AQ-12

To verify the factor structure of AQ-12, Confirmatory Factor Analysis was used as the
evidence for construct validity. Single-factor solution was tested. Because AQ-12 had 12
items, an item parceling procedure was carried out, and four parcels were created.
Results of the CFA showed a poor fit for the data (x> = 22.97, df = 2, p = .00; x¥/df =
11.48; GFI = .96, CFI = .93, TLI = .79, SRMR = .04, RMSEA = .19). Modification
indices were examined and the error covariance between parcel 1 and parcel 2 was
freely estimated. The model fit indices improved after this modification (x* = 2.12, df =
1, p = .14; ¥/df = 2.12; GFI = .99, CFI = .99, TLI = .98, SRMR = .01, RMSEA = .06).
Standardized estimates of the model were between .63 and .87. The inter-item reliability

coefficient (Cronbach’s alpha) was .79 for AQ-12 in this research.

3.5.8. Demographic information form

Participants’ age, gender, name of the enrolled faculty/department and the university,
year level, monthly income level of the parents, educational levels of the mothers and
fathers (ranging from illiterate to doctorate) were inquired at first. The tools the
participants used to connect to the Internet (PC, laptop, smart phone, tablet and other)
were explored as well. An additional question was about the Internet usage frequency of

the participants (ranging from a few hours in a week to 6 or more hours in a day).

3.5.9. Summary of the validity and reliability analysis findings of

the instruments used

In sum, the validity and the reliability analyses provided statistical support indicating

that the instruments administered for the specific purpose of this research were valid and
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reliable. Table 3.5 below summarizes the validity (fit indices for the confirmatory factor
analysis) and the reliability analyses (Cronbach’s alpha, denoted as a) findings related to

each instrument.

Table 3.5

Summary of the Confirmatory Factor Analysis and Reliability Analysis Findings

X df p x’/[df  GFI CFI TLI SRMR RMSEA «

Cyber bullying 2.56 2 27 1.28 .99 .99 .98 .02 .03 .80
perpetration

section of the

RCBI for

University

Students

Cyber bullying

victimization 1.36 2 50 .68 .99 1.00 1.00 .01 .00 73
section of the

RCBI for

University

Students

Cyber Bullying 268.95 83 .00 3.24 .94 .96 .95 .05 .06 .90
Perpetration
Motives Scale

Online
Disinhibition 21.75 11 .02 1.97 .98 .98 .96 03 .06 .82
Scale

Propensity to 35.06 20 20 175 97 .93 91 .02 .04 71
Morally
Disengage Scale

Narcissistic
Personality 0.50 2 a7 .25 .99 1.00 1.00 .00 .00 74
Inventory-16

Aggression
Questionnaire-12 2.12 1 14 212 .99 .99 .98 .01 .06 .79
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3.6. Data Analysis

Before conducting the analyses, data cleaning and screening were done, and then,
relevant assumptions were checked. Descriptive statistics were employed to describe the
data. A t-test analysis was conducted to explore the gender differences in terms of cyber
bullying perpetration. To investigate the relationships between variables, bivariate
correlations were computed. Structural Equation Modeling (SEM) was employed to test
the hypothesized model. Finally, a Structural Invariance Analysis was carried out to
examine if the theoretical architecture underlying the final structural model of this study
was equivalent across females and males. While SEM and the Structural Invariance
Analysis were employed by Analysis of Moment Structures (AMQOS) program version
21, other analyses were carried out by SPSS program version 22. The alpha level for all

significance tests was set at the .05 level in this present study.

3.7. Limitations of the Study

This study bears certain limitations. This study is mainly limited to the selected variables
of personality trait variables and motivations of the perpetrators of cyber bullying. Some
other personality or motivational variables which were not considered by the current
research can also be related to the hypothesized model. Other limitations were discussed

in terms of internal and external validity threats.

3.7.1. Internal validity threats

Subject characteristics are a possible internal validity threat of this research. The
participants were from three different state universities with different year levels ranging
from prep school of English to 4™ year, and their age, parental educational levels,
income levels and average Internet usage time differed from each other. Besides these
reported characteristics of the participants, some other characteristics like Internet usage

skills and academic success can also impact the findings of this research. Moreover, the

115



data of this study were collected at the very beginning of the fall semester of 2014-2015
when students returned from summer holiday. During the summer holiday, the
participants may have more time to become involved in Internet usage rather than

studying, which may increase their involvement of cyber bullying incidents.

3.7.2. External validity threats

The findings of this current study cannot be generalized to all university students in
Turkey. First, convenient sampling method was used for data collection, and the data
were limited to the participants registered to one of the three public universities in
Ankara, which restricted the representativeness of the sample. Next, self-report measures
were the main data collection tool; thus, the collected data is subject to the participants’
understanding of the constructs, honest responses or the social desirability of the topic
under investigation. For instance, reporting about cyber bullying involvement may be
regarded as a socially undesirable issue which may prevent them reporting their cyber
bullying experiences. Lastly, due to the cross-sectional nature of this research referring
that variables were measured at one time point, causality cannot be inferred from the
study findings since inferring causal relationships is only possible with longitudinal and

experimental investigations.
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CHAPTER IV

RESULTS

In this chapter, the study findings are presented. The results section begins with the
preliminary analysis which involves data screening, missing data and outlier check.
Then, the assumptions of the Structural Equation Modeling (SEM) analysis (adequacy of
the sample size, independence of the observations, normality, linearity and
homoscedasticity, and multicollinearity) were examined. Descriptive statistics, gender
differences, year level differences and correlations among the study variables were
reported next. Afterwards, findings related to the measurement model and the
hypothesized structural model were detailed. Subsequently, results with regards to the
structural invariance test of the final model across gender were elaborated. The study

findings were summed up at the end of the chapter.

4.1.  Preliminary Analyses

Data were firstly screened to validate its accuracy and appropriateness for testing the
hypothesized SEM model. Frequencies, minimum and maximum values for each study
variable were examined to locate out-of-range scores at the outset of data screening
process by using SPSS version 22. When uncommon numbers were noticed, the
hardcopies of the instruments were checked and corrected. As there were not any

reversed items, no items were recoded.

4.1.1. Missing data and outlier check

Missing data were checked on the study variables in the data set. Cases involving

missing data more than 5% were deleted. Some cases had missing values less than 5%.
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A mean substitution method was used to replace these missing values by following the
suggestion of Tabachnick and Fidell (2013). Univariate (via Z-scores) and multivariate
outliers (via Mahalanobis Distance) were checked as well. No univariate outlier cases
were detected having a Z-score higher than +3.29 or lower than -3.29. Yet, seven
multivariate outlier cases which greatly exceeded the chi-square criterion value of
26.1245 (df = 8, p< .001) were identified. These seven cases were deleted, which
resulted in 591 participants out of 598 participants who reported being a cyber bully-

victim in the previous six months.

4.2. Assumptions

4.2.1. Adequacy of the sample size

The hypothesized model of this study was tested with a total of 591 participants. This
number satisfies the assumption of sample size adequacy considering that Kline (2011)
suggested the sample size should be above 200 while carrying out model testing with
SEM.

4.2.2. Independence of the observations

The data were gathered by the researcher of this present study. Throughout the data
collection process, the volunteered participants verbally reminded of the fact that unless
the questionnaires were completed by themselves, independent from other respondents,
the evaluation and the interpretation of the data would not be possible. Nevertheless,
some participants were observed failing independently filling up the questionnaire, and
their questionnaires had to be eliminated.
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4.2.3. Normality

Univariate normality was checked by skewness and kurtosis values of the study
variables. As can be seen from Table 4. 1, the skewness and kurtosis values of the study

variables were within the acceptable range of +3 and -3 (Field, 2009).

Table 4.1

Normality Indices for the Study Variables

Study Variables Skewness Kurtosis
Motive of Entertainment .20 -1.22
Motive of Revenge 1.33 1.19
Motive of Harm 1.53 2.16
Motive of Dominance 1.70 2.35
Online Disinhibition 44 -.30
Moral Disengagement 51 -13
Narcissism 53 -.16
Aggression 27 -.16

Multivariate normality was checked by Mardia’s test. It was found significant, which
indicated that the multivariate normality assumption was not met. According to Byrne
(2010), unless the multivariate normality assumption is fulfilled, results based on
Maximum Likelihood Estimation can be misleading. In such a case, the estimation of
Asymptotic Distribution-Free (ADF) is suggested to perform a hypothesis test on
AMOS. Nonetheless, ADF estimation technique necessitates very large samples ranging
from 1.000 to 5.000. Byrne (2010) also noted that sample sizes which are, at least, ten
times higher than the estimated parameters would be satisfactory to use ADF as an
estimation technique. The number of the estimated parameters of the hypothesized
model of this current research was 76 which consequently required at least 760 (76x10)
participants to be able to make use of ADF as an estimation technique. And, the total
number of the participants of this study was 591, which was not sufficient to utilize ADF

estimation technique. On the other hand, Byrne (2010) suggested bootstrapping as a
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means to cope with non-normal data. In accordance with this suggestion, bootstrapping
strategy was employed as a method to handle multivariate non-normality of the data set

of this present research.

4.2.4. Linearity and homoscedasticity

The assumptions of linearity and homoscedasticity are two aspects related to the
multivariate normality of the data set. The visual inspection of the scatterplots is
suggested one of the ways to check linearity and homoscedasticity (Kline, 2011). The
scatterplot matrix of this study is illustrated in Appendix I. The scatterplot showed that
there was an approximate linear relationship between the variables whose variances

were homogenously distributed.

In addition to scatterplot matrix, residual plots were checked to provide more support for
the linearity and homoscedasticity assumptions. Visual inspection of the residual plots
which were reported below showed no violation of the linearity and homoscedasticity

assumptions. The residual plots can be seen in Appendix J.

4.2.5. Multicollinearity

With the purpose of checking multicollinearity, bivariate correlations among the study
variables, VIF (variance inflation factor) and tolerance values were explored. In order to
fulfill this assumption, the bivariate correlations among the study variables needs to be
below .85 (Kline, 2011), whereas VIF values should be lower than 10 and tolerance
values are expected to be over .20 (Tabachnick & Fidell, 2013). The bivariate
correlations among variables of this research are illustrated in Table 4.4 (under section
4.3.2.) which indicates that the bivariate correlations were lower than .85. Also, while
VIF values ranged between 2.25 and 1.07, tolerance values ranged between .93 and .44
in this study. All in all, the assumption of multicollinearity was not violated in this

study.
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4.3. Descriptive Analyses

Under this title, gender and year level differences were initially reported. Then, bivariate
correlations among the study variables were provided and discussed.

4.3.1. Gender and year level differences

The subsequent analyses were performed with the cyber bully-victim group who
constituted the study sample of this research. Before reporting the findings related to the
gender and year level differences, it should be noted that comparing the pure cyber bully
group and cyber bully-victim group in terms of study variables were considered.
However, as the number of the participants who reported being an only cyber bully (n =
38) was not enough to be compared with cyber bully-victim group (n = 591), the

comparison was not possible.

4.3.1.1.  Gender and year level differences regarding the cyber bullying
perpetration and cyber bullying victimization scores

Please note that cyber bullying perpetration scores and cyber bullying victimization
scores of the participants were not used as variables in the main analysis of the model
testing in this present study. These two variables were only used for filtering the
different groups such as cyber bullies or cyber victims involved in a cyber bullying
incident. However, analyses were carried out so that any significant gender and year
level differences with respect to cyber bullying perpetration scores and cyber bullying

victimization scores could be identified.
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Gender Differences

Whether the females or males scored higher on cyber bullying perpetration and cyber
victimization was examined via t-test analyses. The p-value was adjusted by using
Bonferroni’s correction to decrease the Type-1 error on multiple comparisons (0.05/2 =
0.025).The results showed that males (M = 20.71, SD = 6.16) not only had significantly
higher scores of cyber bullying perpetration than females (M = 18.69, SD = 5.31), t
(535.83) = -4.24, p = .000, but they (M = 21.09, SD = 5.99) also had significantly higher
scores of cyber bullying victimization compared to the females (M = 19.94, SD = 5.08), t
(540.91) = -2.49, p = .01. In short, males acted as cyber bullies and cyber victims

significantly more than females.

Year Level Differences

In addition to the gender differences, year level differences were evaluated. A one-way
multivariate analysis of variance (MANOVA) was conducted to examine year level
differences in cyber bullying perpetration and cyber bullying victimization. The
dependent variables were cyber bullying perpetration and cyber bullying victimization,
and the independent variable was year level. According to the findings, there were not
any statistically significant differences among the participants’ year levels on the
combined dependent variables, F (8, 1.172), p = .25, Pillai’s Trace = .02, partial eta
squared = .01. In other words, the participants did not significantly differ on cyber
bullying perpetration and cyber bullying victimization when their year levels were

considered.
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4.3.1.2. Gender and year level differences regarding cyber bullying
perpetration motive and personality trait variables as study
variables

Analyses of t-tests and a multivariate analysis of variance were performed to figure out
whether there were significant differences with respect to gender and year level
considering the study variables. Since this current study was based on a model aiming to
explore the relationships between personality traits and cyber bullying perpetration
motives, gender and year level were not included into the hypothesized model tested.

Gender Differences

By using a series of independent samples t-tests, gender differences regarding the
variables of cyber bullying perpetration were initially examined. The p-value was
adjusted by using Bonferroni’s correction to decrease the Type-1 error on multiple
comparisons (0.05 / 4 = 0.0125). Results showed significant differences on cyber
bullying perpetration motive of entertainment [t (589) = -5.60, p =.00] between females
(M =12.10, SD =6.18) and males (M = 15.07, SD = 6.32); motive of revenge [t (572.28)
= -3.93, p =.00] between females (M = 10.16, SD = 4.75) and males (M = 11.95, SD =
6.34); motive of harm [t (570.47) = -3.83, p =.00] between females (M = 6.30, SD =
2.94) and males (M = 7.38, SD = 3.89); and motive of dominance [t (586.554) = -5.89, p
=.00] between females (M = 8.28, SD = 3.87) and males (M = 10.60, SD = 5.73). In
short, these results suggested that males scored significantly higher than females in

terms of cyber bullying perpetration motives.

Afterwards, gender differences regarding the variables of personality traits were
explored. The p-value was adjusted by using Bonferroni’s correction to decrease the
Type-1 error on multiple comparisons (0.05/ 4 = 0.0125). According to the results, there
were no significant gender differences in terms of personality trait variable of online
disinhibition [t (589) = -.84, p =.40] between females (M = 16.93, SD = 5.79) and males
(M = 17.36, SD = 6.19); moral disengagement [t (589) = -.65, p =.52] between females
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(M = 20.00, SD = 6.95) and males (M = 20.40, SD = 7.44); narcissism [t (534.96) = -
1.19, p =.23] between females (M = 4.96, SD = 2.81) and males (M =5.25, SD = 3.24);
and aggression [t (589) = -1.15, p =.25] between females (M = 31.94, SD = 8.02) and
males (M = 32.75, SD = 8.56). In brief, males and females did not significantly differ
with regards to personality trait variables. Table 4. 2 below presents the means and

standard deviations of the study variables by gender.

Table 4. 2
Means and Standard Deviations of the Study Variables by Gender

Female Male Total

(n=229) (n=362) (n=591)

M SD M SD M SD
Entertainment 12.10 6.18 15.07" 6.32 13.92 6.42
Revenge 10.16 4.75 11.95 6.34 11.25 5.84
Harm 6.30 2.94 7.38" 3.89 6.96 3.59
Dominance 8.28 3.87 10.60° 5.73 9.70 521
Online 16.93 5.79 17.36 6.19 17.20 6.03
Disinhibition
Moral 20.00 6.95 20.40 7.44 20.25 7.25
Disengagement
Narcissism 4.96 2.81 5.25 3.24 5.14 3.08
Aggression 31.94 8.02 32.75 8.56 32.44 8.36

Note: “p < .0125, two-tailed.
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Year Level Differences

Considering that variables of this research were categorized in two sets, two one-way
MANOVA tests were separately performed to test the year level differences. One test
was carried on the variables of cyber bullying perpetration motives (entertainment,
revenge, harm and dominance), and another was conducted for variables of personality

traits (online disinhibition, moral disengagement, narcissism and aggression).

Table 4. 3
Means and Standard Deviations of the Study Variables by Year Level
Prep School 1% Year 2" Year 3" Year 4™ Year Total
(n = 135) (n = 119) (n = 136) (n=87) (n = 119) (n =591)
M SO M SO M s M SD M sb M sD
Ent. 1398 674 1440 654 137 620 1310 596 1417 655 13.92 6.42
6
Rev. 1258 6.68 11.00 560 113 530 982 493 1098 6.04 1125 584
2

Harm  7.55 416 6.69 335 723 373 6.28 286 6.75 3.36 6.96 3.59
Dom. 10.67 6.15 9.30 479 9.82 455 8.60 458 9.69 547 9.70 5.21

O.Dis 17.18 588 17.73 640 171 570 1688 641 1699 6.00 1720 6.03
2

M.Dis 21.90 757 1992 749 205 6.27 1894 718 1925 746 2025 7.25
6

Narc. 5.55 3.08 491 3.06 484 290 5.03 3.15 5.33 325 514 3.08

Aggr. 3358 786 3230 809 322 877 3124 849 3234 860 3244 836
7

Note: Ent. means entertainment, Rev. means revenge, Dom. means dominance, O. Dis. means online
disinhibition, M. Dis. means moral disengagement, Narc. means narcissism, and Aggr. means aggression.
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In the first test, while variables of cyber bullying perpetration motives were the
dependent variables, the independent variable was year level. The results showed that
there were not any statistically significant differences among the participants’ cyber
bullying perpetration motives scores considering their year levels, F (16, 2.344), p = .29,
Pillai’s Trace = .03, partial eta squared = .01. In the second test, while variables of
personality traits were the dependent variables, the independent variable was year level.
The results also demonstrated that there were not any statistically significant differences
among the participants’ personality trait scores considering their year levels, F (16,
2.344), p = .19, Pillai’s Trace = .03, partial eta squared = .01. In short, these results
suggested that the participants did not significantly differ on cyber bullying perpetration
motives and personality traits when their year levels were taken into account. Table 4. 3

shows the means and standard deviations of the study variables by year level.
4.3.2. Bivariate correlations

Prior to model testing, bivariate correlations were computed to understand relationships

between the study variables. The correlation matrix is shown in Table 4. 4.

Table 4. 4
Correlation Matrix of the Study Variables
1. 2. 3. 4, 5. 6. 7. 8.
1. Entertainment -
2. Revenge 137 -
3. Harm 207 697 -
4. Dominance 267 61** 617 -
5. Online Disinhibition 177 13" 07 157 -
6. Moral Disengagement 477 327 33" 317 327 -
7. Narcissism 08" 13" 17" 247 00 197 -
8. Aggression A17 0 307 247 227 207 287 167 -

Note: “p < .05, two-tailed and “p < .01, two-tailed.
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The entertainment motive was positively correlated to online disinhibition (r = .17, p <
.01), moral disengagement (r = .17, p <.01), narcissism (r = .08, p < .05) and aggression
(r =.11, p <.01). In other words, participants with higher scores on online disinhibition,
moral disengagement, narcissism and aggression tended to score higher on cyber
bullying others for having fun. As the next motive of cyber bullying perpetration,
revenge was positively correlated to online disinhibition (r = .13, p < .01), moral
disengagement (r = .32, p <.01), narcissism (r = .13, p < .01) and aggression (r = .30, p
< .01). That is to say, the higher the participants scored on online disinhibition, moral
disengagement, narcissism and aggression, the more they cyber bullied others for having
revenge. As the third motive of cyber bullying perpetration, harm was positively
correlated to moral disengagement (r = .33, p < .05), narcissism (r = .17, p < .01) and
aggression (r = .24, p <.01), but it was not correlated to online disinhibition (r = .07, p >
.05). More specifically, higher scores on moral disengagement, narcissism and
aggression were associated with greater levels of cyber bullying others with the purpose
of harm. Inconsistent with the study hypothesis, online disinhibition was not found
related to cyber bullying others for harm. Lastly, the dominance motive was positively
correlated to online disinhibition (r = .15, p < .01), moral disengagement (r = .17, p <
.01), narcissism (r = .08, p < .01) and aggression (r = .11, p < .01). Put differently, the
greater the participants scored on online disinhibition, moral disengagement, narcissism

and aggression, the more they cyber bullied with the aim of dominating others.

In addition to the correlations between the two sets of the variables explained above, the
variables within each set were significantly correlated to one another as well. Variables
within the cyber bullying perpetration motives set were all significantly correlated to one
another with correlations ranging from .13 to .69. And except for the correlation
between online disinhibition and narcissism, variables within the personality traits set
were all significantly correlated to one another with correlations ranging from .16 to .32.

Further details can be viewed from Table 4.4.
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In summary, the correlations among the variables of cyber bullying perpetration motives
and variables of personality traits were as hypothesized except for the correlation
between online disinhibition and harm. And the significant correlations among the study

variables in general were small to large ranging from .08 to .609.

4.4. Model Testing

Under this heading, item parceling procedure, the estimation method and bootstrapping
procedure in model testing were reported at first. The measurement model was tested
next. Finally, after testing the full hypothesized structural model, the trimmed model was
tested to assess the hypotheses of this study.

4.4.1. Item parceling procedure

Item parceling technique was employed in this study while testing the measurement
model and structural model. Item parceling is described as combining two or more items
(summing or averaging) in order to acquire aggregate-level indicators which are used in
SEM analysis instead of individual items (Bandalos, 2002; Little, Cunningham, Shahar,
& Widaman, 2002). Little et al., (2002) suggests that models built with item parceling,
by comparison with the models constructed with individual items, help to obtain more
continuous and normal data in addition to providing a more parsimonious model.
Furthermore, greater stability in parameter estimates, fewer possibilities for residuals to
be correlated and reducing sampling error are among the additional advantages of item
parceling (Little et al., 2002).

Among the item parceling techniques reported by the literature (Little et al., 2002;
Matsunaga, 2008), random assignment technique was utilized in this current research.
Besides, random assignment technique, item-to-construct balance which was detailed by
Little et al., (2002) was also tried out by the researcher. But, the results with random

assignment technique yielded better fit indices. Random assignment technique involves
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assigning each item to one of the parcels constructed; that is, every item is randomly
allocated to one parcel only once without replacement. To be able to randomly assign
the items of the instruments to the parcels, an online website (www.random.org)

generating random numbers was used.

Random assignment technique is appropriate for unidimensional instruments. In this
study, Cyber bullying Perpetration Motives Scale had four-factors which were
entertainment motive, revenge motive, harm motive and dominance motive. This scale
included the variables of the cyber bullying perpetration motives set. Since each motive
was evaluated separately in the hypothesized structural model, they were considered as
individual factors. Online Disinhibition Scale, Propensity to Morally Disengage Scale,
Narcissistic Personality Inventory-16 and Aggression Questionnaire-12 which
constituted the variables of the personality traits set were all unidimensional instruments.
In spite of the fact that producing one or more parcels by using all of the items for an
instrument is acceptable (Matsunaga, 2008), generating three item parcels for each
instrument was preferred in this study. This is because three parcels approach not only
keeps the number of parcels for every factor minimum to improve the model fit, but it
also prevents estimation bias (Matsunaga, 2008). It is important to note that no item
parceling was performed on entertainment and harm subscales because entertainment
subscale had only five items and harm subscale was made up of only four items. Table

4. 5 indicates which items constitute the parcels created.
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Table 4.5

Item Parceling of the Latent Variables

Latent Variables and Parcels

Item Numbers

Entertainment Motive

Revenge Motive
RevP1
RevP2
RevP3

Harm Motive

Dominance Motive
DomP1
DomP2
DomP3

Online Disinhibition
OnDisP1
OnDisP2
OnDisP3

Moral Disengagement
MoDisP1
MoDisP2
MoDisP3

Narcissism
NPiP1
NPiP2
NPiP3

Aggression
AggP1
AggP2
AggP3

5,9, 11, 13, 18. (No item parceling)

7,12.
16, 20.
14, 15.

2, 3,4, 6. (No item parceling)

8, 10.

1, 17.

19, 21.
2,5,6.

4,7

1,3

4,5,8.
3,6,7.

1,2
2,4,9,13, 14,15
3,5,8,10, 12.
1,6,7, 11, 16.

130



4.4.2. Estimation method and bootstrapping procedure in model testing

The measurement model and the hypothesized structural model were tested by AMOS
(Analysis of Moment Structures) version 21. While running the measurement model and
the structural model, maximum likelihood estimation (MLE) was selected as the
estimation method. MLE maximizes the likelihood that the observed data are derived
from a population supposed to be consistent with the observed data. And bootstrapping
was employed while running the measurement model and the structural model.
Bootstrapping was performed on the data as an aid to cope with the multivariate non-
normality of the data set of this present research. Following the recommendation of
Cheung and Lau (2008), the number of the bootstrap samples was set to be 1.000 and the

confidence interval (CI) was fixed to 95%.

4.4.3. Stages in model testing

Testing a model in SEM is mainly a two-stage process. While in the first stage, the
measurement model examines the relationships among the observed and latent variables,
the second stage is testing the hypothesized structural model. The hypothesized
structural model of this research included two sets of variables; variables of cyber
bullying perpetration motives which were entertainment, revenge, harm and dominance,
and variables of personality traits which were online disinhibition, moral disengagement,
narcissism and aggression. Apart from the two primary stages detailed above, the
hypothesized structural model was tested in two steps in this current study. In the first
step, the full model was tested with all pre-hypothesized relationships between variables
of cyber bullying perpetration motives and variables of personality traits. In the second
step, the trimmed model was tested with only the significant relationships identified in

the first model.
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4.4.4. Testing the measurement model

Through the measurement model, the relationships among the latent variables which
were entertainment motive, revenge motive, harm motive and dominance motive and
their indicators which were composed of items and item parcels were explored. An
eight-factor model was tested by CFA. The tested measurement model with its

standardized estimates is presented in Figure 4, 1.
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Figure 4. 1 The measurement model.
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According to the results, the measurement model yielded a good fit to the data (x* =
662.19, df = 296, p = .00; X*/ df = 2.24; GFI = .92, CFIl = .95, TLI = .94, SRMR = .05
RMSEA = .04). The standardized factor loadings were all significant and were ranged
from .45 to 91. More details about the standardized factor loadings between the observed
and latent variables can be viewed from Table 4. 6.

Table 4. 6

Standardized Regression Weights between the Observed and Latent Variables

Observed Latent Loadings
mot5 Entertainment 714
mot9 Entertainment .854
motll -—- Entertainment 821
mot13 Entertainment .684
mot18 Entertainment .898
RevP1 Revenge .836
RevP2 Revenge .859
RevP3 Revenge .789
mot2 --- Harm J71
mot3 Harm 724
mot4 -—- Harm .615
mot6 Harm 126
DomP1 Dominance .798
DomP2 Dominance 812
DomP3 Dominance .908
OnDisP1 -—- Online Disinhibition 718
OnDisP2 -—- Online Disinhibition 791
OnDisP3 -—- Online Disinhibition .699
MoDisP1 --- Moral Disengagement 546
MoDisP2 --- Moral Disengagement .801
MoDisP3 --- Moral Disengagement 447
NPiP1 -—- Narcissism 743
NPiP2 -—- Narcissism 157
NPiP3 -—- Narcissism .611
AggP1 --- Aggression .846
AggP2 --- Aggression .663
AggP3 --- Aggression 751

Moreover, as can be seen in Table 4. 7, most of the correlations among the latent

variables were found statistically significant.
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Table 4.7

Correlations among the Latent Variables for the Measurement Model

1. 2. 3. 4. 5. 6. 7. 8.
1. Entertainment -
2. Revenge a1 -
3. Harm 227" 83" -
4. Dominance 2077 727 13 -
5. Online Disinhibition 2177 157 .09 187 -
6. Moral Disengagement A9 41T 44T 41T 43T -
7. Narcissism 12" 187 237 2977 02 307 -
8. Aggression 12" 3677 28" 257" 257 37T 207 -

Note: “p < .05, "p < .01, and ""p < .001, two-tailed.

4.4.5. Testing the hypothesized structural model

The hypothesized structural model was tested in two steps. In the first step, the full
model was tested with all pre-hypothesized relationships between variables of cyber
bullying perpetration motives and variables of personality traits. In the second step, the
trimmed model was tested with only the significant relationships identified in the first

stage.

4.45.1. Testing the full hypothesized structural model

The full hypothesized structural model incorporated all of the pre-hypothesized
relationships between variables of cyber bullying perpetration motives and variables of
personality traits. The model was tested by using bootstrapping method (1000
bootstrapped samples and 95% CI) so that the potential influence of multivariate non-
normality could be prevented. The hypothesized structural model is basically made up of

two portions. The first part of the model is called the measurement portion which

134



assessed the relationships between the indicators and the latent variables. When the
measurement portion of the model was checked, the relationships between the indicators
(items and item parcels) and the latent variables were all significant and between .61 and

.90. The second part is called the structural portion of the model which explores the fit

indices of the tested model. When checked, the model yielded a good fit to the data (x* =
662.19, df = 296, p = .00; x*/ df = 2.24; GFI = .92, CFl = .95, TLI = .94, SRMR = .04
RMSEA = .04). The full model with the standardized coefficient values is shown in
Figure 4. 2.

cofgofesTestes

@D
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Figure 4. 2 The coefficients with their standardized values for the full hypothesized
model.
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In order to check the amount of variance the personality traits variables explained in
cyber bullying perpetration motive variables, the squared multiple correlations (R?) were
examined. The squared multiple correlations were listed in Table 4. 8. Accordingly,
while the personality traits variables accounted for 6% of the variance in entertainment
motive, they accounted for 23% of the variance in revenge motive, 23% of the variance

in harm motive and 21% of the variance in dominance motive.

Table 4.8
The Squared Multiple Correlations for the Hypothesized Model

Entertainment Revenge Harm Dominance
R .06 23 23 21

4.4.5.1.1. Examining the General and Specific Hypotheses of the Study

Under this heading, the general and specific hypotheses of the study were explored
regarding the findings of the full hypothesized structural model. This present study’s
general hypothesis posited that the hypothesized structural equation model exploring the
interplay between personality traits and cyber bullying perpetration motives would fit
the data. The fit indices obtained from testing the full model detailed above indicated
that the general hypothesis of this study was confirmed. Table 4. 9 below details the
standardized coefficients, standard errors, t-values as well as significances between the
cyber bullying perpetration motive variables and personality traits variables. The
information provided by this table was used to check the specific hypotheses of this

current research.

This paragraph elaborates the hypotheses with regards to the entertainment motive of
cyber bullying perpetration. That a higher level of online disinhibition would be
correlated to cyber bullying others for entertainment was hypothesized. The results
confirmed this hypothesis by showing that online disinhibition (y = .16, p < .01) had a

positive and significant impact on entertainment motive. That is, the participants with
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greater levels of online disinhibition cyber bullied others more for entertainment. That a
higher level of moral disengagement would be correlated to cyber bullying others for
entertainment was hypothesized next. Contrary to the hypothesis, moral disengagement
(y = .09, p > .05) did not have any impact on entertainment motive. Furthermore, that a
higher level of narcissism would be correlated to cyber bullying others for entertainment
was hypothesized. This hypothesis was not validated since narcissism (y = .09, p > .05)
did not have any impact on entertainment motive. The last hypothesis regarding the
entertainment motive stated that a higher level of aggression would be correlated to
cyber bullying others for entertainment. In contrast to the hypothesis, aggression (y =
.03, p >.05) did not have any impact on entertainment motive. In summary, the more the

participants became morally disengaged, the more they cyber bullied others for fun.

Table 4.9
The Standardized Coefficients for the Full Hypothesized Model

Standardized  Standard

Coefficient  Error t-values
Online Disinhibition ---  Entertainment 16" .05 2.80
Moral Disengagement ---  Entertainment .09 .08 1.30
Narcissism ---  Entertainment .09 .09 1.63
Aggression ---  Entertainment .03 .03 .54
Online Disinhibition ---  Revenge -.06 .06 -1.00
Moral Disengagement ---  Revenge 347 A1 4.67
Narcissism ---  Revenge .01 12 21
Aggression - Revenge 257 .03 4.69
Online Disinhibition - Harm -12" .03 -2.09
Moral Disengagement - Harm 427 .06 5.06
Narcissism ---  Harm .08 .06 1.44
Aggression - Harm 14” .02 2.66
Online Disinhibition ---  Dominance 01 .07 25
Moral Disengagement - Dominance 327 12 4.44
Narcissism - Dominance A7 14 331
Aggression ---  Dominance .09 .04 1.83

Note: “p < .05, p < .01, and ""p < .001, two-tailed.
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This paragraph detailed the hypotheses concerning the revenge motive of cyber bullying
perpetration. The first hypothesis proposed that a higher level of online disinhibition
would be correlated to cyber bullying others for revenge. Yet, this hypothesis was not
confirmed because online disinhibition (y = -.06, p > .05) did not have any impact on
revenge motive. The next hypothesis suggested that a higher level of moral
disengagement would be correlated to cyber bullying others for revenge. This hypothesis
was confirmed considering that moral disengagement (y = .34, p < .001) had a
significant and positive impact on the revenge motive of cyber bullying perpetration. In
other words, the more the participants became morally disengaged, the more they cyber
bullied others for taking revenge. The following hypothesis was that a higher level of
narcissism would be correlated to cyber bullying others for revenge. Since narcissism (y
= .01, p > .05) did not have any impact on the revenge motive, this hypothesis was not
validated. The last hypothesis concerning the revenge motive stated that a higher level of
aggression would be correlated to cyber bullying others for revenge. This hypothesis
was confirmed as aggression (y = .25, p <.001) had a significant and positive impact on
the revenge motive of cyber bullying perpetration. In other words, as the aggressive
inclinations of the participants increased, they more tended to cyber bully others for
taking revenge. To sum up, higher levels of moral disengagement and aggression

increased the possibility of cyber bullying others for taking revenge.

This paragraph elaborated the hypotheses concerning the harm motive of cyber bullying
perpetration. That a higher level of online disinhibition would be correlated to cyber
bullying others for harm was hypothesized. Although online disinhibition had a
significant impact on the harm motive, the direction of the impact was negative (y = -
12, p <.05). This was contrary to the expectation which posited an increase in online
disinhibition would heighten the possibility of cyber bullying others for harm. This
means that the more the participants were disinhibited online, the less they became
motived to harm others by cyber bullying. Next, that a higher level of moral
disengagement would be correlated to cyber bullying others for harm was hypothesized.

This hypothesis was validated as moral disengagement (y = .42, p <.001) had a positive
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impact on harm motive of cyber bullying perpetration. Namely, when the moral
disengagement tendencies of the participants increased, the possibility of their harming
others by cyber bullying increased. The following hypothesis was that a higher level of
narcissism would be correlated to cyber bullying others for harm. This hypothesis was
not confirmed because narcissism (y = .08, p > .05) did not have any impact on harm
motive. The last hypothesis concerning the harm motive stated that a higher level of
aggression would be correlated to cyber bullying others for harm. This hypothesis was
confirmed considering that aggression (y = .14, p < .001) had a positive and significant
impact on harm motive of cyber bullying perpetration. This means that the participants
with higher levels of aggression tended to cyber bully others with the aim of harm. In
conclusion, greater levels of moral disengagement and aggression increased the

possibility of cyber bullying others with the intention of harming.

This paragraph detailed the hypotheses concerning the dominance motive of cyber
bullying perpetration. The initial hypothesis was that a higher level of online
disinhibition would be correlated to cyber bullying others for dominance. This
hypothesis was not confirmed because online disinhibition (y = .01, p >.05) did not have
any impact on the dominance motive. Next, that a higher level of moral disengagement
would be correlated to cyber bullying others for dominance was hypothesized. This
hypothesis was confirmed seeing that moral disengagement (y = .32, p < .001) had a
positive and significant impact on the dominance motive. In other words, the more the
participants became morally disengaged, the more they cyber bullied with the aim of
dominating others. The following hypothesis was that a higher level of narcissism would
be correlated to cyber bullying others for dominance. This hypothesis was validated
since narcissism (y = .17, p < .001) had a positive and significant impact on the
dominance motive. That is the participants with higher levels of narcissism tended to
cyber bully others for domination. The last hypothesis concerning the dominance motive
proposed that a higher level of aggression would be correlated to cyber bullying others
for dominance. This hypothesis was not confirmed considering that aggression (y = .09,

p > .05) did not have any impact on the dominance motive. In short, higher levels of
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moral disengagement and narcissism increased the likelihood of cyber bullying others

for domination.

4.4.5.2. Testing the trimmed structural model

Considering the results of the full hypothesized model, some paths were not significant.
So that a better fitting and more parsimonious model could be acquired, model trimming
was performed by removing the non-significant paths from the model. The deleted paths
were (a) from moral disengagement to entertainment, (b) from narcissism to
entertainment, (c) from aggression to entertainment, (d) from online disinhibition to
revenge, (e) from narcissism to revenge, (f) from narcissism to harm, (g) from online
disinhibition to dominance, (h) from aggression to dominance. Thus, a total of eight
non-significant paths were eliminated from the full model, and the trimmed model was
generated and tested with the remaining eight significant paths. Figure 4.3 presents the

coefficients with their standardized values for the trimmed model.

The model was tested by using bootstrapping method (1000 bootstrapped samples and
95% CI) so that the potential influence of multivariate non-normality could be
prevented. According to the results, the trimmed model demonstrated a good fit to the
data (x* = 697.56, df = 304, p = .00; x*/ df = 2.23; GFI = .92, CFI = .95, TLI = .94,
SRMR = .05 RMSEA = .04). As the full model and the trimmed model were nested in
sequence, the two models were compared to check which model was better. The chi-
square difference statistics was used to examine the statistical significance of the
improvement when some paths in the model are deleted. The chi-square difference was
found significant Ay’ (8) = 35.37, p < .001. In spite of the fact that the chi-square
difference obtained (35.37) was small, the chi-square difference test is likely to be
significant with large sample sizes because the chi-square difference test is reported as
very sensitive to the sample size (Tabachnick & Fidell, 2013). Seeing that the full
model and the trimmed model shared quite close fit indices, the trimmed model was
preferred as it was more parsimonious than the full model. In the subsequent sections,
the trimmed model will be referred as the final model of this study.
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Figure 4. 3 The coefficients with their standardized values for the trimmed model
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Considering the final model, the standardized coefficients, standard errors, t-values as
well as significances between the cyber bullying perpetration motive variables and

personality traits variables are shown in Table 4. 10.

Table 4. 10
The Standardized Coefficients for the Final Model

Standardized  Standard

Coefficient  Error t-values
Online Disinhibition ---  Entertainment 217 .04 4.34
Moral Disengagement ---  Revenge 357 .09 5.53
Aggression --- Revenge 197 .03 4.40
Online Disinhibition - Harm 117 .02 -2.60
Moral Disengagement -~ Harm 467 .05 5.90
Aggression -~ Harm .09 .01 2.02
Moral Disengagement --- Dominance 377 10 6.07
Narcissism - Dominance 137 10 3.31

Note: “p < .05, "p < .01, and ""p < .001, two-tailed.

In this final model, online disinhibition (y = .21, p < .01) had a positive and significant
association with entertainment motive. That is, the participants with greater levels of
online disinhibition cyber bullied others more for entertainment. Furthermore, moral
disengagement (y = .35, p < .001) had a significant and positive impact on the revenge
motive of cyber bullying perpetration. In other words, the more the participants became
morally disengaged, the more they cyber bullied others for taking revenge. Moreover,
aggression (y = .19, p < .001) had a significant and positive impact on the revenge
motive of cyber bullying perpetration. In other words, as the aggressive inclinations of
the participants increased, they more tended to cyber bully others for taking revenge. In
addition, online disinhibition had a significant but negative impact on the harm motive
(y = -.11, p < .01). This means that the more the participants were disinhibited online,
the less they became motived to harm other by cyber bullying. Additionally, moral
disengagement (y = .46, p <.001) had a positive and significant impact on harm motive
of cyber bullying perpetration. Namely, when the moral disengagement tendencies of the
participants increased, the possibility of their harming others by cyber bullying

increased. Besides, aggression (y = .09, p < .05) had a positive and significant impact on
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harm motive of cyber bullying perpetration. This means that the participants with higher
levels of aggression tended to cyber bully others with the aim of harm. Moreover, moral
disengagement (y = .37, p < .001) had a positive and significant impact on the
dominance motive. In other words, the more the participants became morally
disengaged, the more they cyber bullied with the aim of dominating others. Lastly,
narcissism (y = .13, p < .001) had a positive and significant impact on the dominance
motive. That is, the participants with higher levels of narcissism tended to cyber bully

others for domination.

The squared multiple correlations for the final model were examined to evaluate the
amount of variance the variables of personality traits explained in cyber bullying
perpetration motive variables. The squared multiple correlations regarding the final
model were listed in Table 4. 11. Accordingly, while the personality traits variables
accounted for 4% of the variance in entertainment motive, they accounted for 20% of the
variance in revenge motive, 21% of the variance in harm motive and 19% of the

variance in dominance motive.

Table 4. 11
The Squared Multiple Correlations for the Final Model

Entertainment Revenge Harm Dominance
R .04 20 21 19

4.5.  Testing for the structural invariance of the final model across gender

Findings of this current research indicated a gender difference regarding participants’
cyber bullying perpetration scores, cyber bullying victimization scores besides their
cyber bullying perpetration motives scores. Considering the fact that the final model was
tested with females and males in combination, whether or not the final structural model
was invariant or equivalent for females and males was investigated. A multigroup

invariance analysis was conducted to assess if the theoretical architecture underlying the
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final structural model of this study was equivalent across females and males. For this
purpose, the analysis procedure detailed by Byrne (2010) was pursued.

Two models were tested. In the first model which Byrne (2010) named as the configural
model, the final structural model of this study was tested without imposing any
constraints. In other words, the parameter estimates of the model were freely tested
across females and males in the configural model. The configural model of the final
structural model of this study was tested across gender. So that the possible influence of
multivariate non-normality could be avoided, the test was carried out by bootstrapping
method (1000 bootstrapped samples and 95% CI). The results showed that the configural
model yielded a good fit for females and males (x* = 1092.90, df = 608, p = .000; x*/ df
=1.80; GFI = .88, CFI = .93, TLI = .92, SRMR = .07 RMSEA = .03). In the second step,
the configural model needed to be constrained in terms of its structural covariances
(Byrne, 2010). Hence, the second model specified all loadings except for the six
constrained covariances among the variables of personality traits (online disinhibition,
moral disengagement, narcissism and aggression). This constrained model can be seen in
Figure 4. 4. To be able to prevent the influence of multivariate non-normality, the test
was conducted by bootstrapping method (1000 bootstrapped samples and 95% CI).
According to the results, this constrained model demonstrated a good fit to the data (x* =
1095.32, df = 614, p = .000; x*/ df = 1.78; GFI = .88, CFI = .93, TLI = .92, SRMR = .07
RMSEA = .03).

In assessing whether or not this constrained model was invariant or equivalent across
females and males, a y? difference test (Ay%) was performed by comparing the configural
model with the constrained model (Byrne, 2010). Evidence of invariance is obtained
when the value of the x* difference test between the configural model and the
constrained model is statistically non-significant. In this comparison, the configural
model served as the baseline model which was contrasted by the constrained model.
While the chi-square value of the configural model was 1092.90 (g, the chi-square

value of the constrained model was 1095.32 14). The comparison of the constrained
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model with the configural model resulted in a statistically non-significant chi-square
difference (Ay? © = 2.42, ns), which revealed that the structural model was invariant
across females and males. In addition to the ¥* difference test, Cheung and Rensvold
(2002) suggested using the difference of the CFI values (ACFI) as further evidence
regarding the invariance of the structural model. Accordingly, the difference between the
CFI values should be equal to or less than 0.01. In the current research, the difference
between the constrained model’s CFI value and the configural model’s CFl value
yielded a value of 0.00 (ACFI = 0.00). Therefore, this additional finding also showed

that the final structural model was invariant across females and males.
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4.6.  Summary of the findings

This study tested a model investigating the relationships between personality traits
(online disinhibition, moral disengagement, narcissism and aggression) and cyber
bullying perpetration motives (entertainment, revenge, harm and dominance) by
Structural Equational Modelling (SEM).

When descriptive statistics were taken into consideration, 18.7% of the participants self-
reported not having been involved in any cyber bullying incidents as a bully or victim
during the last six months. However, a total of 66.7% of the participants reported that
they became involved in a previous cyber bullying incident as only cyber bully, only

cyber victim or cyber bully-victim.

A great majority of those involvers belonged to the cyber bully-victim group (n = 598,
46.7% of the whole participants). The cyber bully-victim group was the study
participants of this current research basically because of being a perpetrator group in

nature, and being a unique group among other involvers of cyber bullying incidents.

In terms of gender differences, males scored significantly higher on cyber bullying
perpetration and cyber bullying victimization when compared to the females. In
addition, even though males scored significantly higher than females in terms of cyber
bullying perpetration motives, they did not significantly differ with regards to
personality trait variables. With regards to year level differences, no significant
difference existed considering the participants’ cyber bullying perpetration and cyber
bullying victimization scores. In the same way, the participants did not significantly
differ in cyber bullying perpetration motives and personality trait variables when their
year level was taken into consideration. When bivariate correlations among the study
variables were considered, all of the variables were found significantly correlated with
each other except for the correlation between online disinhibition and harm and the

correlation between online disinhibition and narcissism.
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Considering the model testing, the tested measurement model fitted to the data well, and
all of the items and item parcels as indicators were significantly related to the latent
variables. And, the results of the multigroup invariance analysis revealed that the final
structural model of this study was equivalent across females and males. When findings
of the final hypothesized model were taken into account, personality traits, overall,

seemed to be related to the motives behind cyber bullying others.

More specifically,

1. As the participants became more disinhibited online, they tended more to cyber
bully others for entertaining themselves. Nevertheless, moral disengagement,
narcissism and aggression were not found related to the entertainment motive of
cyber bullying perpetration.

2. The more the participants’ moral disengagement and aggression levels increased,
the more they were more likely to cyberbully others for taking revenge. But,
online disinhibition and narcissism were not found related to the revenge motive
of cyber bullying perpetration.

3. When the moral disengagement and aggressive tendencies of the participants
increased, the possibility of their harming others by cyber bullying increased. On
the other hand, as the participants became more disinhibited online, they became
less motived to harm others by cyber bullying. Yet, narcissism was not found
related to the harm motive of cyber bullying perpetration.

4. The more the participants became morally disengaged and the more they had
narcissistic tendencies, they were more likely to cyber bully with the aim of
dominating others. Nonetheless, online disinhibition and aggression were not

found related to the dominance motive of cyber bullying perpetration.
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CHAPTER YV

DISCUSSION

The findings of this current research are discussed in this last chapter. In the first section
under this heading, the study findings are discussed in the light of the existing literature.
The second section outlines how the study findings serve for the theory, practice and
policy to intervene and prevent cyber bullying besides presenting the recommendations

for further research.

5.1.  Discussion of the Findings

The study findings were discussed in three sections below. While the discussions
concerning the descriptive findings were initially introduced, the second section outlined
the discussions about the findings related to the tested model, and the last section
discussed the specific hypotheses.

5.1.1. Discussion of the descriptive findings

The main goal of this study was not to explore the prevalence of cyber bullying among
university students. In fact, the representativeness of the study participants was quite
low. However, an interesting prevalence ratio was found in this research. The results of
this current investigation indicated that almost half of the study sample (49.7% in total;
46.7% was cyber bully-victims and 3.0% was pure cyber bullies), who were university
students, self-reported having cyber bullied someone twice or more as a perpetrator or a
victim in the previous six months. Up to now, Francisco et al., (2015) noted a prevalence
rate of 8% cyber bullying perpetration, and MacDonald and Roberts-Pittman (2010)

documented a rate of 8.6% cyber bullying perpetration among university-aged
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individuals. With higher prevalence ratios, Faryadi (2011), Dilmag (2009) and Aricak
(2009) found out cyber bullying perpetration prevalences of, respectively, 17.7%, 22.5%
and 19.7%. With a 47% of cyber bullying perpetrators, Kokkinos et al., (2014) reported
the highest rate of cyber bullying perpetration among the university youth. Considering
these prevalence rates, the ratio of cyber bullying perpetration found by this present
investigation was quite high considering the existent literature. Such a high prevalence
rate was quite surprising. This is because this high prevalence was found even after
participants who reported cyber bullying others only once were not included as the
perpetrators of cyber bullying. Previous research proposes usage frequency of ICTs
could be a significant predictor for cyber bullying perpetration (Erdur-Baker, 2010). In
line with this proposition, the high usage frequency of information and communication
technologies (ICTs) among the Turkish university-aged individuals (TUIK, 2014) can be

speculated as one of the possible reasons of this high rate of cyber bullying perpetration.

Gender differences in cyber bullying perpetration has been a hot topic of debate in cyber
bullying literature, and this present research examined whether female or male
participants cyber bullied others more. The results revealed that males engaged in cyber
bullying perpetration significantly more than females. This finding was compatible with
a group of international studies reporting males acting more as cyber bullies (e.g.,
Bauman et al., 2013; Bayraktar et al., 2014; Calvete et al., 2010; Doucette, 2013;
Francisco et al., 2015; Huang & Chou, 2010; Lapidot-Lefler & Dolev-Cohen, 2014; Li,
2006, Slonje & Smith, 2008; Wong et al., 2014). On the other hand, this finding was
conflicting with the research reporting that females were more acting as cyber bullies
(Beckman et al., 2013; Connel et al., 2014; Erdur-Baker & Tanrikulu, 2010; Rice et al.,
2015) or there was no gender difference between females and males in engaging cyber
bullying perpetration (Aricak, 2009; Balakrishnan, 2015; Holfeld & Leadbeater, 2015;
Monks et al., 2012; Patchin & Hinduja, 2006; Spears et al., 2015; Tokunaga, 2010;
Topcu et al., 2008; Williams & Guerra, 2007; Ybarra & Mitchell, 2004a).
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This finding, nevertheless, was overlapping with the great majority of the investigations
conducted with the Turkish youngsters. The Turkish cyber bullying literature seems to
suggest a male majority in cyber bullying perpetration. The number of studies reporting
males as cyber bullies (Akbulut & Eristi, 2011; Bastiirk-Akca et al., 2015; Eksi, 2012;
Erdur-Baker & Kavsut, 2007; Erdur-Baker & Topcu, 2009; Erdur-Baker, 2010; Erdur-
Baker, 2013; Karabacak et al., 2015; Ozden & Icellioglu, 2014; Pamuk & Bavli, 2013;
Sahin et al., 2012; Tanrikulu et al., 2015) is much more than the ones documenting no
difference (Aricak, 2009; Topcu et al., 2008) and the ones noting females behaving more
as cyber bullies (Erdur-Baker & Tanrikulu, 2010). So, why do the Turkish males cyber
bully others more than the Turkish females? In spite of the fact that there has not been
any longitudinal research yet, some researchers have offered some explanations for
possible the reasons underlying this difference. For example, Topcu and Erdur-Baker,
(2012), and Akbulut and Eristi (2011) noted that gender socialization processes males
experience in the society can explain this difference. While females are expected to
comply with the societal rules and to behave more compliant with the society, such
expectations are not necessary for the males because of the Turkish society’s dominant
patriarchal nature. Such an attitude may be one of the triggering causes why Turkish
males are cyber bullying others more. Moreover, males’ using digital technologies more
frequently besides being more skillful at online technology usage compared to the
females can be another potential reason to explain the male dominancy in cyber bullying
perpetration behaviors (Huang & Chou, 2010). Nevertheless, high usage frequency of
online technologies may not be the main reason why males act more as cyber bullies.
For example, empathy levels (Topcu & Erdur-Baker, 2012), risky Internet usage (Erdur-
Baker & Akbaba-Altun, 2010) and moral disengagement and aggression levels (Erdur-
Baker, Tanrikulu & Topcu, 2015) have been suggested as the mediators explaining the
underlying mechanism between being a male and being a cyber bully.

In addition to these, some researchers noted some important mediators that could explain
why Turkish males cyber bully others more. For example, Topcu and Erdur-Baker

(2012) proposed empathy as a potential mediating factor as a factor in gender difference
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in cyber bullying behaviors. In addition, Erdur-Baker and Akbaba-Altun (2010) found
that risky Internet usage played a mediating role in gender differences. Moreover, Erdur-
Baker, Tanrikulu and Topcu (2015) reported that moral disengagement and aggression
were two significant mediators explaining the gender differences in cyber bullying
perpetration. Therefore, empathy, safe internet use as well as moral disengagement and
aggression could be the mediators that can provide an explanation why males engage in

cyber bullying perpetration more than girls.

In this current investigation, a similar tendency of male dominancy was discovered in
terms of being more motivated to harm others, to establish dominance, to take revenge,
and to have fun via cyber bullying others. In other words, males in this study reported
significantly more tendencies to cyber bully others with the aims of harming,
dominating, revenging and entertaining. Therefore, males seem to gratify more needs/
motives by cyber bullying others. Since this gender difference in cyber bullying
perpetration motives was reported for the first time by this present research, it is difficult
to reach some conclusions about why such a difference exists. However, the above-
mentioned gender socialization processes between females and males may help to figure
out this gender difference in cyber bullying perpetration motives. That is, females may
feel more constraint and may limit their aggressive behaviors to gratify motives, so that
others in their offline and online social networks may not judge them as an aggressive
person. On the other hand, males may feel more relaxed to behave aggressively to
satisfy motives in online space, since being aggressive in physical or cyber settings is

more tolerable for their gender.

5.1.2. Discussion on the tested model

A structural model was hypothesized and tested in this present study. The general
hypothesis of this current research proposed that the hypothesized structural equation
model exploring the interplay between personality traits and cyber bullying perpetration

motives would fit the data. In line with this hypothesis, the interplay between the
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personality traits of cyber bullying perpetration which are online disinhibition, moral
disengagement, narcissism and aggression and motives of cyber bullying perpetration
which are entertainment, revenge, harm and dominance was examined in the model
tested. As one of the key findings of this current investigation, the results of the
Structural Equation Model test revealed that the tested model provided a good fit to the
data. The model, as a result, provided support for the general hypothesis. Therefore,
these results provided empirical support for the applicability of the Uses and
Gratifications Theory (UGT) (Blumler & Katz, 1974) as a theoretical framework in
understanding cyber bullying perpetration. Consistent with the UGT, significant
associations were found between the motives and the personality traits concerning cyber
bullying perpetration. In a previous study, Alonzo and Aiken (2004) reported some
empirical evidence suggesting about the usefulness of the UGT in providing a
theoretical background for conceptualizing cyber bullying perpetration. Yet, their focus
was specifically on flaming others which is one of the cyber bullying perpetration
behaviors. The current study extended Alonzo and Aiken’s (2004) research by mainly
considering several types of cyber bullying perpetration behaviors in combination. In
this respect, motives related to cyber bullying perpetration behaviors in general besides
the personality traits concerning bullying perpetration behaviors were included into the
model. For that reason, this current investigation is one of the pioneer studies providing
empirical support for the applicability of the UGT in the conceptualization of cyber

bullying perpetration behaviors.

As mentioned before, the literature on cyber bullying perpetration has been somewhat
inconsistent about whether females or males are more engaging in cyber bullying
perpetration (e.g., Balakrishnan, 2015; Rice et al., 2015; Wong et al., 2014). In addition,
males were found as cyber bullying others more than the females in this present study.
For these reasons, the integrity of the hypothesized tested model of this research was
checked across gender groups by structural invariance test. According to the results of

the structural invariance test, the model tested in this present investigation was
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equivalent for females and males. Hence, as an important finding, a further advantage of

the wider applicability of the proposed model was found in this study.

5.1.3. Discussion on the specific hypotheses

Of note to the reader, the relationships between the personality traits of the cyber bullies
and the motives of cyber bullying others have not been inspected beforehand in the
existing literature. These relationships were examined by this present investigation for
the first time in cyber bullying research. Since there were no previous research findings
to be able to directly cross-check the findings revealed by this present study, some
earlier research results were indirectly considered while discussing the study findings.

Hypotheses 1 to 4: These hypotheses assumed that cyber bullying others with the motive
of entertainment would be correlated to the personality traits of (a) online disinhibition,
(b) moral disengagement, (c) narcissism and (d) aggression. Only the first hypothesis
was supported by the data of this current research. That is, as the participants became
more disinhibited online, they tended more to cyber bully others for self-entertainment.
There is some indirect support in the literature regarding this relationship. The past
research reported that a higher tendency of online disinhibition was a significant
predictor of cyber bullying perpetration (Barlett, 2015; Gorzig & Olafsson, 2013; Udris,
2014; Veenstra, 2011; Wright, 2013; Wright, 2014). However, this study brought the
extant literature one step ahead by revealing that online disinhibition had a positive and
significant link with entertainment motive of cyber bullying perpetration.

As this investigation was one of the first research, it is difficult to determine the possible
reasons for this relationship. Perhaps, Suler’s (2004) explanations on the factors
regarding being disinhibited online may help reach some understanding about the
relationship between online disinhibition and cyber bullying others for fun. One of the
factors of online disinhibition suggested by Suler (2004) is dissociative anonymity. It

refers to splitting online and offline behaviors from each other by hiding or altering real
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identities, and not fully accepting the impacts of their online behaviors because of the
impact of being anonymous. With the impact of dissociative anonymity, cyber bullies
may not acknowledge the harmful influences of their cyber bullying perpetration
behaviors. They were anonymous, and the cyber bullying perpetration came true in
cyber space not in real life. Therefore, they may believe that they have the right to
entertain themselves online and may not be totally held responsible for the damaging
impacts of their behavior. Another aspect of online disinhibition noted by Suler (2004) is
asynchronicity. It is described as the inability of synchronously communicating with
others when online. Since people do not have to care about others’ immediate responses/
reactions to their behaviors due to the asynchronicity of the cyber space, they tend to
disinhibit more in online interactions. Cyber bullies cannot directly witness the
immediate consequences of their perpetration behaviors. Such an inability may hinder
the cyber bullies from realizing that their perpetration hurts the victims. Since they are
unaware of the immediate harmful impacts of their behavior, they may continue to

assume that they are having an entertainment although the victims suffer in reality.

Hypotheses 5 to 8: These hypotheses assumed that cyber bullying others with the motive
of revenge would be correlated to the personality traits of (a) online disinhibition, (b)
moral disengagement, (c) narcissism and (d) aggression. The results revealed that moral
disengagement and aggression were significantly and positively linked to taking revenge
from others via cyber bullying. In other words, the more the participants’ moral
disengagement and aggression levels increased, the more they were more likely to
cyberbully others for taking revenge. The earlier investigations presented results
indirectly supporting these associations. For instance, Kowalski et al., (2014), Perren
and Gutzwiller-Helfenfinger (2012), Postorino (2014), Robson and Witenberg (2013),
Sticca and Perren (2015), and Tanrikulu and Campbell (2015) reported that individuals
scoring higher on moral disengagement are significantly scoring higher on cyber
bullying perpetration as well. Concerning aggression, the extant investigations well
documented a significant linkage between being aggressive and cyber bullying others
(Ang et al., 2013; Aricak, 2009; Bayraktar et al., 2014; Calvete et al., 2010; Dilmag,
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2009; Fletcher et al., 2014; Lonigro et al., 2015; Ozden & Icellioglu, 2014; Roberto et
al., 2014; Schultze-Krumbholz & Scheithauer, 2009; Werner et al., 2010). Extending
these earlier research, this current investigation found that moral disengagement and

aggression had a significant relationship with cyber bullying others for taking revenge.

This study lacked empirical data to explain why there is an association between moral
disengagement and aggression and cyber bullying others with the motive of taking
revenge. Yet, some speculations can be made. Bandura’s (2002) cognitive mechanisms
on moral agency can provide an understanding regarding the relationship between moral
disengagement and cyber bullying perpetration. In line with Bandura’s propositions
(2002), cyber bullies may employ some cognitive mechanisms to justify their cyber
bullying conducts. By being previously exposed to traditional bullying (Dehue et al.,
2008; Konig et al., 2010), cyber bullying or any type of violence in physical or cyber
environments, cyber bullies may become motivated by feelings of vengefulness and may
morally justify their bullying acts on their earlier offenders. They may reason that they
have the right to fight against merciless bullies who victimized themselves in the past. In
addition to morally justifying their perpetration behaviors, cyber bullies may blame their
victims by asserting that victims provoked the feeling of revenge by formerly targeting

them.

As regards to the relationship between being aggressive and cyber bullying others with
the motive of take revenge, the characteristics of the aggressive individuals can help
understand this relationship. Aggressive individuals are reported being prone to be
revengeful and tend to overcome frustrations with force (Bergman et al., 2007). These
tendencies may cause victimized aggressors to engage in cyber bullying perpetration to
take vengeance. With respect to this assumption, Konig et al., (2010) reported that
vengefulness is a common trait of cyber bullies having a tendency to victimize their
earlier perpetrators who traditionally bullied them. In addition to targeting their previous
traditional bullying perpetrators, cyber bullies can perpetrate their former online

perpetrators as well. This may be because cyber bullying perpetration may serve as
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effective, speedy, safer and more diverse chances to take vengeance from others who

challenged them in real-life or online settings.

Hypotheses 9 to 12: These hypotheses assumed that cyber bullying others with the
motive of harming others would be correlated to the personality traits of (a) online
disinhibition, (b) moral disengagement, (c) narcissism and (d) aggression. According to
the results, moral disengagement and aggression were significantly and positively
related to harming others via cyber bullying. This finding suggested that the more the
participants’ moral disengagement and aggression levels increased, the more they were
likely to cyber bully others for harming. As mentioned in the paragraphs above, some
past investigations provided empirical support for the relationship between moral
disengagement and cyber bullying perpetration (e.g., Sticca & Perren, 2015) in addition
to the association between aggression and cyber bullying perpetration (e.g., Bayraktar et
al.,, 2014). However, to the best of the researcher’s knowledge, no research has yet
investigated the links between moral disengagement, aggression and harming others as a
motive of cyber bullying others. Moreover, this present study did not have any empirical
data to answer the question of how moral disengagement and aggressiveness can be
linked with cyber bullying perpetration motive of harm.

The reason behind the relationship between moral disengagement and cyber bullying to
harm others can be because of the cognitive mechanisms of moral agency suggested by
Bandura (2002). Unable to observe the direct influences of their perpetration in cyber
environments, cyber bullies may become more morally disengaged since they may
believe that they are posing no harm or somewhat less harm on the victims. By
comparing themselves with others, cyber bullies may conclude that other individuals are
physically, verbally or relationally stronger than themselves; thus, if they do not inflict
harm others, they will become victimized sooner or later. Furthermore, if cyber bullies
dehumanize their victims as “losers” or “freaks”, they may think that such people
naturally deserve being harmed as they are not normal human beings. Or by relabeling

their perpetration as “teaching a lesson” to the victim rather than a harmful conduct,
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cyber bullies may not consider their behaviors as harmful because they may believe that

their aim is not to harm the victim but to teach a lesson.

Some speculations can be made about the association between aggression and being
motivated to harm others by cyber bullying. Cyber platforms are providing newer
opportunities for the individuals to reveal their aggression as cyber bullying. With the
help of cyber bullying, aggressive actions are not limited to time and space; and the
aggressive cyber bullies can harm others whenever and wherever they like. Besides, the
incidents of cyber bullying naturally exist online and continue to repeat in the cyber
environments. Hence, an infinite number of people can become involved or witness the
cyber bullying incident. Additionally, cyber bullying ensures easier and less risky ways
of displaying aggression to the cyber bullies since they can easily become anonymous
and hide behind fake identities to target their victims. In parallel with this last
assumption, aggressors reported that they preferred cyber bullying as it was easy and
less risky (Compton et al., 2014; Topcu et al., 2013; Varjas et al., 2010).

Although the relationships between moral disengagement, aggression and cyber bullying
perpetration motive of harm were as anticipated, an unexpected finding was detected in
the link between online disinhibition and cyber bullying others with the motive of harm.
Online disinhibition was significantly but negatively correlated to engaging in cyber
bullying to harm others. Given that this present study was one of the first investigations,
it is not easy to shed some light on this unanticipated finding. Online disinhibition was
assumed to provide individuals the courage to behave more aggressive, less fearful,
more courageous and more dissociative while online. Contrary to this anticipation,
individuals with higher levels of online disinhibition may become more vulnerable
against the risks in cyber space. Therefore, greater levels of online disinhibition may
increase the likelihood of cyber bullying victimization rather than cyber bullying

perpetration.
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Hypotheses 13 to 16: These hypotheses assumed that cyber bullying others with the
motive of domination would be correlated to the personality traits of (a) online
disinhibition, (b) moral disengagement, (c) narcissism and (d) aggression. The second
and the third hypotheses were confirmed by the findings of this research. In other words,
moral disengagement and narcissism were significantly and positively associated to
cyber bullying with the aim of dominating others. Some indirect empirical evidence
exists about these relationships. For example, a group of researchers have documented
that the higher levels of moral disengagement is a significant risk factor for cyber
bullying others (Kowalski et al., 2014; Robson & Witenberg, 2013), and another group
of researchers have found that a higher tendency of narcissism was as a significant
predictor of cyber bullying perpetration (Ang et al., 2010; Eksi, 2012; Fanti et al., 2012;
Fanti & Henrich, 2015; Goodboy & Martin, 2015). The results of this current
investigation extended these former studies by identifying significant relationships
between moral disengagement, narcissism and cyber bullying perpetration.

Perhaps, Bandura’s (2002) cognitive mechanisms of moral disengagement can provide
some understanding. Bandura’s (2002) explanations on cognitive mechanisms of moral
disengagement can be applied to why individuals with higher levels of moral
disengagement more tend to cyber bully to establish dominance over others. Dominant
in face-to-face communications, cyber bullies may consider that it is also their right to
dominate others in cyber environments. On the other hand, some other cyber bullies may
believe that although they are physically, verbally or relationally disadvantaged in face-
to-face environments, they are technologically savvy and highly skillful in interactions
online platforms. Such cyber bullies may like to dominate online settings by
demonstrating their superiority in technology use. These cyber bullies may justify their
harmful conducts by asserting that they have the right to dominate the online
environments since others are using their physical power to dominate the physical

environments.
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Concerning the relationship between narcissism and dominating others by cyber
bullying, there is no existent study providing some evidence in cyber bullying research.
However, some evidence regarding this association was reported by the study of
Reijntjes et al., (2015) exploring traditional bullying. Reijntjes et al., (2015) reported
that young people with higher levels of narcissism as well as greater levels of engaging
in traditional bullying perpetration are seeking for social dominance in their relationship
with others. The characteristics of the individuals with higher tendencies of narcissism
may help conceptualize the relationship between narcissism and cyber bullying others
for dominance. Thomas (2012) posits that narcissistically tended individuals are more
likely to be manipulative and seeking for social status and authority over others in their
interpersonal relationships. In line with Thomas’ (2012) proposition, cyber bullies may
like to establish dominance by demonstrating their superiority in technology usage, by
embarrassing online contacts whom they dislike, by manipulating online
communications and by indicating that they are important and authoritative in cyber

platforms.

5.2.  Implications of the Findings and Recommendations for Further Research

Before discussing the specific implications of the findings of this present study, some
general recommendations for the future studies should be made for the research on cyber
bullying. There has been a recent interest on the longitudinal research designs to unravel
cyber bullying experiences of the youth (e.g., Barlett, 2015; Hemphill, Kotevski, &
Heerde, 2015). Yet, the existent cyber bullying literature seems to be dominated by one-
shot survey designs, and the number of the longitudinal investigations assessing cyber
bullying is quite limited. Hence, more longitudinal research is welcomed in cyber
bullying literature. Besides the longitudinal research designs, some researchers recently
have begun to examine cyber bullying and develop prevention methods via experimental
research designs. As the most contemporary examples, in their experimental research
design works of Garaigordobil and Martinez-Valderrey (2015), and Tanrikulu, Ko¢ and
Aricak (2015) provided favorable evidence about the efficacy of different computer-
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based programs as tools for cyber bullying prevention. Thus, future experimental
research design studies are recommended involving different approaches to uncover
cyber bullying more and have a clearer understanding about how to intervene and
prevent it. As a further suggestion for the future studies, researchers can turn their
attention to the non-involvers of cyber bullying. The non-involvers are the individuals
who have neither engaged in cyber bullying perpetration nor were ever victimized.
Traditionally, the researchers have paid great attention to the cyber bullies as well as the
cyber victims, and they considered the non-involvers to make comparisons. Yet, non-
involved individuals can provide significant rich data for the researchers aiming to
understand the mechanisms behind avoiding being involved in cyber bullying as a bully

or victim.

Implications of the findings of this present study can be grouped within four categories:
(1) implications for the theory, (2) implications for the research, (3) implications for the
practice, and (4) implications for the policy. Recommendations for the future studies

were presented for each category.

5.2.1. Implications for the theory

The findings of this investigation have significant implications for the theory in cyber
bullying literature. This current study was guided by the Uses and Gratification Theory
(UGT) to have a basis on a firmer theoretical background. The findings revealed in this
study yielded empirical support for the applicability of the UGT in conceptualization of
cyber bullying perpetration. That is, this study’s model built in accordance with the UGT
showed that the personality traits of the cyber bullies had a predictive power on the
motives of their cyber bullying perpetration. However, in addition to Alonzo and Aiken
(2004) who tested the UGT in flaming behaviors, this study was the only attempt to
employ the UGT as a theoretical map. Therefore, more research is certainly needed to
validate the role of the UGT in understanding cyber bullying perpetration behaviors.

Furthermore, given that the study participants of this research were university students,
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the future studies should involve different age groups to test the utility of the UGT.
Young individuals ranging from elementary school to university self-reported having
bullied others online (e.g., Arslan et al., 2012; Kokkinos et al., 2014). Therefore, more
empirical evidence from different age groups about the utility of the UGT as a
theoretical framework can be obtained to explain cyber bullying perpetration.

Moreover, besides the UGT, three additional theories aiming to explain cyber bullying
perpetration have been formerly regarded by the researchers. These theories were the
General Strain Theory (Agnew, 1992) performed by Patchin and Hinduja (2011),
Theory of Reasoned Action (Ajzen & Fisbein, 1980) utilized by Doane et al., (2014) and
the Theory of Planned Behavior (Ajzen, 1991) applied by Heirman and Walvare (2012)
and Pabian and Vandebosch (2014). The common feature of these four theories as well
as the present investigation is their focus on the individual. They have so far examined
the role of individual personality traits, individuals’ strains in daily life and individuals’
behavioral intentions in cyber bullying perpetration behaviors. However, cyber bullying
is a social phenomenon happening between individuals in online settings, and it includes
a number of variables including the individual, peers, family as well as the society. Yet,
the social side of the cyber bullying behavior is missing in the existent theoretical
conceptualizations. Therefore, future studies should consider theories aiming to explain
cyber bullying perpetration in a broader social context. In this respect, Social-Ecological
Model (Bronfenbrenner, 1979) can be suggested as a potential theoretical framework

which may have applicability in conceptualization of cyber bullying perpetration.

5.2.2. Implications for the research

A number of implications for the research can be made. To begin with, the findings of
this current investigation have brought attention to the need for more research on cyber
bullying perpetration. Unfortunately, examination of the nature and the extent of cyber
bullying appear to have been somehow ignored by the researchers since they have

mostly explored cyber victimization. Nevertheless, if researchers aim to create effective
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methods to intervene and prevent cyber bullying among youngsters, one of the best ways
can be preventing cyber bullying before it happens. Focusing on the perpetrators of the
cyber bullies can be suggested as an efficient strategy to stop cyber bullying before it
happens. With these in mind, this current study aimed to achieve a greater understanding
about cyber bullying perpetration and examined the associations among cyber bullying
perpetration motives and personality traits of the cyber bullies. The findings showed that
the personality traits of the cyber bullies had a significant relationship on the motives of
cyber bullying others. Therefore, the results of this current study imply that researchers
make use of certain personality traits to identify potential cyber bullies. By this way,
cyber bullies can be easily helped, and cyber bullying can be prevented before it

happens.

Furthermore, among 1281 university-aged participants of this investigation, almost half
of them (49.7%) self-reported having bullied someone online in the last six months. This
finding suggests that cyber bullying perpetration is quite widespread among university
students. Even though cyber bullying experiences of the university students have been
previously explored (e.g., Faryadi, 2011; Francisco et al., 2015), relatively less is known
about the nature of cyber bullying perpetration among the students in higher education.
For that reason, more research is welcomed to extend the knowledge regarding cyber
bullying perpetration among university students. Additionally, the results of this
investigation revealed that 49.7% of the participants reported concurrently acting as both
bullies and victims in cyber bullying incidents. This implies that there is a close
relationship between being a perpetrator and a victim of cyber bullying. Hence,
researchers interested in designing prevention and intervention studies should be aware
of this likely association between young individuals’ coexisting roles of being a

perpetrator and a victim.

Moreover, this study revealed that male participants cyber bullied others, and were
exposed to cyber victimization significantly more than the females. The well-beings of

the participants were not examined in this study. Yet, the existing studies have well
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documented that young individuals who are involved in cyber bullying as a bully or
victim are not in good conditions in terms of psychological well-being, mental health,
social relationships, physical well-being as well as school success (e.g., Crosslin &
Crosslin, 2014: Faucher et al., 2014; Kubiszewski et al., 2013; Schenk et al., 2013). In
addition, male individuals have been known less likely to engage in help-seeking
behaviors from health professionals, despite the several physical, psychological or
behavioral difficulties they experience in daily life, (Galdas, Cheater, & Marshall, 2005).
Given these information, male cyber bullies can be concluded to be in more
psychological or physical pain, but to be less likely to ask for help to avoid the negative
impacts of cyber bullying involvement. Therefore, whether and how male cyber bullies
engage in help-seeking behaviors require the further attention of the researchers. If
efficient strategies to provide more psychological or physical help can be created for the
male cyber bullies, the likelihood of being involved in cyber bullying can be decreased
for the males.

5.2.3. Implications for the practice

In addition to the aforementioned theoretical and the research-related implications, this
present research has a number of implications on the practice. Considering the
prevalence of cyber bullying among the university students, the Council of Higher
Education (YOK) can develop strategies to prevent cyber bullying among the students in
the higher education level. For the academic personnel, YOK can develop educational
information programs and services in order to inform them about the nature, the extent
and the risks of being involved in cyber bullying. In addition, ethics in information and
communication technology usage can be presented as a topic in computer classes at
university level. With the help of such strategies suggested by the Council of Higher
Education, a more comprehensive awareness can be achieved, which can enhance the

effectiveness of the cyber bullying prevention and intervention programs.

163



Furthermore, counseling professionals working at university counseling centers should
develop strategies to provide counseling help to the individuals who are involved in
cyber bullying. By taking the findings about the gender differences discovered in terms
of cyber bullying perpetration behaviors in this present investigation, counselors can
benefit from this study in a number of ways. First of all, in the counseling help process,
significant importance can be placed by the counselors on the male individuals who are
less likely to engage in help-seeking behaviors. Psycho-educational group interventions
particularly designed for the males can be developed by the counselors as a possible
method to provide professional counseling help. In addition to these, significant
information was provided for the counselors with regards to the relationship between the
personality traits and cyber bullying perpetration. The results of this present
investigation indicated that individuals are cyber bullying others with certain motives
such as entertainment, revenge, harm or dominanace. Therefore, while helping a cyber
bully, the motives of the cyber bully is one of the intial questions that counselors should
search for an answer. Having a deeper understanding the motives of cyber bullying
perpetration behvaiors can help the counselors respond more effectively to their
individual needs of the cyber bullies. Moreover, the findings of this current study
demonstrated that the personality traits of the cyber bullies have a significant impact on
engaging in as well as motives of cyber bullying perpetration. For this reason, while
helping a cyber bully, counselors should be knowledgeable about the personality traits of
their cyber bully clients. Counselors can use the existing personality assessment
instruments to have a clearer idea about their cyber bully clients. By this way, the clients
can gain more awareness about the links between their personality traits and their cyber

bullying pereptrations conducts.

University counseling centers should also take cyber bullying seriously, and should
develop strategies to raise awareness about cyber bullying. In the awareness raising
procedures, researchers need to take the lead, and explain the nature and the extent of

cyber bullying among university-aged individuals. The more the awareness increases
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about cyber bullying, the more the prevention and intervention programs can be

effective.

In addition to the university counseling centers and the counselors, university
managements should be aware that cyber bullying involvement as bully or victim can
negatively influence their students in terms of mental health, poor psychological well-
being, problems of interpersonal relationships in addition to the poor academic success.
University managements should also remind that existence of cyber bullying among the
university students can also negatively affect the safety of the atmosphere in a
university. Therefore, it is of high importance that university managements cooperate

with the researchers to develop and implement policies against cyber bullying.

Another implication of this study on practice is about providing counseling help for the
university students who have cyber bullied others online. The findings of this present
research imply that the desire to accomplish certain motives can trigger university
students to cyber bully others, and the personality traits of the university students have a
significant role in their cyber bullying perpetration behaviors. Therefore, while working
with clients at university settings, counselors should be aware of the fact that individuals
with certain personality characteristics such as aggression, moral disengagement, online
disinhibition or narcissism may be more prone to cyber bullying perpetration besides
other aggressive behaviors. Counselors should also remind that individuals use cyber
bullying as a means to actualize certain motives such as harm, revenge, entertainment or
dominance. Considering this relationship, counselors can develop and implement

psychoeducational group interventions to prevent cyber bullying in university level.

This investigation also contributed to the practice by providing awareness for the parents
of the university students. Parents should be informed that although their children are at
university level, they are not away from the dangers of cyber bullying. Parents need to
be assisted to be knowledgeable about the nature, the extent and the impacts of cyber

bullying involvement in order to be conscious and to provide help for their children.
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Nonetheless, there is a gap in the literature in term of involving the parents of the
university students in cyber bullying prevention approaches. Future investigations can
fill this gap by involving the parents of the university students in their prevention and
intervention model of cyber bullying. Besides parents, the findings of this current study
point out the need regarding the awareness for the university academic staff. There has
been a recent interest in using information and communication technologies (ICTs) in
the university classroom (e.g., Baran, 2014). Yet, the university academic staff should be
aware of the fact that university students may also cyber bully others by ICTs in addition
to using ICTs for educational purposes. Hence, the university academic staff should
inform and encourage the university students about the ethical and conscious use of
ICTs.

5.2.4. Implications for the policy

This present investigation also has implications for the policy concerning cyber bullying.
Fighting against cyber bullying with the help of individual researchers, individual
practitioners at schools or universities may not be definitely effective. For this reason,
large scale policies involving stakeholders from different disciplines, institutions or
backgrounds are required. Given that all universities in Turkey are led by the Council of
Higher Education (YOK), strategies to prevent cyber bullying among the students in the
higher education level can be created by the Council of Higher Education. More
comprehensive awareness can be achieved, and thus, the effectiveness of the cyber

bullying prevention and intervention programs can be improved.

Researchers from different parts of the world such as Australia (Butler et al., 2011),
United Kingdom (Marczak & Coyne, 2010) or United States (Gillespie, 2006; Hinduja
& Patchin, 2011) have begun to discuss the legal aspects of the cyber bullying. As well
as suggesting possible legal solutions, they have underlined the fact that authorities are
responsible for providing safe environments in educational settings whether it is a school

or university. Such countries have developed and implemented national strategies and
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policies against aggressive behaviors like cyber bullying at school or university level.
There has been a recent interest about cyber crimes such as online fraudery or
blackmailing and cyber security policies in Turkey (Hekim & Basibiiyiik, 2013), but
Turkey does not yet have specific policies to tackle with cyber bullying. For this reason,
it is high time a national policy against cyber bullying at educational settings was

created and implemented in Turkey.

5.3.  Conclusion

With its focus on the perpetrators of cyber bullying, this present research pointed out to
the fact that understanding more about cyber bullying perpetration is essential for
developing effective prevention and intervention strategies against cyber bullying. If a
deeper understanding can be achieved about cyber bullies, they can be professionally
approached and helped. With the help of such inclusive strategies aimed at cyber bullies,
cyber bullying can be stopped before it happens. Consequently, fewer young individuals
may suffer as cyber victims. Moreover, the findings of this present investigation
revealed that cyber bullying perpetration is quite common among university students.
This implies that starting from elementary school, cyber bullying continues existing in
older ages as well; and thus, university-aged young individuals are not immune from the
risks of being involved in cyber bullying. Therefore, conceptualizing cyber bullying
seems to require a perspective which should involve the nature of cyber bullying at the
early and the later ages of the individuals. All in all, significant associations were
identified between personality traits (online disinhibition, moral disengagement,
narcissism and aggression) and cyber bullying perpetration motives (entertainment,
revenge, harm and dominance) in this current research. This suggests that the personality
traits of the cyber bullies are important indicators presenting cues about the interplay
between which individulas engage in cyber bullying with which motives. Therefore,
learning more about the personality traits and the motives of the cyber bullies offer
significant opportunities to the researchers who aim to prevent youngsters suffer from

cyber bullying.
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Appendix B: Author Permission for Translating and Adapting the Online

Disinhibition Scale

Dear Ibrahim,

Hereby I'll send you our instrument: the online disinhibition scale (Kerstens, J., Jansen,
J. & Veenstra. S., 2011). We created this scale ourselves, based on studies about

the online disinhibition effect (e.g. Suler, 2004). Some of the items we used can also be
found in studies on Social Anxiety in relation to Internet use ( e.g. Valkenburg, P. M.,
Schouten, A.P., & Peter, J. (2005). Adolescents’ Internet-based identity experiments: An
exploratory survey. New Media and Society, 7, 383-402.).

The core concept of the online disinhibition effect refers to a loosening of social
restrictions and inhibitions that would otherwise be present in normal face-to-face
interaction during interactions with others on the Internet.

In our research the scale has a Cronbach Alpha 0.85. The scale consists of 7 items.

We wish you all the best with your study! We would be pleased to receive a publication

on your research in due course.

Kind regards,
Joyce Kerstens, February 6, 2012

Drs J. Kerstens

Senior researcher in Cybersafety, NHL University of Applied Sciences
Phone: +31 (0)58-2512.329

E-mail: j.kerstens@ecma.nhl.nl

URL: www.nhl.nl/cybersafety

Cybersafety network: www.cyren-jeugd.nl
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Author Permission for Translating and Adapting the Propensity to Morally

Disengage Scale

Hi Ibrahim,

You may absolutely use the scale. Though we did it online, below are the instructions
and the items we used (the JAP article clarifies which 24 items were used in the

final scale based on the psychometrics, which are also reported in the article).

You might also decide to use a shorter scale, which you can find in the attached article
that was published in Personnel Psychology. It presents more extensive psychometric
evidence. As an author on that, I can tell you that you can certainly use that scale in

whatever research you want.

Best wishes.

Jim
September 20, 2013

Jim Detert

Associate Professor of Management
Johnson Graduate School of Management
Cornell University

342 Sage Hall, Ithaca NY 14853
jdetert@cornell.edu; 607-255-2501

http://www.johnson.cornell.edu/Faculty-And-Research/Profile.aspx?id=jrd239
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Author Permission for Using the 16-item Narcissistic Personality Inventory

Merhaba,
16 maddeli Narsistik Kisilik Envanteri’ni tabiki kullanabilirsiniz, 6l¢ekle ilgili elimde

bulunan belgeleri ekte yolluyorum, kolayliklar dilerim,

1yi glinler

Digdem Temel Giindiiz
2 Subat 2012
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Author Permission for Translating and Adapting the 12-item Aggression

Questionnaire

Dear Ibrahim:

Thank you for your interest in the short form of the Buss-

Perry AggressionQuestionnaire (AQ), which Bruce Smith and | developed and published
in 2001 (Bryant & Smith, 2001).

I am pleased to give you permission to use the short form of the AQ in your research.

In response to your request, | have attached two Word documents -- one containing an
electronic version of the 12-item short form of the AQ; the other, detailed instructions
for scoring the short form of the AQ.

Note that the version of the short form of the AQ that | have attached here (and the
instructions for scoring the short form of the AQ) uses the original 5-point response
scale that Buss and Perry used, rather than the 6-point response scale that Bruce Smith
and | used. Feel free to modify the response scale to a 6-point format, if you wish to use
this alternative response scale.

| have also attached an electronic reprint of my original 2001 article with co-author
Bruce Smith reporting the development and validation of the short form of the Buss-
Perry AQ.

Thanks again for your interest in my work on the AQ.

I wish you all the best with your interesting research. Please send me a copy of the
Turkish version of the short form of the AQ after you have created it, and let me know
what you find in your research.

Sincerely,

Fred
Fred B. Bryant, Ph.D.

September 18, 2013
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Appendix C: Sample Items for Revised Cyber Bullying Inventory for University
Students

1. izin almadan, kisisel bilgisayar veya akilli telefondaki bilgileri (dosya, fotograf,
yazili mesaj kayitlar1 vb.) almak

2. Internette tehdit iceren, utandirici, kirict mesajlar gondermek

3. Kiigiik disiiriicti bir mesaji, fotografi veya video goriintiisiinii sanal ortamda

izinsiz paylasmak
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Appendix D: Sample Items for Cyber bullying Perpetration Motives Scale

Birinci kisimdaki davramisi/davramislar (siber zorbalik davranislarr) yaptim
CUNKU ...

1. Teknoloji kullanmadaki iistiinligimii gostermek istedim.

2. Eglenmek istedim.

3. Davranisi yaptigim kisiye zarar vermek istedim.

4

. Bana zarar veren birisinin ac1 ¢ekmesini istedim.
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Appendix E: Sample Items for the Turkish Version of the Online Disinhibition

Scale

1. Internette kendimi ifade etmek gercek hayatta kendimi ifade etmekten daha
kolaydir.

2. Gergek hayatta konugmaktan ¢ekindiklerimi, internette rahatlikla konusurum.

3. Gergek hayatta yapmaya cesaret edemeyecegim seyleri internette yaparim.
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Appendix F: Sample Items for the Turkish Version of the Propensity to Morally

Disengage Scale

1. Onemsediginiz insanlar1 korumak icin sdylenti yaymakta bir sakinca yoktur.
2. Etrafindakiler de yapiyorsa, insanlar yaptiklar1 yanlis seyler i¢in suglanamazlar.

3. Kotii muamele goren insanlar genellikle bunu hak edecek bir seyler yapmislardir.
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Appendix G: Sample Items for 16-item Narcissistic Personality Inventory

1. flgi odag1 olmay1 gercekten severim.

flgi odag1 olmaktan rahatsizlik duyarim.

2. Ben herkes gibi birisiyim.

Ben olagandis1 biriyim.

3. Baskalarindan daha yetenekliyimdir.

Bagkalarindan 6grenebilecegim ¢ok sey var.
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Appendix H: Sample Items for the Turkish Version of the 12-item Aggression

Questionnaire

1. Olan biten seylere neden bu kadar kizdigimi bazen anlamiyorum.
2. Ofkemi kontrol etmekte zorlanirim.

3. Cabuk 6fkelenirim ama ¢abuk da sakinlesirim.
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Appendix I: Scatterplot
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Regression Standardized Residual

Regression Standardized Residual

Appendix J: Residual Plots
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Regression Standardized Residual
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Appendix M: Turkish Summary

TURKCE OZET

SIBER ZORBALIK YAPMA MOTIVLERI iLE KiSILIK OZELLIKLERI
ARASINDAKI ILISKILER: KULLANIMLAR VE DOYUMLAR KURAMINI
TEST ETME

GIRIS

Bilgi ve iletisim teknolojilerinin yayginlagsmasiyla beraber, ¢ocuklar ve gengler “siber
zorbalik” ad1 verilen ¢evirimigi bir saldirganlik davranisin1 yasamaya basladilar. Siber
zorbalik “elektronik veya digital teknolojiler araciligiyla baskalarina zarar veya
rahatsizlik vermeyi hedefleyen ve tekrar eden davranislar’olarak tanimlanmaktadir
(Tokunaga, 2010, s. 278). Amerika (Bauman ve Newman, 2013), Avustralya (Campbell,
Spears, Slee, Butler, ve Kift, 2012) veya Yunanistan (Kokkinos, Antoniadou, ve
Markos, 2014) gibi farkli ilkelerde yapilan yapilan arastirmalar, siber zorbaligin
cocuklar ve gencler arasinda goriilen uluslarasi ve kaygi verici bir sorun oldugunu

gostermektedir.

Bu arastirmanin kuramsal arka plan1 Kullanmimlar ve Doyumlar Kurami’na (Blumler ve
Katz, 1974) dayanmaktadir. Bu nedenle, bu ¢alismada ele alinan degiskenler Kullanilar

ve Doyumlar Kurami’nin 6ngordiigii bicimde olusturulmustur.

Orijinalinde bir iletisim/ medya kurami olan Kullanimlar ve Doyumlar Kurami (Blumler
ve Katz, 1974) bireylerin iletisim/ medya araglarini neden ve nasil kullandiklarini
aciklamay1 hedeflemektedir. Kullanimlar ve Doyumlar Kurami’na gore, (a) kisiler
iletisim/ medya araglarin1 bir amaca yonelik olarak kullanirlar, (b) kisiler iletisim/
medya araclarim1 kullaniminda aktif rol oynarlar, (c¢) kisiler iletisim/ medya araglarini

bilingli bir sekilde, bazi motivlerini/ gereksinimlerini karsilama amaciyla kullanirlar
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(Alonzo ve Aiken, 2004; Ruggiero, 2000). Bu temel prensiplerin yaninda, Kullanimlar
ve Doyumlar Kurami’na gore, bireylerin kisilik ozellikleri iletisim/ medya araglarinin

kullaniminda 6nemli bir rol oynamaktadir.

Siber zorbalik davranis1 géz oniinde bulundurularak yukarida sozii edilen prensipler bu
calismaya uyarlanmistir. Yapilan uyarlamaya gore, (a) kisiler bilgi ve iletisim
teknolojilerini belirli bir amaca yonelik olarak yani siber zorbalik yapmak i¢in
kullanirlar, (b) kisiler bilgi ve iletisim teknolojilerini kullanirken aktiftirler ve siber
zorbalik yapip yapmayacaklarina kendileri karar verirler, (c) kisiler bilgi ve iletisim
teknolojilerini bilingli bir sekilde, bazi motivlerini/ gereksinimlerini karsilama amaciyla
siber zorbalik yapmak icin kullanirlar. Bu temel prensiplerle beraber, bireylerin kisilik
ozellikleri bilgi ve iletisim teknolojilerini siber zorbalik yapma amaciyla kullaniminda

onemli bir rol oynayabilir.

Bu arastirma, Alonzo ve Aiken’in (2004) bir siber zorbalik davranisi ¢esidi olan “ortami
kizistirma (flaming)” davranis1 ile Kullanimlar ve Doyumlar Kurami’n1 ampirik olarak
test ettigi caligmay1 temel almistir. Alonzo ve Aiken’in (2004) ¢alismasinda, bireylerin
kisilik 6zelliklerinin ile onlarin ortami kizistirma davranisi yapma motivleri arasindaki
iliskileri smanmistir. Alonzo ve Aiken’in (2004) aragtirmasini dikkate alarak, bu
aragtirmanin  Yapisal Esitlik Modeli’ni olustururken ilk Once siber zorbalik yapma
motivleri belirlenmis ardindan da siber zorbalik yapan bireylerin kisilik 6zelliklerinin

neler oldugu alan yazin dikkate alinarak belirlenmistir.

Bu calismaya dahil edelicek siber zorbalik yapma motivlerini belirlemek i¢in ilkin siber
zorbaligin operasyonel tanimindan faydalanmistir. Siber zorbaligin alanyazininda
tizerinden hem fikir olunan iki konu siber zorbaligin zarar verme amaciyla yapilmasi ve
siber zorbalik davramiginda zorba ile magdur arasinda bir gii¢ esitsizligi olmasidir
(Dooley, Pyzalski, ve Cross, 2009; Hinduja ve Patchin, 2008; Kuhlman, Pieschl, ve
Porsch, 2013; Langos, 2012; Menesini ve dig., 2012; Nocentini ve dig., 2010;

Vandebosch ve Van Cleemput, 2008). Bu nedenle, zarar verme motivini ve istiinliik
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kurma motivini bu ¢alismada arastirilicak ilk iki motiv olarak belirlendi. Zarar verme ve
ustiinliik kurmayla birlikte 6¢ almak motivini ve eglenme motivini de bu calismada
arastirilicak diger iki motiv olarak belirlendi. O¢ almak motivinin (Dehue, Bolman, ve
Vollink, 2008; Konig, Gollwitzer, ve Steffgen, 2010; Shapka ve Law, 2013; Topcu ve
dig., 2013; Zhou ve dig., 2013) ve eglenme motivinin (Baas ve dig., 2013; Englander,
2008; Gradinger ve dig., 2011; Rafferty ve Vander Ven, 2014) se¢ilmesinde bu iki
motivin alanyazinda en sik tekrarlanan siber zorbalik motivi olmalar etkili olmustur.
Sonug olarak bu arastirmada, zarar verme motivi, tistiinliik kurma motivi, 6¢ alma motivi

ve eglenme motivi olmak tizere dort siber zorbalik motivi ele alinmistir.

Motivlerin belirlenmesinin ardindan bu arastirmaya degisken olarak katmak i¢in siber
zorbalarin kisilik oOzelliklerinin neler oldugunu belirlemek gerekiyordu. Bunun i¢in
alanyazin detayli bir sekilde gézden gecirilmistir. Fakat, alan yazin siber zorbalarin
kisilik 6zelliklerine yonelik olarak bir¢oksayida kisilik 6zelligini raporlamaktadir. Bu
nedenle siber zorbalarin kisilik 6zelliklerini belirlemek icin bazi kriterler géz 6niinde
bulundurulmustur. Segilecek kisilik  ozellikleri 6ncelikle alanyazin tarafindan
raporlanmak zorundaydi. Daha da oOnemlisi, secilecek kisilik 6zellikleri daha oOnce

belirlenen siber zorbalik motivleri ile kuramsal olarak iligkili olmak zorundaydi.

Yukarida soz edilen iki kriter dikkate alindiginda, “cevirimici disinhibisyon” ilK kisilik
Ozelligi olarak bu arastirmaya dahil edildi. Cevirimi¢i disinhibisyon, kisilerin ¢evirimigi
ortamdayken kendilerini sosyal kisitlamalardan ne kadar kopuk veya uzak diistindiikleri
veya davrandiklaridir (Kerstens ve Stol, 2014; Suler, 2004). Cevirimigi disinhibisyon
kisilik 6zelligi ile siber zorbalik yapma davranisi arasinda pozitif ve anlaml iliskiler
onceki caligmalar tarafindan raporlanmistir (Barlett, 2015; Gorzig ve Olafsson, 2013;
Udris, 2014; Veenstra, 2011; Wright, 2013; Wright, 2014). Bu arastirmada, ¢evirimigi
disinhibisyon kisilik 6zelliginin, zarar verme motivi, listlinliikk kurma motivi, 6¢ alma

motivi ve eglenme motiviyle anlamli ve pozitif yonde bir iliski kurmasi beklenmistir.
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“Ahlaki degerlerden soyutlanma” ikinci kisilik 6zelligi olarak bu arastirmaya dahil
edilmistir. Ahlaki degerlerden soyutlanma, bireylerin normalde ahlaki bulmadiklar
davraniglar1 belirli durumlarda yapmaya olan egilimli olmalaridir (Moore ve dig., 2012).
Ahlaki degerlerden soyutlanma kisilik ozelligi ile siber zorbalik yapma davranisi
arasinda pozitif ve anlamli iliskiler onceki ¢aligmalar tarafindan raporlanmistir (Perren
ve Gutzwiller-Helfenfinger, 2012; Postorino, 2014; Robson ve Witenberg, 2013; Sticca
ve Perren, 2015; Tanrikulu ve Campbell, 2015). Bu arastirmada, ahlaki degerlerden
soyutlanma kisilik 6zelliginin, zarar verme motivi, Ustiinliik kurma motivi, 6¢ alma

motivi ve eglenme motiviyle anlamli ve pozitif yonde bir iliski kurmasi beklenmistir.

“Narsisizm” tgilincii kisilik 6zelligi olarak bu arastirmaya dahil edilmistir. Narsistik
kisilik o6zelligi ile siber zorbalik yapma davranisi arasinda pozitif ve anlaml iligkiler
onceki ¢aligmalar tarafindan raporlanmistir (Ang ve dig., 2010; Eksi, 2012; Fanti ve dig.,
2012; Fanti ve Henrich, 2015; Goodboy ve Martin, 2015). Bu arastirmada, narsistik
kisilik 6zelliginin, zarar verme motivi, Ustlinliikk kurma motivi, 6¢ alma motivi ve

eglenme motiviyle anlamli ve pozitif yonde bir iligki kurmas1 beklenmistir.

“Saldirganlik” dordiincii ve son kisilik 6zelligi olarak bu arastirmaya dahil edilmistir.
Saldirganlik kisilik 6zelligi ile siber zorbalik yapma davranisi arasinda pozitif ve anlaml
iliskiler onceki ¢alismalar tarafindan raporlanmistir (Ang ve dig., 2013; Aricak, 2009;
Bayraktar ve dig., 2014; Calvete ve dig., 2010; Dilmag, 2009; Fletcher ve dig., 2014;
Lonigro ve dig., 2015; Ozden ve Icellioglu, 2014; Roberto ve dig., 2014; Schultze-
Krumbholz ve Scheithauer, 2009; Werner ve dig., 2010). Bu arastirmada, saldirganlik
kisilik 6zelliginin, zarar verme motivi, Ustlinliikk kurma motivi, 6¢ alma motivi ve

eglenme motiviyle anlamli ve pozitif yonde bir iligki kurmasi beklenmistir.

Ozet olarak, bu arastirmanin amaci siber zorbalik yapma motivleri ile siber zorbalarin
kisilik 6zelliklerinin arasindaki iligkileri incelemektir. Siber zorbalik yapma motivleri ile
siber zorbalarin kisilik 6zelliklerinin arasindaki iligkilerin belirlenmesi arastirmacilara ve

uygulayici olan psikolojik yardim saglayicilara siber zorbalik yapma davranisinin dogasi
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hakkinda Onemli bilgiler sagalayabilecektir. Bu arastirmanin kuramsal arkaplanini
Kullanimlar ve Doyumlar Kurami (Blumler ve Katz, 1974) olusturmaktadir. Ve bu
arastirmada yer alan tiim degiskenler Kullanimlar ve Doyumlar Kurami’nin 6n gordiigi
sekilde ilgili siber zorbalik alan yazini dikkate alarak sekillendirilmistir. Bu arastirmada
siber zorbalik motivleri ve siber zorbalarin kisilik 6zellikleri olmak {izere iki grup
degisken vardir. Ilk grup degiskenler, zarar verme motivi, iistiinliik kurma motivi, d¢
alma motivi ve eglenme motivlerinden olusurken, ikinci grup degiskenler cevirimici
disinhibisyon, ahlaki degerlerden soyutlanma, narsisizm ve saldirganlik kisilik

ozelliklerinden olusmaktadir.

1.1. Calismanin amaci

Bu ¢alismanin temel amaci siber zorbalik yapma motivleri ile siber zorbalarin kisilik
Ozelliklerinin arasindaki iliskileri incelemektir. Bu amaca ulasmak i¢in, Kullanimlar ve
Doyumlar Kurami’n1 kuramsal temel alarak bir Yapisal Esitlik Modeli kuruldu ve siber
zorbalik yapma motivleri (eglenme, 6¢ alma, zarar verme ve {istiinliik kurma) ile siber
zorbalarin  kisilik  o6zelliklerinin  (¢evirimi¢i  disinhibisyon, ahlaki degerlerden
soyutlanma, narsisizm ve saldirganlik) arasindaki iliskiler stnanmistir. Baska bir deyisle
bu calismada, siber zorbalik yapma motivlerinin siber zorbalarin kigsel ozellikleri ile

aciklanip agiklanmayacagi arastirilmistir.

1.2. Calismanin 6nemi

Bu caligma, kuram, arastirma, uygulama ve politika belirleme agilarindan 6nemlidir.

Bu calismada ilk defa, siber zorbalik yapma davranisi kuramsal a¢idan Kullanimlar ve
Doyumlar Kurami’na dayandirilarak aciklanmaya c¢alisilmistir. Calismanin arastirmaya
yonelik onemleri dikkate alindiginda siber zorbalik yapma motivleri ve siber zorbalarin
kisilik 6zellikleri ile ilgili iki ayr1 alanyazini bir araya getirmistir. Siber zorbalik yapma

motivleri ve siber zorbalarin kisilik 6zellikleri arasindaki iliskiler heniiz bilinmedigi i¢in
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bu iki literatiirii bir araya getirmek Onemlidir. Ayrica, iiniversite 0grencileri arasinda
siber zorbalikk davraniglari daha Once incelenmesine ragmen, ilk kez siber zorba-
magdurlari ele alan bir arastirma olarak bu ¢alisma literatiirdeki yerini almistir. Onceki
calismalar, genellikle siber magdurlara yonelik oldugu i¢in siber zorbalik yapmanin daha
iyi anlagilmasina yonelik arastirmalarin sayisi oldukg¢a azdir. Bu ¢alisma, siber zorbalik
davraniglarini kuramsal bir arka plana dayandirip agiklamaya calisarak alanyazina katki
saglamayr hedeflemektedir. Bu calismada yenilenen Universite Ogrencileri igin
Yenilenmis Siber Zorbalik Envanteri, bu ¢alisma icin gelistirilen Siber Zorbalik Yapma
Motivleri Olcegi, bu c¢alisma icin Tiirkceye cevirilip adapte edilen Cevirimici
Disinhibisyon Olgegi, Ahlaki Degerlerden Soyutlanma Egilimi Olgegi, ve 12 maddeli
Saldirganlik Olgegi sayesinde uluslararasi alanyazmna ve Tiirk alan yazinma katki

saglayan arastirmacilara da fayda saglamay1 hedeflemektedir.

Bu aragtirmanin uygulamaya yonelik 6nemleri diisiiniildiigiinde, siber zorbalik yapma
davraniglarint daha iyi kavramsallastirmaya c¢alisarak bu calisma siber zorbalik
davraniginin - dogasinin  ne oldugu konusunda uygulayacilara Onemli bilgiler
kazandiracaktir. Bununla beraber, psikolojik danismanlar, bu ¢alismadan elde edilen
bulgular sayesinde siber zorbalik yapan bireylere nasil daha iyi psikolojik yardim

hizmeti verebilecekleri konusunda bilgiler edinebileceklerdir.

Son olarak bu ¢aligmanin bulgulari, iilkemizde siber zorbaligr 6nlemeye yonelik yasal
diizenlemeler yapilmasina yonelik dikkat c¢ekmesi acisindan 6nem arz etmektedir.
Universite gencliginin, fiziksel ortamlarda oldugu kadar cevirimici ortamlarda da

kanunlar tarafindan korunmasi 6nemlidir.
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YONTEM

2.1. Orneklem

Arastirma igin 1281 iniversite 6grencisinden veri toplanmistir. Katilimcilar, sadece
zorba, sadece magdur ya da zorba-magdur olarak gruplanmistir. Gruplama yapilirken
ilgili literatiiriin (Langos, 2012; Nocentini ve dig., 2010) 6ngordiigii gibi zorba ya da
magdur davranisinin en az iki veya daha fazla yapilmasi gerektigi kriteri gbz Oniinde
bulundurulmustur. Yani, iki veya daha ¢ok siber zorbalik davranisi yapmig bir katilime1
sadece zorba, iki veya daha g¢ok siber zorbalik davranisina maruz kalmis bir katilimci
sadece magdur, iki veya daha ¢ok siber zorbalik davranisi yapmis ve siber zorbaliga
maruz kalmig bir katilime1 zorba-magdur, ve hig bir zorbalik davranisi yapmamis ve hig
bir zorbalik davranigina maruz kalmamis bir katilimer ise siber zorba ya da magdur
olmayan olarak gruplandirilmistir. Yapilan gruplamanin sonucuna goére 38 katilimcinin
(%3.0) sadece zorba, 218 (%17) katilimcinin sadece magdur, 598 (%46.7) katilimcinin
zorba-magdur ve 240 (18.7%) katilimcinin siber zorba ya da magdur olmayan
gruplarinda olduklar1 goriilmiistiir. Arastirma 6rnekleminde, bu gruplarla birlikte 187
(%14.6) katilimc1 daha vardi. Bu katilimcilar, yukaridaki gruplardan daha farkli siber
zorba veya magdur davranislar gosterdiklerini belirtmislerdir. Ornegin, bir grup
katilimc1 sadece bir kez siber zorba veya magdur oldugunu, diger bir grup katilimci
birden ¢ok siber zorbalik yaptigini ama sadece bir kez magdur oldugunu, baska bir grup
ise birden ¢ok siber zorbalia maruz kaldigini ama sadece bir kez siber zorbalik

yaptigini belirtmistir. Bu nedenle bu katilimcilar yukaridaki gruplara dahil edilmemistir.

Bu calisma, siber zorbalik yapmis bireylerin kisilik 6zellikleri ile siber zorbalik yapma
motivlerini ele almay1r amagladig: icin yapilacak analizlerin siber zorbalik yaptiklarini
raporlamis bireylerle yapilmasi gerekiyordu. Sadece siber zorba ve siber zorba-magdur
grubundakiler bagkalarina siber zorbalik yaptiklarini belirttikleri i¢in en basta bu iki grup
dikkate alindi. Fakat, sadece zorba olan grubun toplanan veri setindeki orani (n= 38,

%3.0) oldukga diisiik olmasi sebebiyle bu arastirmanin 6rnekleminin siber zorba-magdur
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grubundaki katilimcilarin olmasma karar verilmistir. Alinan bu karar1 literatiirlin
raporladig1 sadece siber zorbalar ve siber zorba-magdurlar arasindaki muhtemel farklar
da etkilemistir. Ornegin, Aoyama (2010) sadece siber zorbalar ve siber zorba-magdur
gruplar1 arasinda benlik saygisi, depresyon, akran iliskileri ve stres acgisindan anlamli
farklar oldugunu raporlamistir. Sonug olarak, bu ¢alismanin 6rneklemini siber zorba-

magdur olduklarini raporlamis 598 katilimei olusturmaktadir.

Katilimcilarin 229’u kadin (%38.7) ve 362’°si erkektir (%61.3) ve yaslar1 17 ile 27
arasinda degismektedir. Katilmcilarm 135°1 (%22.8) Ingilizce hazirhk smifi, 119°u
(%20.1) birinci smif, 136’s1 (%23.0) ikinci sinif, 87’si (%14.7) tgilinct sinif ve 114’1
(%19.3) son siif 6grencisi olduklarini belirtmislerdir. Katilimcilar, en sik akilli telefon
(n= 521, %88.2) ve diz iistii bilgisayar (n= 496, %83.9) kullanarak Internete
baglandiklarim raporlamislardir. Katilimeilarin %44.2’si Internete hergiin en az 1-2 saat
baglandiklarmni ifade ederken sadece %3.8’si hafta yalmzca birka¢ saat Internete

baglandiklarini belirtmislerdir.

2.2. Veri toplama araclari

Bu arastirma igin Universite Ogrencileri icin Yenilenmis Siber Zorbalik Envanteri
olusturulmus, Siber Zorbalik Yapma Motivileri Olgegi arastirmaci tarafindan
gelistirilmis, Cevirimici Disinhibisyon Olcegi, Ahlaki Degerlerden Soyutlanma Egilimi
Olgegi ve 12 maddeli Saldirganlik Olgegi Tiirkgeye adapte edilmistir. Ayrica, Temel
(2008) tarafindan Tiirkgeye kazandirilan 16 maddeli Narsistik Kisilik Envanteri de

kullanilmastir.

2.2.1. Universite Ogrencileri icin Yenilenmis Siber Zorbalik Envanteri

Universite Ogrencileri icin Yenilenmis Siber Zorbalik Envanteri, Yenilenmis Siber
Zorbalik Envanteri’nin (Topcu ve Erdur-Baker, 2010) iiniversite Ogrencileri igin

olusturulmus halidir. Toplamda 12 maddeden olusan envanter katilimcilarin siber
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zorbalik yapma ve siber zorbaliga maruz kalma deneyimlerini iki béliimde 6l¢gmektedir.
[lk bolim siber zorbalik yapma ikinci kisim ise siber zorbaliga maruz kalma
deneyimlerini 6l¢mektedir. Envanterin iki boliimii de ayn1 maddelerden olusmaktadir.
Ancak katilimcilarin siber zorbalik davraniglarin igeren maddelere, son alt1 ayda siber
zorbalik yaptilarsa ilk kisimda “ben yaptim” son alti ayda siber zorbaliga maruz
kaldilarsa ikinci kisimda “bana yapildr” diye diislinerek cevap vermeleri istenmistir.
Universite Ogrencileri icin Yenilenmis Siber Zorbalik Envanteri, dortlii derecelendirme
ile (I = asla, 2 = bir kez, 3 = iki veya ii¢ kez, 4 = ii¢ten ¢ok kez) cevaplanmaktadir.
Ornek bir madde olarak, “Internette tehdit igeren, utandirici, kirict mesajlar géndermek”
verilebilir. Envanterden alinan yiiksek puanlar daha sik siber zorbalikk davranisi
yapmanin veya daha sik siber zorbaliga maruz kalmanin s6z konusu oldugunu gosterir.
Sadece siber zorba, sadece siber magdur, siber zorba-magdur ve siber zorba ya da
magdur olmayan gruplart belirlemek i¢in su sekilde bir yontem kullanilabilir. Eger
katilimcinin puani siber zorbalik yaptim kisminda 14 veya lizeri ama siber zorbaliga
maruz kaldim kismindaki puani 12 ise sadece siber zorba; katilimcinin puani siber
zorbalik yaptim kisminda 12 ama siber zorbaliga maruz kaldim kismindaki puani 14 ve
tizeri ise sadece siber magdur; katilimcinin puani hem siber zorbalik yaptim kisminda 14
ve lizeri hem de siber zorbaliga maruz kaldim kisminda 14 ve {izeri ise siber zorba-
magdur; katilimcinin puani hem siber zorbalik yaptim kisminda 12 hem de siber
zorbaliga maruz kaldim kisminda 12 ise siber zorba ya da magdur olmayan olarak
gruplama yapilabilir. Yapilan dogrulayici faktor analizi sonuglar1 6lgegin siber zorba
béliimiiniin (X* = 2.56, df = 2, p = .27; ¥*/df = 1.28; GFI = .99, CFI = .99, TLI = .98,
SRMR = .02, RMSEA = .03) ve siber magdur bdliimiiniin (X2 = 1.36, df = 2, p = .50;
x°/df = .68; GFI = .99, CFI = 1.00, TLI = 1.00, SRMR = .01, RMSEA = .00) tek faktorlii
yapiy1 dogruladiklarin1 gdstermistir. Envanterin siber zorba boliimii i¢in i¢ tutarlik kat

sayis1 .80 iken siber magdur boliimii i¢in .73 tiir.
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2.2.2. Siber Zorbahk Yapma Motivleri Olcegi

Siber Zorbalik Yapma Motivleri Olcegi bu ¢alismanin arastirmacisi tarafindan
gelistirilmistir. Olgek eglenme, 6¢ alma, zarar verme ve iistiinlik kurma olmak iizere
dort alt boyuttan olumaktadir. Toplam 21 maddeden olusan Olgek maddeleri siber
zorbalik yapmayla ilgili ciimlelerden olusmaktadir. Ornek bir madde olarak “Bu
davraniglar daha &nce bana yapildi” verilebilir. Olcegin en basinda “Siber zorbalik

2

davraniglart yaptim ciinkii ifadesiyle katilimcilardan siber zorbalik yapma
nedenlerinin verilen ifadelerle ne kadar ortiistiigiinii belirtmeleri istenmistir. Olgek, besli
derecelendirme ile (1 = hi¢, 2 = ¢ok az, 3 = biraz, 4 = olduk¢a, 5 = tamamen)

cevaplandirilmaktadir.

Yapilan agiklayict faktor analizi sonucunda teorik olarak ortaya c¢ikmasi beklenen 4
faktoriin ortaya ¢iktigr goriilmiistiir. Ortaya ¢ikan ilk faktér olan 6¢ alma varyansin
%36.16’s1n1, ikinci faktor olan eglenme varyansin %17.7’sini, lglincli faktdr olan
istlinliik kurma varyansin %8.64’linli ve dordiincii faktdr olan zarar verme ise varyansin
%6.10’unu  agikladigr gorilmistiir. Dort faktér, toplam varyansin 9%68.08’ini
aciklamistir. Ortaya ¢ikan bu dort faktoriin dogrulanip dogrulanmadigini test etmek igin
bir dogrulayici faktoér analizi yapilmistir. Analizin sonuglari dort faktorlii yapinimn
dogruladigini ortaya ¢ikarmistir (x* = 268.95, df = 83, p = .00; x*/df = 3.24; GFI = .94,
CFI = .96, TLI = .95, SRMR = .05, RMSEA = .06). (")lg:egin i¢ tutarlik kat sayisi tim
Olcek i¢in .90, eglenme alt boyutu i¢in .89, 6¢ alma alt boyutu i¢in .87, zarar verme alt
boyutu icin .80 ve istiinliikk kurma alt boyutu i¢in .87’dir.

2.2.3. Cevirimici Disinhibisyon Olcegi

Cevirimici  Disinhibisyon Olgegi, 2012 yilinda Kerstens ve Stol tarafindan
gelistirilmistir, ve bu calismada kullanilabilmesi icin bu ¢alismanin arastirmacisi
tarafindan Tiirkgeye adapte edilmistir. Olgek, bireyler cevirimi¢i ortamdayken

kendilerini sosyal kisitlamalardan ne kadar kopuk/ uzak diisiindiiklerini veya
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davrandiklarini 6lgmektedir. Toplam yedi maddeden olusan 6lgek, besli derecelendirme
ile (1 = kesinlikle katilmiyorum, 2 = katilmiyorum, 3 = kararsizim, 4 = katiliyorum, 5 =
kesinlikle katiliyorum) cevaplandirilmaktadir. Olgekten alinan yiiksek puan katilimcinin
cevirimic¢i ortamda sosyal kisitlamalardan daha c¢ok kopuk/ uzak diisiindiigiinii veya
davrandigini gostermektedir. Ornek bir madde olarak “Internette, gercek hayatta
oldugumdan daha fazla kendim gibi davranirim” verilebilir. Cevirimigi Disinhibisyon
Olgegi nin tek faktorlii yapisin1 dogrulamak amaciyla yapilan dogrulayicr faktdr analizi
tek faktorlii yapiyr dogrulamustir (x2 = 21.75, df = 11, p = .02; x*/df = 1.97; GFI = .98,
CFl = .98, TLI = .96, SRMR = .03, RMSEA = .06). Olgegin i¢ tutarlik kat sayis1 bu

calismada .82 olarak bulunmustur.
2.2.4. Ahlaki Degerlerden Soyutlanma Egilimi Ol¢egi

Moore ve digerleri (2012) tarafindan gelistirilen ve bu ¢alismada kullanilabilmesi igin bu
calismanin arastirmacis1 tarafindan Tiirkgeye adapte edilen Ahlaki Degerlerden
Soyutlanma Egilimi Olgegi, katihmcilarin normalde ahlaki bulmadiklar1 davramislari
belirli durumlarda yapmaya olan egilimlerini 6l¢mektedir. Sekiz maddeden olusan dlgek,
yedili derecelendirme ile (1 = kesinlikle katilmiyorum, 2 = katilmiyorum, 3 = biraz
katilmwyorum, 4 = kararsizim, 5 = biraz katiliyorum, 6 = katiliyorum, 7 = kesinlikle
katiliyorum) cevaplandirilmaktadir. Olgekten alinan yiiksek puan, katilimcinin ahlaki
degerlerden soyutlanmaya daha fazla egilimi oldugunu gostermektedir. Ornek bir madde
olarak “Onemsediginiz insanlar1 korumak icin sdylenti yaymakta bir sakinca yoktur”
verilebilir. Ahlaki Degerlerden Soyutlanma Egilimi Olgeginin tek faktorlii yapisini
dogrulamak amaciyla yapilan dogrulayici faktor analizi tek faktorlii yapiyr dogrulamigtir
(x* = 35.06, df = 20, p = .20; x*/df = 1.75; GFI = .97, CFI = .93, TLI = .91, SRMR = .02,
RMSEA = .04). Olgegin i¢ tutarlik kat sayis1 bu ¢alismada .71 olarak bulunmustur.

230



2.2.5. 16 Maddeli Narsistik Kisilik Envanteri

16 maddeli Narsistik Kisilik Envanteri, Ames ve digerleri (2006) tarafindan gelistirilmis
ve Temel (2008) tarafindan Tiirkceye kazandirilmistir. Olgek, katilimeilarin narsizme
olan egilimlerini 6lgmektedir. Olgek 16 maddeden olusmaktadir ve dlgegin her maddesi
biri narsizm ile ilgili digeri ise narsizm ile ilgili olmayan iki climleden olusmaktadir.
Ornek bir madde olarak “Ilgi odag1 olmay1 gergekten severim (narsizm ile ilgili ilk
ciimle)” “Ilgi odagi olmaktan rahatsizlik duyarim (narsizm ile ilgisi olmayan ikinci
ciimle)” verilebilir. Olcek degerlendirilirken, narsizm ile ilgili olan ifade “1”, narsizm ile
ilgili olmayan iki ctimle “0” olarak degerlendirilir ve yiiksek bir puan narsizme daha
fazla yatkin olmay1 gosterir. 16 maddeli Narsistik Kisilik Envanteri’nin tek faktorli
yapisin1 dogrulamak amaciyla yapilan dogrulayici faktdr analizi tek faktorlii yapiyi
dogrulamustir (x* = 0.50, df = 2, p = .77; x4/df = .25; GFI = .99, CFI = 1.00, TLI = 1.00,
SRMR = .00, RMSEA = .00). Olgegin i¢ tutarlik kat sayis1 bu calismada .74 olarak

bulunmustur.
2.2.6. 12 Maddeli Saldirganhk Ol¢egi

12 maddeli Saldirganlik Olgegi, Bryant ve Smith (2001) tarafindan gelistirilmistir ve bu
calismada kullanilabilmesi i¢in bu ¢alismanin arastirmacisi tarafindan Tiirk¢eye adapte
edilmistir. Toplam 12 maddeden olusan o&lgek, katilimcilarin saldirganliga olan
egilimlerini dlgmektedir. Olgek, besli derecelendirme ile (1 = hi¢ uygun degil, 2 = ¢cok
az uygun, 3 = biraz uygun, 4 = ¢ok uygun, 5 = tamamen uygun) cevaplandirilmaktadir.
Olgekten alman yiiksek puan, katilimcinin saldirganhiga daha fazla meyilli oldugunu
gostermektedir. Ornek bir madde olarak “Tanidiklarimi tehdit ettigim oldu” verilebilir.
12 maddeli Saldirganlik Olgegi nin tek faktorlii yapisim dogrulamak amaciyla yapilan
dogrulayici faktdr analizi tek faktorlii yapiyr dogrulamustir (6 = 2.12, df = 1, p = .14;
X°/df = 2.12; GFI = .99, CFI = .99, TLI = .98, SRMR = .01, RMSEA = .06). Olgegin i¢

tutarlik kat sayis1 bu ¢alismada .79 olarak bulunmustur.
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2.2.7. Demografik Bilgi Formu

Demografik bilgi formunda, katilimcilarin yaslari, cinsiyetleri, kayithi olduklar
tiniversite, fakiilte ve boliimleri, aylik gelirleri, anne/ babalarimin egitim seviyeleri,
Internete hangi elektronik araclarla baglandiklari, giinliik/ haftalik Internet kullanim

siireleri sorulmustur.

2.3. islem

Veri toplamaya baslamadan 6nce Orta Dogu Teknik Universitesi, Etik Kurulu’ndan
tiniversite Ogrencilerinden veri toplayabailmek igin izin alinmustir. Veriler 2014
sonbahar doneminde arastirmaci tarafindan toplanmistir. Veri toplayabilmek icin
oncelikle ders veren Ogretim gorevlileri/ iiyelerine ¢alismanin amact agiklanip izin
istenmistir. Izin veren 6gretim gorevlilerinin/ iiyelerinin smiflarindaki dgrencilere de
calismanin amaci agiklanmustir. Ogrencilerin ¢alismaya katilimlar: tamamen géniilliiliik
esasina dayalidir. Katilimcilara doldurmalart icin bes sayfalik bir anket verilmistir ve

katilimcilarin anketi doldurmalart yaklagik 20 dakika stirmiistiir.

2.4. Verilerin analizi

Toplanan veriler, iki asamada analiz edilmistir. Ilk asamada siber zorbalik yapmada
cinsiyet farkini anlamak icin bir t-test analizi, degiskenler arasindaki iligkileri anlamak
icin korelasyon analizi yapilmistir. Arastirma i¢in olusturulan model, Yapisal Esitlik
Modeli ile test edilmistir. Son olarak, test edilen modelin hem kadinlar hem de erkekler

icin gecerliligini test etmek icin Yapisal Model Degismezligi testi kullanilmistir.
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3. BULGULAR

3.1. Siber Zorbalik Yapma ve Siber Zorbalhiga Maruz Kalma Puanlarinda Cinsiyet
Farki

Kadinlar ve erkekler arasinda siber zorbalik yapma ve siber zorbaliga maruz kalma
puanlarinda cinsiyet farki olup olmadigi t-testi ile smanmistir. Sonuglar, erkek
katilimcilarin hem siber zorbalik yapma (M = 20.71, SD = 6.16) (t (535.83) =-4.24,p =
.000) hem de siber zorbaliga maruz kalma (M = 19.94, SD = 5.08) (t (540.91) =-2.49, p
= .01) agisindan kadinlara gore (zorbalik yapma icin (M = 18.69, SD = 5.31); zorbaliga
maruz kalma i¢in (M = 19.94, SD = 5.08)) anlamli olarak daha yiiksek puanlarinin
oldugunu gostermistir. Yani erkekler, kadinlara kiyasla daha c¢ok siber zorbalik

yapmaktadirlar ve daha ¢ok siber zorbaliga maruz kalmaktadirlar.

3.2. Siber Zorbalik Yapma ve Siber Zorbalhiga Maruz Kalma Puanlarinda Simif
Farki

Siber zorbalik yapma ve siber zorbaliga maruz kalma puanlarin i¢cim sif farklari,
MANOVA testiyle stnanmistir. Sonuglar, siber zorbalik yapma ve siber zorbaliga maruz
kalma agisindan anlamli sinif farklar1 olmadigini gostermistir (F (8, 1.172), p = .25,
Pillai’s Trace = .02, partial eta squared = .01).

3.3. Siber Zorbalik Yapma Motivleri ve Kisilik Ozellikleri Degiskenleri A¢isindan
Cinsiyet Farki

Bu arastirmada, eglenme, 6¢ alma, zarar verme ve istiinliik kurmayi dort temel siber
zorbalik motivi olarak ele alinmistir. Bu motivlerden elde edilen puanlarin, cinsiyete
gore farklilagip farklilagmadigi t-testi analizi ile smnanmistir. Sonuglar, erkekler (M =
15.07, SD = 6.32) ve kadinlar (M = 12.10, SD = 6.18) arasinda eglenme [t (589) = -5.60,
p =.00], erkekler (M = 11.95, SD = 6.34) ve kadinlar (M = 10.16, SD = 4.75) arasinda 6¢
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alma [t (572.28) = -3.93, p =.00], erkekler (M = 7.38, SD = 3.89) ve kadinlar (M = 6.30,
SD = 2.94) arasinda zarar verme [t (570.47) = -3.83, p =.00], erkekler (M = 10.60, SD =
5.73) ve kadinlar (M = 8.28, SD = 3.87) arasinda iistiinliik kurma [t (586.554) = -5.89, p
=.00] motivleri arasinda anlamli cinsiyet farklari oldugunu gostermistir. Yani, erkekler
kadinlara gore siber zorbalik yapmaya eglenme, 6¢ alma, zarar verme ve iistiinliik kurma

acilarindan daha fazla motive olduklarini raporlamislardir.

Bu arastirmada, c¢evirimigi disinhibisyon, ahlaki degerlerden soyutlanma, narsisizm ve
saldirganlik siber zorbalarin dort kisilik Ozelligi olarak ele alinmistir. Bu kisilik
Ozelliklerinden elde edilen puanlarin, cinsiyete gore farklilasip farklilagsmadigi t-testi
analizi ile smnanmistir. Sonuglar, erkekler (M = 17.36, SD = 6.19) ve kadinlar (M =
16.93, SD = 5.79) arasinda ¢evirimigi disinhibisyon [t (589) = -.84, p =.40]; erkekler (M
= 20.40, SD = 7.44) ve kadmlar (M = 20.00, SD = 6.95) arasinda ahlaki degerlerden
soyutlanma [t (589) = -.65, p =.52]; erkekler (M = 5.25, SD = 3.24) ve kadmlar (M =
4.96, SD = 2.81) arasinda narsisizm [t (534.96) = -1.19, p =.23]; erkekler (M = 32.75, SD
= 8.56) ve kadmlar (M = 31.94, SD = 8.02) arasinda saldirganlik [t (589) = -1.15, p =.25]

kisilik 6zellikleri agisindan anlamli cinsiyet farklari olmadigini gostermistir.

3.4. Siber Zorbalik Yapma Motivleri ve Kisilik Ozellikleri Degiskenleri A¢isindan
Smif Farki

Eglenme, 6¢ alma, zarar verme ve iistlinlilk kurma motivlerinden elde edilen puanlarin,
smifa gore farklilasip farklilasmadigi MANOVA testi ile smanmistir. Sonuglar,
eglenme, 6¢ alma, zarar verme ve Ustlinliikk kurma motivleri agisindan anlamli sinif
farklar1 olmadigin1 gostermistir F (16, 2.344), p = .29, Pillai’s Trace = .03, partial eta
squared = .01.

Cevirimi¢i disinhibisyon, ahlaki degerlerden soyutlanma, narsisizm ve saldirganlik
kisilik ozelliklerinden elde edilen puanlarin, sinifa gore farklilasip farklilasmadig

MANOVA testi ile sinanmistir. Sonuglar, Cevirimigi disinhibisyon, ahlaki degerlerden
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soyutlanma, narsisizm ve saldirganlik kisilik 6zellikleri agisindan anlamli sinif farklar
olmadigini gostermistir F (16, 2.344), p = .19, Pillai’s Trace = .03, partial eta squared =
.01.

3.5. Degiskenler Arasindaki Korelasyonlar

Eglenme motivi ile g¢evirimigi disinhibisyon (r = .17, p < .01), ahlaki degerlerden
soyutlanma (r = .17, p < .01), narsisizm (r = .08, p < .05) ve saldirganlik (r = .11, p <
.01) arasinda pozitif bir iliski bulunmustur. O¢ alma motivi ile ¢evirimigi disinhibisyon
(r = .13, p < .01), ahlaki degerlerden soyutlanma (r = .32, p <.01), narsisizm (r = .13, p
< .01) ve saldirganlik (r = .30, p < .01) arasinda pozitif bir iliski bulunmustur. Zarar
verme motivi ile ahlaki degerlerden soyutlanma (r = .33, p <.05), narsisizm (r = .17, p <
.01) ve saldirganlik (r = .24, p < .01) arasinda pozitif bir iliski bulunmustur. Ustiinliik
kurma ¢evirimigi disinhibisyon (r = .15, p < .01), ahlaki degerlerden soyutlanma (r =
17, p < .01), narsisizm (r = .08, p < .01) ve saldirganlik (r = .11, p < .01) arasinda

pozitif bir iliski bulunmustur.
3.6. Model Testi

Bu calisma, siber zorbalarin kisilik ozellikleri (c¢evirimigi disinhibisyon, ahlaki
degerlerden soyutlanma, narsisizm ve saldirganlik) ve siber zorbalik yapma motivleri
(eglenme, O0¢ alma, zarar verme ve lstiinliik kurma) arasindaki iligkileri incelemeyi
hedeflemistir. Bu amaca yonelik olarak Kullanimlar ve Doyumlar Kurami’n1 temel alan

bir Yapisal Esitlik Modeli (YEM) olusturulup test edilmistir.

YEM analizi sonuglarina gore, test edilen modelin uyum 1yiligi indekslerinin kabul
edilebilir oldugu goriilmiistiir. Modelin uyum indeksleri su sekildedir; (x* = 662.19, df =
296, p = .00; X/ df = 2.24; GFI = .92, CFI = .95, TLI = .94, SRMR = .04 RMSEA =
.04). Fakat test edilen bu modelde, iligkili olmas1 beklenen biitiin yollar istatistiksel

olarak anlaml1 bulunmamustir.
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Bu yiizden, istatistiksel olarak anlamli olmayan yollar modelden ¢ikarilip model yeniden
test edilmistir. Elde edilen bu yeni modelin de uyum 1iyiligi indekslerinin kabul edilebilir
aralikta oldugu goriilmiistiir (X2 = 697.56, df = 304, p =.00; X2/ df = 2.23; GFI =.92, CFI
= .95, TLI = .94, SRMR = .05 RMSEA = .04). Bu modeldeki anlamli iligkiler g6z
ontinde bulunduruldugunda, ¢evirimi¢i disinhibisyon (y = .21, p < .01), eglenme
amactyla siber zorbalikk yapma davranisiyla iliskili tek kisilik o6zelligidir. Ahlaki
degerlerden soyutlanma (y = .35, p < .001) ve saldirganligin (y = .19, p < .001) ise 6¢
almak icin siber zorbalik yapma davranisiyla iligkili oldugu bulunmustur. Ahlaki
degerlerden soyutlanma (y = .46, p < .001) ve saldirganligin (y = .09, p < .05), zarar
vermek icin siber zorbalik yapma davranisiyla pozitif yonde ama c¢evirimici
disinhibisyon (y = -.11, p < .01) kisilik ozelligiyle negatif yonde iliskili oldugu
bulunmustur. Ahlaki degerlerden soyutlanma (y = .37, p < .001) ve narsisizm (y = .13, p
< .001), ustiinliik kurmak icin siber zorbalik yapma davranisiyla iligkili oldugu

bulunmustur.

Bu caligmada cinsiyetin, siber zorbalik yapma puanlar1 ve siber zorbalik yapma
motivleri lizerinde 6nemli bir rolii oldugu bulunmustur. Fakat, bu ¢alismada test edilen
model hem kadin hem de erkek katilimcilar bir arada tutularak sinanmistir. Bu nedenle,
test edilen modelin hem kadinlar hem de erkekler i¢in degismez olup olmadig1 Yapisal
Model Degismezligi testi kullanilarak simnanmistir. Yapisal Model Degismezligi testini
yiiriitebilmek i¢in Byrne’in (2010) detaylandirdigi prosediirler takip edilmistir. Yapisal
Model Degismezligi analizi testinin sonucunda, test edilen modelin uyum iyiligi
indekslerinin kabul edilebilir oldugu goriilmiistir. Modelin uyum indeksleri su
sekildedir; (x* = 1095.32, df = 614, p = .000; x*/ df = 1.78; GFI = .88, CFI = .93, TLI =
.92, SRMR = .07 RMSEA = .03). Sonug olarak, bu arastirmada test edilen modelin hem

kadinlar hem de erkekler icin gecerli bir model oldugu testpit edilmistir.
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4. TARTISMA

Bu caligmanin asil hedefi siber zorbaligin liniversite 6grencileri arasindaki yayginligini
belirlemek olmasa da bu calismada, {liniversite d6grencileri arasinda oldukea yiiksek bir
siber zorbalik yapma yaygiliginin oldugu goriilmiistiir. Arastirmaya katilan {iniversite
ogrencilerinden neredeyse yarist (toplamda %49.7 ve bu toplamin %46.7’si siber zorba-
magdur ve %3’ sadece zorba) son alti ayda birilerine siber zorbalik yaptiklarini
raporlamiglardir. Bu ¢alismada, katilimcilarin siber zorba-magdur veya sadece zorba
olarak gruplanabilmeleri igin siber zorbalik davranislarin iki veya daha ¢ok yapmalari
gerektigi diisiiniildigiinde bu yayginlik oldukca yiliksek gibi goriinmektedir. Bu orana
benzer olarak Kokkinos ve dig., (2014) %47 lik bir siber zorbalik yapma yaygimligi
raporlamiglardir. Diger yandan, Francisco ve dig., (2015) ve MacDonald ve Roberts-
Pittman (2010) gib aragtirmacilar, kendi ¢aligmalarinda iiniversite 6grencileri arasinda
siber zorbalik yapma yaygmliginin %10’un altinda oldugunu raporlamislardir. Dilmag
(2009) ve Aricak (2009) ise Tiirk iiniversite 0grencileriyle yaptiklari arastirmalarinda
siber zorbalik yapma yayginligini sirasiyla %22.5 ve %19.7 olarak tespit etmislerdir.
Siber zorbalik yapmanin yaygin olmasmin muhtemel bir nedeni, bilgi iletisim
teknolojilerinin Tiirk {iniversite 6grencileri arasinda sik¢a kullaniliyor olmasi olarak
diisiiniilebilir (Erdur-Baker, 2010). Bu nedenle baglantili olarak, Tiirkiye Istatistik
Kurumu’nun (TUIK) 2014 yilinda bilgi iletisim teknolojilerinin kullanim siklig1 dikkate
almabiliir. TUIK (2014) bilgi iletisim teknolojilerinin en sik kullamldig1 yas grubunun
tiniversite ¢cagindaki bireylerin oldugunu saptamistir. Yani, bilgi iletisim teknolojilerinin
kullanim sikliginin artmasinin genglerin siber zorbaliga karisma ihtimallerini arttirdigi

diistiniilebilir.

Bu calismanin sonuglar erkeklerin kadinlara kiyasla daha fazla siber zorbalik
yaptiklarini ortaya koymustur. Bu bulgu, erkeklerin siber zorba olarak daha ¢ok hareket
ettiklerini belgeleyen uluslararasi bir grup ¢alismayla bagdasmaktadir (Bauman ve dig.,
2013; Bayraktar ve dig., 2014; Calvete ve dig., 2010; Doucette, 2013; Francisco ve dig.,
2015; Huang ve Chou, 2010; Lapidot-Lefler ve Dolev-Cohen, 2014; Li, 2006, Slonje ve
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Smith, 2008; Wong ve dig., 2014). Ancak, bu bulgu kadinlarin daha ¢ok siber zorbalik
yaptiklarini raporlayan (Beckman ve dig., 2013; Connel ve dig., 2014; Erdur-Baker ve
Tanrikulu, 2010; Rice ve dig., 2015) ve siber zorbalik yapmada herhangi bir cinsiyet
farki olmadigin1 bulan g¢alismalarla da ters diismektedir (Aricak, 2009; Balakrishnan,
2015; Holfeld ve Leadbeater, 2015; Monks ve dig., 2012; Patchin ve Hinduja, 2006;
Spears ve dig., 2015; Tokunaga, 2010; Topcu ve dig., 2008; Williams ve Guerra, 2007,
Ybarra ve Mitchell, 2004a).

Yine de bu arastirmada tespit edilen erkeklerin daha ¢ok siber zorbalik yaptigi bulgusu,
Tiirk gengleri ile yapilan ¢alismalarin biiyiik ¢ogunluguyla uyumludur. Tiirk gencleri ile
yapilan siber zorbalik arastirmalarinin bulgularinda siber zorba olarak davranmakta Tiirk
erkeklerin daha baskin olduklar1 goriilmektedir. Dogrusu, erkekleri daha fazla siber
zorba olarak raporlayan ¢alismalarin sayist (Akbulut ve Eristi, 2011; Bastiirk-Akca ve
dig., 2015; Eksi, 2012; Erdur-Baker ve Kavsut, 2007; Erdur-Baker ve Topcu, 2009;
Erdur-Baker, 2010; Erdur-Baker, 2013; Karabacak ve dig., 2015; Ozden ve Icellioglu,
2014; Pamuk ve Bavli, 2013; Sahin ve dig., 2012; Tanrikulu ve dig., 2015), kadinlari
siber zorba olarak raporlayan (Erdur-Baker ve Tanrikulu, 2010) veya cinsiyetin siber
zorbalikta 6nemli bir roliiniin olmadigini raporlayan (Aricak, 2009; Topcu ve dig., 2008)

caligmalarin sayilarina kiyasla gozle goriiniir sekilde fazladir.

Peki, Tiirk erkekleri kadinlara kiyasla neden daha ¢ok siber zorbalik yapiyorlar? Bu
konuda, heniiz boylamsal bir arastirma deseninde tasarlanmis bir ¢alisma olmasa da bazi
arastirmacilar bu konu hakkinda baz1 ag¢iklamalarda bulunmuslardir. Mesela, Topcu ve
Erdur-Baker, (2012), ve Akbulut ve Eristi (2011) Tiirk toplumunda var olan kadin ve
erkek cinsiyet rollerinin, toplum tarafindan birbirlerinden farkli  olarak
sekillendirilmesini erkeklerin neden siber zorbalik yapmaya daha meyilli olduklarini
aciklaabilecek 6nemli bir neden olarak One silirmiislerdir. Bu ongoriiye gore, toplum
kadinlarin sosyal kurallara daha baglh kalmalarin1 beklerken, bu tiir beklentiler erkekler
i¢cin ¢ok fazla s6z konusu degildir. Bu da, Tiirk toplumunda erkeklerin neden daha c¢ok

siber zorbalik yapmaya yatkin olduklarin1 agiklayaci temel sebeblerden birini
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olusturabilmektedir. Erkeklerin neden daha c¢ok siber zorbalik yaptiklarini agiklamaya
yonelik bir diger sebep ise erkeklerin kadinlara gore kendilerini bilgi iletisim
teknolojilerni kullanmada daha becerikli gormeleri olabilir (Huang ve Chou, 2010).
Toplumun kadin ve erkek cinsiyet rollerini farkli sekilde sekillendirmesi ve erkeklerin
kendilerini teknoloji kullanmada daha iyi gormelerinin yani sira, bazi arastirmacilar
Tirk erkeklerin neden daha c¢ok siber zorbalik yapmaya meyilli olduklarim
aciklayabilecek birkac araci degisken (mediator) 6nermislerdir. Empatinin (Topcu ve
Erdur-Baker, 2012), riskli Internet kullaniminin (Erdur-Baker ve Akbaba-Altun, 2010),
ahlaki degerlerden soyutlanma ve saldirganligin (Erdur-Baker, Tanrikulu ve Topcu,
2015) cinsiyet ve siber zorbalik yapma davranisini agiklayabilecek araci rollerinin

olduklar1 raporlanmistir.

Bu aragtirmanin en temel bulgularindan birisi, Yapisal Esitlik Modeli ile sinanan
modelin uyum iyiligi indekslerinin aragtirmada yararlanilan veri setiyle olduk¢a uyumlu
olmasidir. Sonug olarak, bu arastirmanin kuramsal arka planini olusturan Kullanimlar ve
Doyumlar kuramimnin (Blumler ve Katz, 1974), siber zorbalilk yapma davraniglarini
aciklayabildigi ortaya c¢ikmistir. Bu agidan, bu c¢alisma siber zorbalikk yapma
davraniglarin1 agiklamaya yonelik olarak Kullanimlar ve Doyumlar (Blumler ve Katz,
1974) kuramim dikkate alip bu kurami ampirik olarak test eden ve bu kuramin siber

zorbalik davraniglarina uygulanabilirligini ortaya koyan 6ncii ¢alismalardan biridir.

Yapisal Esitlik Modeli ile test edilen modelin siber zorbalik yapma motivleri ve siber
zorbalarin kisilik 6zellikleri arasindaki beklenen iligkilere yonelik hipotezler gbz oniine

alindiginda sonuglar asagidaki gibidir.

Birinci - dordiincii hipotezler: Bu hipotezlere gore, eglenme amaciyla siber zorbalik
yapma motivi ile ¢evirimigi disinhibisyon, ahlaki degerlerden soyutlanma, narsisizm ve
saldirganlik arasinda pozitif ve anlamli iligkiler beklenmekteydi. Bu dort hipotezden
yalnizca, eglenme amaciyla siber zorbalik yapma motivi ile ¢evirimi¢i disinhibisyon

arasindaki iligki pozitif ve anlamli olarak dogrulandi. Yani, ¢evirimici disinhibisyon
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seviyesi yiikseldikce eglenme amaciyla siber zorbalik yapma ihtimalinin de yiiksek
oldugu testpit edildi. Alanyazinda, bu iliskiyi dogrudan agiklayabilecek bir arastirma
bulunmamasina ragmen bu iliski dolayl1 olarak agiklanabilir. Mesela, 6nceki ¢alismalar,
yiiksek cevirimi¢i disinhibisyon seviyesinin daha ¢ok siber zorbalik yapmanin anlaml
bir yordayicisi oldugunu bulmustur (Barlett, 2015; Gorzig ve Olafsson, 2013; Udris,
2014; Veenstra, 2011; Wright, 2013; Wright, 2014). Eglenme amaciyla siber zorbalik
yapma ile ¢evirimi¢i disinhibisyon arasindaki iligkiyi anlamlandirmada Suler’in (2004)
cevirimi¢i disinhibisyonu olusturan faktorlerin neler olduguna dair aciklamalari
kullanilabilir. Bu faktorlerden bir tanesi, gergek kimligin saklanmasiyla ¢evirimigi ve
cevirimdist (offline) davraniglarin sonuglarmin tamamen kabul edilmemesi anlamina
gelen “ayristirici anonimlik (dissociative anonymity)”tir. Ayristirict anonimlik nedeniyle
siber zorbalar c¢evirimi¢i davranislarini sorumlugunu iistlenmeyip cevirimici diinyada
eglenmeye haklarinin oldugunu bu sebeple de ¢evirimici davraniglarinin sonuglarindan
tamamen sorumlu olmadiklarim diistinebilirler. Suler’in (2004) s6ziinii ettigi ¢evirimici
disinhibisyonu olusturan faktorlerden bir digeri de bireylerin ¢evirimi¢i diinyada
eszamanl olarak iletisim kuramamasi yani “eszamanli olmama (asynchronicity)”dir.
Siber zorbalar, yaptiklarini zorbalik davranisinin sonuglarini anlik olarak dogrudan
gozlemleyemektedir. Bu engel, siber zorbalarin, yaptiklar1 davraniglarinin tam olarak
nasil sonuglar dogurdugunu anlamalarint engelleyebilir. Davraniglarinin  olumsuz
etkilerinin neler oldugunu anlayamayan bir siber zorba, kendisinin eglendigini farz

ederek baskalrina siber zorbalik yapmaya devam edebilir.

Besinci - sekizinci hipotezler: Bu hipotezlere gore, 6¢ alma amaciyla siber zorbalik
yapma motivi ile ¢evirimigi disinhibisyon, ahlaki degerlerden soyutlanma, narsisizm ve
saldirganlik arasinda pozitif ve anlamli iligkiler beklenmistir. Sonugclar, bu hipotezlerden
yalnizca, 6¢ alma amaciyla siber zorbalik yapma motivi ile ahlaki degerlerden
soyutlanma ve saldirganlik arasinda pozitif ve anlamli bir iligki oldugunu gostermistir.
Bir baska degisle, ahlaki degerlerden soyutlanma ve saldirganlik seviyeleri arttik¢a, 6¢
almak icin siber zorbalik yapma riskinin arttigi bulgulanmistir. Ahlaki degerlerden

soyutlanma ve siber zorbalik yapma (6rn., Perren ve Gutzwiller-Helfenfinger, 2012;
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Tanrikulu ve Campbell, 2015) ve saldirganlik ve siber zorbalik yapma (6rn., Fletcher ve
dig., 2014; Lonigro ve dig., 2015) arasindaki iliskiler halihazirda raporlanmistir. Ancak,
ahlaki degerlerden soyutlanma ve saldirganlik ile 6¢ alma amaciyla siber zorbalik yapma
arasindaki iligkiler mevcut bagka c¢alismalardan yararlanilarak dolayli yoldan

agiklanabilir.

Bandura’nin (2002) ahlaki degerlerle ilgili 6ne siirdiigii bilissel mekanizmalar ahlaki
degerlerden soyutlanma ve O6¢ almak igin siber zorbalik yapma arasindaki iligkileri
aciklamak i¢in g6z Onilinde bulundurulabilir. Bandura’nin (2002) &nermeleri dikkate
alindiginda siber zorbalarin zorbalik davranislarii hakli ¢ikarmaya calisabilecekleri
diisiiniilebilir. Ornegin, daha énce yiiz yiize gergeklesen akran zorbaligina maruz kalmus
bir birey, kendisine zorbalik yapanlardan intikam almak isteyip yaptigt siber zorbalik
davranigna gerekce olarak kendisinin daha Once yiiz yiize akran zorbaligina maruz
kalmis oldugunu gosterebilir. Ayrica, siber zorbalar, zorbalik davraniglarimi hakh

gostermek i¢in kendilerine daha 6nce zorbalik yapmis olan kisileri suglayabilirler.

Saldirganlik ve 6¢ almak i¢in siber zorbalik yapma arasindaki iligkileri agiklamak icin
halihazirdaki alanyazin bulgular1 dikkate alinabilir. Bergman ve digerleri (2007)
saldirgan bireylerin 6¢ almaya da meyilli olduklarini bulmuslardir. Bu durum, siber
zorbalik icin de s6z konusu olabilir. Nitekim, Konig ve digerleri (2010), kindar olmanin

siber zorbalarin ortak bir 6zelligi oldugunu bulgulamislardir.

Dokuzuncu - on ikinci hipotezler: Bu hipotezlere gore, zarar verme amaciyla siber
zorbalik yapma motivi ile ¢evirimi¢i disinhibisyon, ahlaki degerlerden soyutlanma,
narsisizm ve saldirganlik arasinda pozitif ve anlamli iligkiler beklenmistir. Sonuglar, bu
hipotezlerden, zarar verme amaciyla siber zorbalik yapma motivi ile ahlaki degerlerden
soyutlanma ve saldirganlik arasinda pozitif ve anlaml bir iligki oldugunu gostermistir.
Ote yandan, cevirimigi disinhibisyon ve zarar verme amaciyla siber zorbalik yapma
motivi arasinda negatif ve anlamli bir iliski bulunmustur. Bagka bir degisle, ahlaki

degerlerden soyutlanma ve saldirganlik seviyeleri arttik¢a, zarar vermek igin siber

241



zorbalik yapma riskinin arttig1 fakat ¢evirimigi disinhibisyon arttikca zarar vermek igin

siber zorbalik yapma riskinin azaldigi bulunmustur.

Bandura’nin (2002) ahlaki degerlerle ilgili 6ne siirdiigii bilissel mekanizmalar ahlaki
degerlerden soyutlanma ve zarar vermek i¢in siber zorbalik yapma arasindaki iligkileri
aciklamak i¢in gbéz Oniinde bulundurulabilir. Siber zorbalar, zorbalik davraniglarinin
etkilerini anlik olarak goremedikleri i¢in hedef aldiklar1 kisilere verdikleri zararin
farkinda olmayabilirler veya verdikleri zarar1 azimsayabilirler. Bu nedenle, siber zobalik
yaparak birilerini magdur etmeye devam edebilirler. Siber zorbalar, kendilerini
magdurlarla kiyaslayarak da yaptiklari zorbalik davranislarini  bilissel olarak
kavramsallastirabililer. Mesela, zorbalik yapmak istedigi kisiyi kendisinden fiziksel,
sOzel ya da iligkisel olarak daha giiclii goren bir siber zorba, eger kendisi kars1 tarafi
hedef almazsa er ya da ge¢ kendisinin siber zorbaliga maruz kalabilecegini diigiinebilir.
Bunlarla beraber, siber zorbalar magdurlari “zavalli veya ucube” gibi isimlendirip
magdurlarin zarar gormeyi hak ettiklerini ¢iinkii onlarin normal insanlar olmadiklarini
diistinebilirler. Siber zorbalar, yaptiklari zorbalik davranislarina baska yeni adlar
uydurarak da siber zorbalik yapmay1 normallestirebilirler. Zorbalik yapmay1 bir “ders
verme” olarak niteleyen bir zorba, magdura zarar vermedigini aksine zorbanin gercek

hayatla ilgili 6grenmesi gerekenleri 6grettigini iddia edebilir.

Saldirganlik ve zarar vermek icin siber zorbalik yapma arasindaki iliskileri agiklamak
i¢cin dogrudan calismalar olmasa da baz1 ge¢gmisteki alan yazina dayanan bazi ¢ikarimlar
yapilabilir. Cevirimi¢i ortamlar, saldirgan olan ve siber zorbalikk yapmak isteyen
bireylere bir¢ok yeni firsatlar yaratmaktadir. Siber zorbalik sayesinde, saldirganca
davraniglar zamanla ve mekanla siirli olmaktan kurtulup sinirsiz bir insan grubuna agik
hale gelmistir. Daha da 6nemlisi, siber zorbalik sayesinde saldirgan bireyler daha kolay
ve daha az riskli bir sekilde ama daha saldirganca davranabilmektedirler. Yukarida bahsi
gecen c¢ikarimla ilgili olarak, saldirganca davranig sergileyen bireyler daha kolay ve daha
az riskli oldugu icin siber zorbalik yaptiklarini belirtmislerdir (Compton ve dig., 2014;
Topcu ve dig., 2013; Varjas ve dig., 2010).
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Cevirimici disinhibisyon ve zarar verme amaciyla siber zorbalik yapma motivi arasinda
bulunan negatif ve anlamh iliski 6ngdriilmeyen bir bulguydu. Cevirimigi disinhibisyon,
¢evirim i¢i ortamda bireye daha ¢ok cesaret ve daha az korku saglayabilir. Bu sebeple,
daha yiiksek seviyede ¢evirimigi disinhibisyon yasayan bireyler ¢evirimigi ortamda daha
cok riskli davranig gosterebilirler. Ve bu risk de onlarin siber zorbaliga maruz kalma
ihtimallerini arttirabilir. Bundan dolay1 da, ¢evirimig¢i disinhibisyon, siber zorbalik

yapmaktan ziyade siber zobaliga maruz kalma ile iligkili olabilir.

On iigtincii - on sekizinci hipotezler: Bu hipotezlere gore, iistiinliik kurma amaciyla siber
zorbalik yapma motivi ile ¢evirimi¢i disinhibisyon, ahlaki degerlerden soyutlanma,
narsisizm ve saldirganlik arasinda pozitif ve anlaml iligkiler beklenmekteydi. Sonuglar,
bu hipotezlerden yalnizca, iistiinlik kurma amaciyla siber zorbalik yapma motivi ile
ahlaki degerlerden soyutlanma ve narsisizm arasinda pozitif ve anlamli bir iligski
oldugunu gosterdi. Yani, ahlaki degerlerden soyutlanma ve narsisizm arttik¢a tistiinliik

kurmak igin siber zorbalik yapma riski artmaktadir.

Bandura’nin (2002) ahlaki degerlerle ilgili 6ne siirdiigii bilissel mekanizmalar ahlaki
degerlerden soyutlanma ve iistiinliik kurmak igin siber zorbalik yapma arasindaki
iliskileri agiklamak i¢in g6z 6niinde bulundurulabilir. Fiziksel ortamlarda dominant olan
bireyler, ¢evirimi¢i ortamlarda da tstiinliiklerini devam ettirmek isteyebilirler. Ya da
tam aksine, fiziksel ortamlarda fiziksel, sozel veya iligkisel olarak dominant olmayan
bireyler, teknoloji kullanmadaki bilgi ve becerilerine dayanarak g¢evirimi¢i ortamlari
domine etmek isteyebilirler. Bu ikinci tip bireyler, kendilerinin fiziksel ortamda
dezavantajli ama c¢evirimici ortamlarda avantajli olduklarini iddia ederek siber zorbalik

davranislarini rasyonellestirebilirler.

Narsisizm ve istiinliik kurmak icin siber zorbalik yapma arasindaki iligkiler ile ilgili
siber zorbalik alanyazininda bir ¢alismaya rastlanilmasa da narsisizm ve istiinlik
kurmak i¢in yiiz yiize akran zorbaligi yapma arasinda pozitif ve anlamli bir iligki

Reijntjes ve digerleri (2015) tarafindan raporlanmistir.
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Narsisizm ve fstiinliik kurmak i¢in siber zorbalik yapma arasindaki iligkiyi agiklamak
icin narsist bireylerin kisilik 6zelliklerinden yararlanilabilir. Thomas’a (2012) gore
narsizme meyilli bireyler, baskalariyla iliskilerinde, sosyal statii kazanmak, baskalarinin
iistiinde otorite kurmak veya manipiilatif olmak isterler. Bu kisilik 6zellikleri dikkate
alindiginda, narsisizme daha ¢ok yatkin olan siber zorbalarin teknoloji araciligiyla
baskalarina ¢evirimi¢i ortamlarda iistiinliik kurmaya g¢alisabilecekleri, ¢cevirimi¢i temas
kurdugu ama sevmedikleri kisileri utandirmak isteyebilecekleri veya c¢evirimigci
ortamlarda kendilerinin O6nemli ve {stiin olduklarin1 kanitlamak isteyebilecekleri

duistiniilebilir.

4.1. Bulgulara ve ileriki Cahsmalara Yonelik Cikarimlar

Bu caligma, siber zorbalik yapma davranisinin kuramsal agiklamasinin yapilabilmesi
icin Kullanimlar ve Doyumlar Kurami’nin kullanilabilecegini ampirik olarak ortaya
koymustur. Alonzo ve Aiken (2004), bir siber zorbalik davranisi ¢esidi olan “ortami
kizistirma (flaming)” davranis1 ile Kullanimlar ve Doyumlar Kurami’n1 ampirik olarak
test etmistir. Ama, Kullamimlar ve Doyumlar Kurami, siber zorbalik davranisinin
kuramsal dayanagi olarak ilk kez bu ¢alismada sinanmistir. Bu nedenle, Kullanimlar ve
Doyumlar Kurami’ni siber zorbalik davranisi yapma ile ilisklendirip bu kuramin
uygunlugunu ampirik olarak test edecek daha c¢ok caligmaya gerekesinim vardir. Bu
nedenle, ileriki ¢alismalar, Kullanimlar ve Doyumlar Kurami’n siber zorbalik yapma

davranisi ile iligklendirip bu kuramin uygunlugunu ampirik olarak test etmelidirler.

Bu calismanin kurama oldugu kadar siber zorbalik alanindaki arastirmalara da katkilar
vardir. Ik olarak, bu c¢alisma siber zorbalik yapan bireylerin siber zorbalik
davraniglarinin ardinda yatan motivlerin neler oldugunu ve bu motivlerle siber
zorbalarin kisilik Ozellikleri arasindaki muhtemel iliskileri sinayarak siber zorbalik
davranigin1 anlamlandirmaya ¢alismistir. Siber zorbalik alanyazini dikkate alindiginda,
caligmalarin biiylik bir kismimin siber zorbaliga maruz kalmis magdurlara yonelik

oldugu gozlemlenmektedir. Bu c¢alisma, siber zorbalara odaklanarak, alanyazina ve
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arastirmacalara siber zorbaligi etkili bir sekilde onleyebilmek igin siber zorbalara da

odaklanilmasi gerektiginin altini ¢izmistir.

Bu aragtimanin uygulamaya yonelik ¢ikarimlarina gelince, Yiiksek Egitim Kurumu’nun
(YOK) siber zorbalik yapma davranisinin iiniversitelerde yaygmn oldugunun farkinda
olup siber zorbalig1 6nlemeye yonelik programlar gelistirmesinde yarar vardir. Ayrica,
lisans Ogrencilerini almakta oldugu bilgisayar kullanimi veya bilgi ve iletisim
teknolojileri derslerinde bilisim etigi, riskli Internet kullanimi veya siber zorbaliktan

nasil korunulur gibi igerikler YOK tarafindan 6nerilebilir.

Bu calismanin sonuglarinin, iiniversite psikolojik danigsma ve rehberlik birimlerinde
gorev yapmakta olan psikolojik danismanlara yonelik ¢ikarimlar1 da vardir. Psikolojik
danigmanlar, siber zorbaligin tiniversite 6grencileri arasinda yaygin oldugunun ve hem
magdurlar hem de zorbalar iizerinde siber zorbaligin olumsuz etkilerinin oldugunun
bilincinde olmalilar. Fakat, siber zorbalik yapan bireylere psikolojik danigmanlarin nasil
bir yardim saglayacaklarina yonelik bilgi alanyazinda olduk¢a sinirlidir. Bu nedenle,
siber zorbalara profesyonel psikolojik yardim saglamaya yonelik gelecekte yapilacak
arastirmalar olduk¢a 6nemlidir. Bu arastirmanin bulgulari, erkeklerin daha cok siber
zorbalik yaptiklarini gdstermistir. Bu bulguya dayali olarak, psikolojik danigmanlar,
siber zorbalik yapan erkek kisilere profesyonel yardim saglamaya 6zen gosterebilirler.
Erkeklerin kadinlara gére daha az psikolojik destek istedikleri goz oniine alindiginda,

erkek siber zorbalara yonelik psikolojik yardim hizmetleri biiylik 6nem kazanmaktadir.

Universite yonetimleri de siber zorbaligin kampiiste var oldugunu, ve iiniversite
gengliginin siber zorbalik nedeniyle bir¢cok sikinti yasabilecegini dikkate almalidirlar.
Siber zorbaligin kampiisteki varligi, genglerin bireysel ve sosyal yasamlarini olumsuz
etkileyebilecegi icin siber zorbalik {iniversite kampiisiindeki gliven ortamini olumsuz
etkileyebilir. Bu nedenle, iiniversite yonetimlerinin siber zorbaligi onlemeye yonelik
gelistirip uygulamaya koyacagr oOnleme ve miidahale programlar1 {iniversite

kampiisiindeki giiven ortamini olumlu yonde etkileyebilir.
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Bu calisgmanin bulgular1, siber zorbalifi oOnleyecek politika gelistirmeye yonelik
cikarimlar da icermektedir. Ulkemizdeki tiim iiniversitelerin YOK tarafindan idare
edildigi diisiiniildiigiinde YOK iin uygulamaya koyacagi, {iniversite dgrencileri arasinda
cevirimi¢i ortamlarin daha gilivenli hale gelmesine yonelik siber zorbaligi onleyici
programlarin uygulamaya koyulmasi énemlidir. Bu sayede, {iniversite gengligi arasinda
cevirim i¢i saldirganlik davranisina ve siber zorbaliga yonelik farkindalik artabilir.
Ulkemizde, ¢evirimigi santaj, sahtekarlk veye siber giivenlige yonelik yasal
diizenlemeler yapilsa da (Hekim ve Basibiiyiik, 2013), siber zorbalig1 6nlemeye yonelik
herhangi bir yasal diizenleme heniiz yapilmamistir. Fakat, siber zorbaligi dnlemeye
yonelik uluslararasi yasal diizenlemeler dikkate alindiginda Avustralya (Butler ve dig.,
2011), ingiltere (Marczak ve Coyne, 2010) veya Amerika’da (Gillespie, 2006; Hinduja
ve Patchin, 2011) siber zorbaligin hukuki boyutu tartisilmaktadir. Bu sebeple, tilkemizde
de siber zorbaligin hukuki boyutunu ele alan yasal diizenlemeler, siber zorbaligin

onlenmesinde fayda saglayabilir.
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Appendix R: Tez Fotokopi Izin Formu

ENSTITU

Fen Bilimleri Enstitiist

Sosyal Bilimler Enstitiisii -

Uygulamali Matematik Enstitiisii

Enformatik Enstittisi

Deniz Bilimleri Enstitiist

YAZARIN

Soyadi : Tanrikulu
Ad1 : Ibrahim
Boliimii : Egitim Bilimleri Boliimii- Psikolojik Rehberlik Anbilim Dali

TEZIN ADI: The Relationships among Cyber Bullying Perpetration Motives and Personality Traits:
Testing of Uses and Gratifications Theory

TEZIN TURU : Yiiksek Lisans Doktora -

1. Tezimin tamam diinya ¢apinda erigime agilsin ve kaynak gosterilmek sartiyla tezimin bir kismi1 veya

tamaminin fotokopisi alinsin.

2. Tezimin taman yalnizca Orta Dogu Teknik Universitesi kullancilarmin erisimine agilsin. (Bu

secenekle tezinizin fotokopisi ya da elektronik kopyasi Kiitiiphane aracilig1 ile ODTU digina

dagitilmayacaktir.)

3. Tezim bir (1) y1l siireyle erisime kapali olsun. (Bu se¢enekle tezinizin fotokopisi ya da elektronik

kopyast Kiitiiphane araciligi ile ODTU disina dagitilmayacaktir.) -

Yazarin imzasi ................... Tarih ................
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